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Introduction
TSG SA endorses SA2 to focus Rel-13 scope on key issue 2 - Efficient support of infrequent small data transmission for Cellular IoT. Also in SP-150521 the solutions for key issue 2 are clustered into two groups: Group 1 includes solutions with no data radio bearer/S1-U establishment that no AS security association but reuse NAS security. Group 2 includes solutions with data radio bearer/S1-U establishment that data is transmitted over user plane and UE context is kept in eNB/MME to optimize signalling during IDLE to CONNECTED mode transition. 
Discussion

TR 45.820 Annex E selects the traffic characteristics that need to be investigated, including mobile autonomous reporting (MAR) periodic report and software update/reconfiguration model. 

The MAR periodic reports and the corresponding ACK are small data that could be transmitted without establishing data radio bearer. Software update/reconfiguration and network commands are also deemed as small data. 

Solution 2 is designed for single UL/DL packet delivery without data radio bearer establishment that is proper to be adopted as the basis for infrequent small data delivery. 

In addition, considering applications of MAR periodic reports, the application servers could expect the wake up time of the CIoT devices (e.g., according to the subscription or operational configuration) and may be optimized to send software reconfiguration or network commands to the CIoT devices right after sending ACK for the UL MAR periodic reports. 
If the C-SGN immediately releases the connection but a DL data (e.g., software reconfiguration or network command) arrives at C-SGN, it would bring out paging messages from C-SGN to a CIoT device and the RRC procedures to send Service Request message from the CIoT device to the C-SGN. 

In order to reduce signalling and latency for expectable/scheduled DL data transmission, the C-SGN may keep the connection if the C-SGN expects/perceives more than one DL packet (e.g., a cut off of DL payload, another DL payload following the ACK for the UL MAR report, the subscription configuration of an application).   

Proposal

It is proposed to capture the following changes to TR 23.720.

-------------------------------------------Start of 1st Change---------------------------------------------------

6.2
Solution 2: Infrequent small data transmission using pre-established NAS security
6.2.1
Description

The solution is based on the Lightweight CN architecture for CIoT in sub-clause 6.1. Typically, the PGW is only used for roaming case. For non-roaming case, C-SGN can be the termination of SGi interface and C-SGN can send/receive data on SGi directly.
Procedure for single MO IP packet (and response):
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Figure 6.2.1-1: CIoT Small data transmission for MO
1. The mobile already performs Attach activating a default PDN connection.

The finally selected C-SGN makes sure to establish secure exchange of NAS messages, i.e. to use encryption of NAS signalling messages.

The finally selected C-SGN performs P-GW selection taking into account the UE’s roaming status and possible other information, e.g. specific APNs. 

The UE requests the UE's AS to establish an RRC connection. A new NAS message format is used to carry the IP packet in an encrypted IE. The UE can also indicate whether acknowledgment/response to the IP packet is expected or not. There is no need to set up the user plane and AS security.
NOTE:
It is RAN decision how to transfer the small data NAS PDU over the radio interface for CIoT RAT.

The unencrypted part of this new NAS PDU carries the "eKSI and Sequence Number" IEs as usual for encrypted NAS messages. The C-SGN uses this, and the S-TMSI, to identify the security context to decrypt the IP packet.

2. The CIoT RAN forwards NAS PDU and the indication on whether ack/response is expected to the C-SGN in the initial UE message.
3. The C-SGN decrypts the NAS message, obtaining the IP packet.

The C-SGN retrieves the P-GW IP address and TEID, forms the GTP packet and sends it to the P-GW.
Editor’s Note: It is FFS whether GTP-U tunnel will be needed on S8 or GTP-C only can be used to send the small data packets to PGW. 
The P-GW forwards the IP packet on to the SGi interface.

4. If no acknowledgment/response to the IP Packet is expected (based on the subscriber information and the indication from the UE), or no DL data is expected to be delivered to the UE (e.g., a cut off of DL payload, another DL payload following the ACK for the UL MAR report, the subscription configuration of an application), the C-SGN immediately releases the connection. Otherwise, when a (response) IP packet arrives in the P-GW, the P-GW forms the GTP packet and sends it to the C-SGN. 

5. The C-SGN encrypts the NAS message with the downlink IP packet and sends the downlink NAS transport message to the CIoT-RAN. C-SGN releases the signalling connection after the timer monitoring the connection expires.
6. CIoT-RAN sends the Downlink Information Transfer including the NAS message to UE and also releases the RRC connection after the timer monitoring the connection expires.

Procedure for single MT IP packet delivery

This uses similar concepts to the MO case described above.
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Figure 6.2.1-2: CIoT Small data transmission for MT 
1. P-GW sends the GTP packet to the C-SGN. 
Editor’s Note: It is FFS whether GTP-U tunnel will be needed on S8 or GTP-C only can be used to send the small data packets. 
2. If there is no signalling connection with the UE, the C-SGN buffers the received IP packet(s), and pages UE. The UE sends the Service Request message to C-SGN. 
3. The C-SGN then sends the IP packet in an encrypted IE in a NAS PDU in a Downlink NAS Transport message and the CIoT-RAN sends the NAS PDU onto the UE. There is no need to set up the user plane and AS security.
4. The UE might send a packet as an acknowledgement that is sent in an encrypted IE in a NAS PDU in an UL Information Transfer message. The CIoT-RAN forwards the NAS PDU to the C-SGN. After the timer monitoring the connection expires, the C-SGN, UE and CIoT-RAN release the connection locally.
5. The C-SGN decrypts the IE, adds the GTP header and forwards it to the P-GW.

6.2.2
Impacts on existing nodes and functionality
Impacts on UE:

-
Handle "small data" transaction (including transfer the encrypted uplink packet to C-SGN in the first NAS message).

Impacts on RAN:

-
Handle "NAS small data" session
-
C-SGN selection for CIoT UE.

Impacts on C-SGN comparing with MME:

-
Receive the uplink IP packet from UE by NAS.

-
Receive and encrypt the downlink IP packet and transfer to UE by NAS.
6.2.3
Solution Evaluation

Benefits:
-
No establishment of DRBs and no resource reservation over the radio interface;

-
Reduced signalling procedures in the core network and radio interface.

Drawbacks:

-


This solution piggybacks uplink small data onto the initial NAS uplink message that is extended and it uses an additional NAS message for carrying downlink response small data. The efforts for setting up the user plane, i.e. related RRC messages and AS security setup, can be avoided. C-SGN capacity needs to be suitable for this traffic;

The data transfer on the radio interface depends on the CIoT RAN design.
-------------------------------------------End of Change---------------------------------------------------
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