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* * * * First Change * * * *
H.4
EPC-based untrusted non-3GPP Access

H.4.1
General

In an EPC-based untrusted non 3GPP Access, the BBERF does not apply.

Specific event triggers and credit reauthorization triggers are listed in table H.4.

Table H.4: Untrusted non-3GPP access specific event/credit reauthorization triggers

	Event/Credit reauthorization trigger
	Description
	Reported from
	Condition for reporting

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, have changed.
	PCEF
	PCRF/OCS


For an IP-CAN session set-up over an untrusted non-3GPP access over S2b:

-
At IP‑CAN Session Establishment the PCEF provides IP-CAN type, indication that it is untrusted and RAT type over Gx. This occurs at step 3 of Figure 7.2-1 (IP‑CAN Session Establishment). This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9]. 


-
The IP-CAN type changes defined in clause 6.1.4 and RAT type changes event trigger applies. The PCEF reports to PCRF when a Create Session Request is received including information that the UE moved to an untrusted WLAN access. This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9]. 






-
When the IP-CAN session is terminated a UWAN Release Cause (if available) is provided to the PCRF.

The AF instruction to report changes of the IP‑CAN type is described in clause 6.2.3 including an indication that the access type is untrusted.

NOTE 2:
In order to provide more detailed information to the AF about the characteristics of the access when the RAT type is unknown, the information on whether the access is untrusted is provided.

H.4.2
IMS Emergency support

The PCC procedures and Flows for IMS Emergency described in sub-clause 6.10 apply. In addition, at Indication of IP-CAN Session Establishment, the PCEF may provide, the WLAN Location Information, i.e. TWAN ID together with the information on when the UE was last known in that location, or the local IP address detected by the ePDG as the source of the UE traffic over Swu as defined in TS 23.402 [18] or both of them.

The P-CSCF (i.e. the AF) may request to provide the user location as part of the IMS service information associated with an UE IP address that belongs to an emergency APN and according to the procedure to request Access Network Information defined in sub-clause 6.2.3. If the request to provide user location is within an emergency APN, the PCRF triggers the request to provide user location. The PCRF reports, if available, the WLAN location information, i.e. TWAN ID together with the information on when the UE was last known in that location to the P-CSCF (i.e. the AF). Otherwise, the PCRF requests to report user location as part of the procedure to request Access Network Information defined in sub-clause 6.1.2.0. The remaining procedures described in sub-clause 6.2.4 to report Access Network Information applies. The PCEF shall report the local IP address detected by the ePDG as the source of the UE traffic over Swn to the PCRF.
* * * * End of Changes * * * *
