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Abstract of the contribution: At SA2 # 109 meeting, it was agreed to use link-local address in isolated (non-relay) communication. This paper further clarifies it by adding references to link-local addresses. 
1 Discussion
At SA2 Fukuoka meeting, it was agreed to use link-local address in isolated (non-relay) communication and related text: “UEs engaging in isolated (non-relay) one-to-one communication may also use link-local addresses.” was added in clause 7.1.2.2. 

However, from this single sentence it is not clear which link-local address is meant here and scope of such address. In order to clarify these ambiguities, this paper proposes to add references to IETF documents for link-local IPv6 address as well as link-local IPv4 address. RFC 4862 is referenced in case of IPv6 and RFC 3927 in case of IPv4. These documents specify steps by which a UE may auto-configure its interfaces in IP version 6 and IP version 4. Additionally, these documents provide guidelines & scope of IPv6 and IPv4 link-local address.
2  Proposal

It is proposed to include below text to TR 23.713 clause 7.1.2.2
>>>Proposed Changes<<<

7.1.2.1
Establishment of secure layer-2 link over PC5
Depicted in figure 7.1.2.1.1 is the procedure for establishment of secure layer-2 link over PC5. UEs engaged in isolated (non-relay) one to one communication may negotiate the link-local address to be used for subsequent communication.
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Figure 7.1.2.1.1: Establishment of secure layer-2 link over PC5
1.
UE-1 sends a Direct Communication Request message to UE-2 in order to trigger mutual authentication. If link local address is used, UE 1 includes the configured link-local address in the Direct Communication Request message. UE 1 may include both an IPv4 address and an IPv6 address in the message to facilitate that UE 2 can choose the address of the IP version it supports,
NOTE:
The link initiator (UE-1) needs to know the Layer-2 ID of the peer (UE-2) in order to perform step 1. As an example, the link initiator may learn the Layer-2 ID of the peer by executing a discovery procedure first or by having participated in ProSe one-to-many communication including the peer.

2.
UE-2 initiates the procedure for mutual authentication. The successful completion of the authentication procedure indicates the establishment of the secure layer-2 link over PC5. UE 2 checks whether it supports the link local address of IP version indicated in step 1. If it supports, UE 2 responds a Direct Communication Response (link-local address of UE 2) message.
7.1.2.2
IP address assignment
At least the following standard IETF mechanisms are used for IP address/prefix assignment:

-
DHCP based IP address configuration for assignment of IPv4 address.

-
IPv6 Stateless Address auto configuration specified in RFC 4862 [6] for assignment of IPv6 prefix.
One of the two UEs acts as DHCP server or IPv6 default router.

In the ProSe UE-NW Relay case the relay acts as DHCP server or IPv6 default router for all Remote UEs that connect to it over a secure layer-2 link over PC5, detail procedures are described in clause 7.2.2.1
UEs engaging in isolated (non-relay) one-to-one communication may also use link-local addresses. UE auto-configures link-local address using procedures as defined in RFC 4862 in case of IPv6 and in RFC 3927 in case of IPv4.
>>>End of Changes<<<
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