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Abstract of the contribution: This contribution is to propose how to assign the Layer2-ID for unicast communication.
1. Introduction
One-to-one ProSe direct communication has a FFS issue described in the subclause 7.1.4 as follows;
It is FFS how Layer-2 ID for unicast communication is assigned to the UE, whether the same Layer-2 ID can be used for multiple layer-2 links for one-to-one communication and whether the same Layer-2 ID can be used for Source Layer-2 ID of both one-to-one and one-to-many communication. This FFS applies to both cases when bearer level security as defined by TS 33.303[11] is used and when it is not.
This contribution is to propose how to assign the Layer2-ID for unicast communication and solve the FFS above.
2. Discussion
For ProSe direct communication one-to-one over PC5 between two UEs, each UE has a Layer-2 ID for unicast communication so that combination of Layer-2 IDs of the two UEs identifies the Layer 2 link for ProSe direct communication. That is, one is for the Source Layer-2 ID of every frame that it sends and the other is for the Destination Layer-2 ID of every frame that it receives on the layer-2 link. Moreover, the ProSe direct communication one-to-one is realized by establishing a “secure” L2 link over PC5. It implies that bearer level security should be applied for ProSe direct communication one-to-one.
Then, which entity assigns the UE with the Layer-2 ID for unicast connection? ProSe Function, ProSe Key Management Function or UE itself could be a candidate. 
1) ProSe Function(PF)
The PF provisions the UEs with the Layer-2 ID for unicast communication during service authorization procedure. And,   security parameters could be provided from PKMF, which is the scope of SA3 WG. Then, PKMF surely may assign the value of the Layer-2 ID for unicast communication to the ProSe UE ID of multiple Layer 2 Group if the value of the Layer-2 ID for unicast communication is unique in each layer 2 group. 
2) ProSe Key Management Function(PKMF)
Alt1. UE may reuse a ProSe UE ID which has been assigned for a group communication. And, security parameters for one-to-one communication could be provided from PKMF. That is, if the UE is assigned any Layer 2 Groups for one-to-many communications, then the UE may take one of the ProSe UE IDs which are assigned as Source Layer 2 as the Layer-2 ID for unicast communication.  
Alt2. The PKMF provisions the UEs with the Layer-2 ID for unicast communication together with security parameters. And, security parameters could be provided from PKMF, which is the scope of SA3 WG. Then, PKMF surely may assign the value of the Layer-2 ID for unicast communication to the ProSe UE ID of multiple Layer 2 Group if the value of the Layer-2 ID for unicast communication is unique in each layer 2 group. 

3) UE Self-assignment

The UE self-assigns a Layer 2 ID for unicast communications, and security parameters could be provided from PKMF. But, the UE needs to ensure that the Layer-2 ID for unicast communication is at least locally unique.
In the view that the ProSe direct communication one-to-one is realized by establishing a “secure” L2 link over PC5, the UE should contact at least once PKMF for ProSe one-to-one communication in order to obtain the security parameters. So, PKMF is a better entity for the Layer-2 ID assignment for unicast communication and separate ID management from group communication (Alt2) is more preferable. And, upon detection of Layer-2 ID collision the UE may handle the confliction by unspecified means (e.g. self-assign a Layer 2 ID for unicast communication).

3. Proposal
/// 1st change ///
7.1
Solution for one-to-one ProSe Direct Communication

Editor's note:
This clause is intended to document the agreed architecture solution for one-to-one ProSe Direct Communication.
7.1.1
Functional Description
Editor's note:
General description, assumptions, and principles of the solution.
7.1.1.1
General
ProSe direct communication one-to-one is realised by establishing a secure layer-2 link over PC5 between two UEs so that bearer level security shall be used.

Each UE has a Layer-2 ID for unicast communication that is included in the Source Layer-2 ID field of every frame that it sends on the layer-2 link and in the Destination Layer-2 ID of every frame that it receives on the layer-2 link.

NOTE1:  Conflicts between Destination Layer-2 ID for unicast and one-to-many communication will be resolved by RAN2 WG.
Layer-2 ID for unicast communication and its security parameters are provisioned to the UE by ProSe Key Management Function. 
NOTE2 :  Layer-2 ID for unicast communication and its security parameters provisioning will be confirmed by SA3 WG.
The UE needs to ensure that the Layer-2 ID for unicast communication is at least locally unique. So the UE should be prepared to handle Layer-2 ID conflicts with adjacent UEs using unspecified mechanisms (e.g. self-assign a new Layer-2 ID for unicast communication when a conflict is detected).

The layer-2 link for ProSe direct communication one-to-one is identified by the combination of the Layer-2 IDs of the two UEs. This means that the UE can engage in multiple layer-2 links for ProSe direct communication one-to-one using the same Layer-2 ID. Moreover, the same Layer-2 ID can be used for Source Layer-2 ID of both one-to-one and one-to-many communication.
/// 2nd change ///
7.1.4
Topics for further study for one-to-one ProSe Direct Communication

It is FFS whether the Direct Communication Request message (step 1 in figure 7.1.2.1.1) and the authentication messages (step 2 in figure 7.1.2.1.1) belong to the same or different protocols.

Resolution: PC5 signalling protocol is used for both Direct Communication Request message and authentication messages.
It is FFS whether there is a need for other mechanisms for IP address assignment (e.g. to assist service continuity between the direct path and the infrastructure path between the two UEs, or for the case of an isolated (i.e. non-relay) one-to-one communication).

Resolution: service continuity between the direct path and the infrastructure path is not supported.
It is FFS whether one-to-one communication requires real-time network authorisation when the two UEs are in coverage.

Resolution: in SA3 scope

7.1.5
Conclusions on one-to-one ProSe Direct Communication

The PC5 transport for signalling and user plane should follow the same per packet priority treatment defined in clause 7.5.1.
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