
3GPP TSG-SA WG2 Meeting #110 
S2-152221
Dubrovnik, Croatia, 6th – 10th July, 2015
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	23.203
	CR
	0982
	rev
	-
	Current version:
	13.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Traffic Steering Control Information over Gx, Sd and St reference points

	
	

	Source to WG:
	Ericsson, AT&T, NEC

	Source to TSG:
	SA2

	
	

	Work item code:
	FMSS
	
	Date:
	2015-06-30

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	PCC reference architecture is enhanced for traffic steering, therefore traffic steering control information needs to be defined. In addition, the traffic steering control information may be sent over Gx, Sd or St interfaces, depending on the deployment scenario. A common clause where the traffic steering control information is defined and then mapped into Gx, Sd and St interfaces is proposed.  

	
	

	Summary of change:
	A new clause that defines the traffic steering control information that consists of a traffic descriptor , precedence and a traffic steering policy identifier only. No metadata that may be needed for a SF, such as MSISDN or RAT type is defined as part of the traffic steering control information and their mapping into PCC, ADC and TSC rules is defined.
In addition, the proposal is to inform CT3, as agreed in FMSS conclusions, to ask them to define a RESTful based protocol for St interface and to reuse parts of Diameter based Sd protocol relevant for traffic steering. When resuing the relevant parts of Diameter based Sd protocol, existing AVPs for ADC Rules are reused while the architecture defines only the relevant traffic steering control information over St. 

	
	

	Consequences if not approved:
	Lack of definition of control information needed for traffic steering and how it is realized over Gx/Sd and St interfaces.

	
	

	Clauses affected:
	3.1, 6.x (new), 6.x.1 (new), 6.y (new), 6.y.1 (new), 6.y.2 (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	It is related to the CRs that update PCC and ADC Rule definitions.


* * * * First Change * * * *
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [8] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [8].

application detection filter: A logic used to detect packets generated by an application based on extended inspection of these packets, e.g. header and/or payload information, as well as dynamics of packet flows. The logic is entirely internal to a TDF or a PCEF enhanced with ADC, and is out of scope of this specification.

application identifier: An identifier referring to a specific application detection filter.

application service provider: A business entity responsible for the application that is being / will be used by a UE, which may be either an AF operator or has an association with the AF operator.

ADC decision: A decision consists of references to ADC rules, associated enforcement actions (for dynamic ADC rules) and TDF session attributes and is provided by the PCRF to the TDF for application detection and control.

ADC rule: A set of information enabling the detection of application traffic and associated enforcement actions. ADC rules are directly provisioned into the TDF and referenced by the PCRF.

authorised QoS: The maximum QoS that is authorised for a service data flow. In case of an aggregation of multiple service data flows within one IP‑CAN bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual service data flows is the "Authorised QoS" for the IP‑CAN bearer. It contains the QoS class identifier and the data rate.

binding: The association between a service data flow and the IP‑CAN bearer (for GPRS the PDP context) transporting that service data flow.

binding mechanism: The method for creating, modifying and deleting bindings.

charging control: The process of associating packets, belonging to a service data flow, to a charging key and applying online charging and/or offline charging, as appropriate.

charging key: information used by the online and offline charging system for rating purposes.

detected application traffic: An aggregate set of packet flows that are generated by a given application and detected by an application detection filter.

dynamic ADC Rule: an ADC rule, for which the PCRF can provide and modify some parameters via the Sd reference point.

dynamic PCC Rule: a PCC rule, for which the definition is provided to the PCEF via the Gx reference point.
event report: a notification, possibly containing additional information, of an event which occurs that corresponds with an event trigger. Also, an event report is a report from the PCRF to the AF concerning transmission resources or requesting additional information.
event trigger: a rule specifying the event reporting behaviour of a PCEF or BBERF or TDF. Also, it is a trigger for credit management events.
gating control: The process of blocking or allowing packets, belonging to a service data flow / detected application's traffic, to pass through to the desired endpoint.

Gateway Control Session: An association between a BBERF and a PCRF (when GTP is not used in the EPC), used for transferring access specific parameters, BBERF events and QoS rules between PCRF and BBERF.

GBR bearer: An IP‑CAN bearer with reserved (guaranteed) bitrate resources.

GPRS IP‑CAN: This IP‑CAN incorporates GPRS over GERAN and UTRAN, see TS 23.060 [12].

IP‑CAN bearer: An IP transmission path of defined capacity, delay and bit error rate, etc. See TR 21.905 [8] for the definition of bearer.

IP‑CAN session: The association between a UE and an IP network. The association is identified by one IPv4 and/or an IPv6 prefix together with UE identity information, if available, and a PDN represented by a PDN ID (e.g. an APN). An IP‑CAN session incorporates one or more IP‑CAN bearers. Support for multiple IP‑CAN bearers per IP‑CAN session is IP‑CAN specific. An IP‑CAN session exists as long as UE IP addresses/prefix are established and announced to the IP network.

non-GBR bearer: An IP‑CAN bearer with no reserved (guaranteed) bitrate resources.

operator-controlled service: A service for which complete PCC rule information, including service data flow filter information, is available in the PCRF through configuration and/or dynamic interaction with an AF.

packet flow: A specific user data flow from and/or to the UE.

Presence Reporting Area: An area defined within 3GPP Packet Domain for the purposes of reporting of UE presence within that area due to policy control and/or charging reasons. There are two types of Presence Reporting Areas: "UE-dedicated Presence Reporting Areas", and "Core Network pre-configured Presence Reporting Areas". They are further defined in TS 23.401 [17].

PCC decision: A decision consists of PCC rules and IP‑CAN bearer attributes and is provided by the PCRF to the PCEF for policy and charging control and, for PCEF enhanced with ADC, application detection and control.
PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy control and/or charging control and, for PCEF enhanced with ADC, for application detection and control.

PCEF enhanced with ADC: PCEF, enhanced with application detection and control feature.

policy control: The process whereby the PCRF indicates to the PCEF how to control the IP‑CAN bearer. Policy control includes QoS control and/or gating control.

predefined PCC Rule: a PCC rule that has been provisioned directly into the PCEF by the operator.

policy counter: A mechanism within the OCS to track spending applicable to a subscriber.

policy counter identifier: A reference to a policy counter in the OCS for a subscriber.

policy counter status: A label whose values are not standardized and that is associated with a policy counter's value relative to the spending limit(s) (the number of possible policy counter status values for a policy counter is one greater than the number of thresholds associated with that policy counter, i.e policy counter status values describe the status around the thresholds). This is used to convey information relating to subscriber spending from OCS to PCRF. Specific labels are configured jointly in OCS and PCRF.

QoS class identifier (QCI): A scalar that is used as a reference to a specific packet forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a SDF. This may be implemented in the access network by the QCI referencing node specific parameters that control packet forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.), that have been pre-configured by the operator at a specific node(s) (e.g. eNodeB).

QoS rule: A set of information enabling the detection of a service data flow and defining its associated QoS parameters.

Monitoring key: information used by the PCEF, TDF and PCRF for usage monitoring control purposes as a reference to a given set of service data flows or application (s), that all share a common allowed usage on a per UE and APN basis.

RAN user plane congestion: RAN user plane congestion occurs when the demand for RAN resources exceeds the available RAN capacity to deliver the user data for a prolonged period of time.

NOTE 1:
Short-duration traffic bursts is a normal condition at any traffic load level, and is not considered to be RAN user plane congestion. Likewise, a high-level of utilization of RAN resources (based on operator configuration) is considered a normal mode of operation and might not be RAN user plane congestion.

Redirection: Redirect the detected service traffic to an application server (e.g. redirect to a top-up / service provisioning page).

service data flow: An aggregate set of packet flows carried through the PCEF that matches a service data flow template.

service data flow filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet flows constituting a service data flow. The possible service data flow filters are defined in clause 6.2.2.2.

service data flow filter identifier: A scalar that is unique for a specific service data flow (SDF) filter (used on Gx and Gxx) within an IP‑CAN session.

service data flow template: The set of service data flow filters in a PCC Rule or an application identifier in a PCC rule referring to an application detection filter, required for defining a service data flow.

service identifier: An identifier for a service. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow. A concrete instance of a service may be identified if additional AF information is available (further details to be found in clause 6.3.1).

session based service: An end user service requiring application level signalling, which is separated from service rendering.

spending limit: A spending limit is the usage limit of a policy counter (e.g. monetary, volume, duration) that a subscriber is allowed to consume.

spending limit report: a notification, containing the current policy counter status generated from the OCS to the PCRF via the Sy reference point.

subscribed guaranteed bandwidth QoS: The per subscriber, authorized cumulative guaranteed bandwidth QoS which is provided by the SPR/UDR to the PCRF.

subscriber category: is a means to group the subscribers into different classes, e.g. gold user, the silver user and the bronze user.

TDF session: An association between an IP-CAN session and the assigned TDF for the purpose of application detection and control.

traffic descriptor: The set of traffic flow filters or an application identifier referring to an application detection filter, for defining a traffic flow. 

traffic flow: An aggregate set of packet flows that matches a traffic descriptor.

traffic flow filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet flows constituting a traffic flow. The possible traffic flow filters are defined in clause 6.2.2.2 except those filters that extend packet inspection and look further into the packet; those are refered as application detection filters.
traffic flow filter identifier: A scalar that is unique for a specific traffic flow filter wiithin an IP‑CAN session.
uplink bearer binding verification: The network enforcement of terminal compliance with the negotiated uplink traffic mapping to bearers.

* * * * Next Change * * * *
6.x
Traffic Steering Control Information

6.x.1
General

The Traffic Steering Control Information includes a traffic descriptor and a traffic steering policy identifier associated to that traffic description. 
NOTE: Service Functions may need IP-CAN specific parameters such as e.g. RAT type that are not ptovided over St Reference point in this release of the specification. There are no procedures defined for sending IP-CAN specific parameters associated to traffic steering control either.
The Traffic Steering Control Information may be sent over Gx or over Sd reference point, in this case the PCEF or the TDF classifies packets belonging to a traffic flow using the traffic descriptor and steers the traffic flows as defined by the traffic steering policy identifier. 

The Traffic Steering Control Information may be sent over St Reference point, in this case the traffic steering is performed in the SGI-LAN. The classifiers in the SGi-LAN classifies packets belonging to a traffic flow using the traffic descriptor and steers the traffic flows as defined by the traffic steering policy identifier. In cases where the PCEF or the TDF acts as initial classifier, the PCEF or  the TDF classifies packets belonging to a traffic flow using the traffic descriptor and performs packet marking as indicated in traffic steering policy identifier.
Table 6.x describes the traffic steering control information and what information name is used in the PCC Rule Information in table 6.3 when sent over Gx, in the ADC Rule Information in table 6.8 when sent over Sd and in the TSC Rule Information in table 6.y when sent over St. 
Table 6.x only shows the commonality of traffic steering control information on the PCC/ADC and TSC Rules but it is not a rule definition. PCC Rule is defined in subclause 6.3, ADC Rule is defined in subclause 6.8 and TSC Rule definition is defined in subclause 6.y.
Table 6.x: Traffic Steering Control Information over Gx, Sd and St reference points

	Information name
	Information name in PCC Rule 
	Information name in ADC Rule 
	Information name in TSC Rule 

	Name
	PCC Rule name (NOTE 1)
	ADC Rule name name (NOTE 2)
	TS Rule name (NOTE 3)

	Traffic  Descriptor
	Service Data Flow Template name (NOTE 1)
	Appication Identifier or traffic flow filter name (NOTE 2)
	Traffic flow filter (NOTE 3)

	Precedence
	Precedence name (NOTE 1)
	Precedence (NOTE 2)
	Precedence (NOTE 3)

	Traffic Steering Policy Identifier
	Traffic Steering Policy Identifer (NOTE 1)
	Traffic Steering Policy Identifer  (NOTE 2)
	Traffic Stering Policy Identifier (NOTE 3)

	NOTE 1: As defined in Table 6.3

NOTE 2: As defined in Table 6.8

NOTE 3: As defined in Table 6.y


* * * * Next Change * * * *
6.y
Traffic Steering Control Rule

6.y.1
 Description

A TSC Rule includes a traffic descriptor, a precedence and traffic steering policy information. A TSC Rule is sent over St Interface. A TSC Rule comprises the information that is required to determine the service chain associated to a traffic flow.
The packets detected by applying a traffic descriptor in the TSC Rule form a traffic flow. The TSSF uses the traffic steering policy identifier to select the list of service functions, their order, etc. and configure the classifiers and forwarding entities in the SGi-LAN. There may be a different traffic steering policy identifier for UL and DL part of a traffic flow.

	Traffic Steering Control Rule Information
	Description
	Category
	PCRF permitted to modify for a dynamic TSC Rule

	Rule identifier
	Uniquely identifies the Traffic Steering Rule at the TSSF.
	Mandatory
	No

	Traffic classification
	
	
	

	Traffic Descriptor
	A list of traffic flow filters or an application identifier for the classification of a service chain in the SGi-LAN. It may be applicable for uplink or downlink or both directions. 
	Conditional


	Yes

	Precedence
	When traffic flow filters overlap, the precedence determines the order in which the traffic flow filters are applied for traffic classification in the SGi-LAN. 
	Conditional (NOTE 1)
	Yes

	Traffic Steering Control Information
	
	
	

	Traffic Steering Policy Identifier
	A reference to the traffic steering information associated to a traffic description. It may be applicable for uplink or downlink or both directions. 
	Mandatory
	Yes 

	NOTE 1: The Precedence is mandatory for dynamic TSC Rules with a traffic identifier containing traffic flow filters. For dynamic TSC rules containing an application identifier, the precedence is either preconfigured in TSSF or provided in the TSC rule from PCRF.


Table 6.y.1. The TSC Rule Information
The Traffic Descriptor comprises the information required to identify a traffic flow for traffic steering. The Traffic Descriptor is represented by a Traffic Flow Filter or an application identifier in a TSC Rule.
The Precedence defines in the order in which the traffic descriptor shall be applied for traffic classification. .
The Traffic Steering Policy Identifier for a traffic flow. It identifies the traffic steering information associated to the traffic flow. The Traffic Steering Policy Identifier may map to e.g. a service chain identifier.
6.y.2
Traffic Steering Control rule operations

Traffic Steering Control (TSC) rule operations consists of provisioning, modification and removal of TSC rules.

Provisioning: The PCRF provides the TSC Rule identifier to the TSSF. For dynamic TSC Rules, the PCRF provides traffic steering control information and optionally its precedence.
A TSC rule provisioned to the TSSF means that the traffic flow is steered in the SGi-LAN according to the information defined in the traffic steering policy identifier associated to it.
The PCRF may, at any time, modify a dynamic TSC rule. The PCRF may modify a TSC Rule to change the traffic steering policy identifier, the precedence or the traffic flows.
The PCRF may, at any time, remove a TSC rule. 
* * * * End of Changes * * * *
