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Abstract of the contribution:
This contribution discusses monitoring support via HSS for WLAN access network.
Discussion
Support for Monitoring Events can be offered either via HSS, MME/SGSN or via PCRF as defined in TS 23.682. Based on operator policies, it shall be possible to configure Monitoring Events such that some Monitoring Event follows procedures in clause 4.5.6.2 while another Monitoring Event follows procedures in clause 4.5.6.3. SCEF shall not enable a given Monitoring Event for the same UE via both HSS/MME/SGSN, and PCRF. 
However, when the UE is connecting via WLAN access network only, the monitoring configuration and reporting is not supported via HSS. According to current specification, only location reporting and communication failure reporting could be supported via PCRF.
In the following, we would like to discuss what other monitoring events could be supported when the UE is connecting via WLAN access network only and which of the available solutions would be best to report them.
Q1. What monitoring events could be supported when the UE is connecting via WLAN access network only?
Loss of connectivity: Since there is no “idle” mode concept in the WLAN access network, it does not bring much benefit to support this monitoring event for a UE connected to a WLAN access network.
UE reachability: Since there is no “idle” mode concept in the WLAN access network, it does not bring much benefit to support this monitoring event for a UE connected to a WLAN access network.

Location reporting: This monitoring event could be supported in the HSS based on the Netloc_TWAN solution as defined in TS 23.402 section 16.2.3 and the SEW solution for untrusted WLAN scenario. Only a one-time location reporting would be possible. 
Change of IMSI-IMEI(SV) Association: This monitoring event could be supported in the HSS based on the MEI_WLAN solution as defined in stage 3 TS 29.273.
Roaming status: This monitoring event could be supported by the HSS.
Communication failure: This monitoring event could be supported by TWAN/ePDG. TWAN/UWAN release cause is defined in TS 23.402.
Availability after DDN Failure: this monitoring event is not applicable since there is no paging in WLAN access network.
Proposal 1: The following monitoring events could be supported when the UE is connected to a WLAN access network:

1) One-time Location reporting

2) Change of IMSI-IMEI(SV) Association
3) Roaming status
4) Communication failure
Q2. What solution is used to support monitoring events when the UE is connected via WLAN access network only?
For Change of IMSI-IMEI(SV) Association and Roaming status, the HSS is aware of the change. Therefore the current monitoring procedure via HSS is sufficient.
For one-time location reporting, the Netloc_TWAN solution as defined in TS 23.402 section 16.2.3 and the SEW solution for untrusted WLAN scenario could be used for extending the monitoring procedure via HSS. 
For communication failure reporting, currently the TWAN/ePDG reports the TWAN/UWAN release cause only to the PGW/PCRF. Therefore, the TWAN/ePDG could be enhanced to support communication failure monitoring configuration and reporting towards the HSS or to the SCEF.
Proposal 2: It is proposed to extend HSS based monitoring for one-time location reporting and communication failure reporting when the UE is connected via WLAN access network only.
Proposal
It is proposed to extend the HSS based monitoring solution for one-time location reporting and communication failure reporting when the UE is connected via WLAN access network only.
If it is acceptable, Huawei would like to prepare the related CR next time.
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