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Abstract of the contribution: This paper proposes a solution for ePDG selection for all scenarios based on redirection.
1
Introduction

According to the current specifications in TS 23.402 the UE selects the ePDG in the following ways:

1) An ePDG that is pre-configured in the UE is selected. 
2) The UE selects an ePDG dynamically. In that case the UE first tries to find an ePDG in the VPLMN. If finding an ePDG in the VPLMN fails or the UE does not roam in any VPLMN then it tries to find an ePDG in the HPLMN.
Note that the current description does not clarify whether an IP address or an FQDN can be preconfigured in the UE.
During SA2#109 it was identified that the current ePDG selection does not meet all the requirements and therefore at SA#68 it was agreed to enhance the ePDG selection due to the following reasons:

· During ePDG selection the location of the UE should be considered

· Network should be able to decide if ePDG in VPLMN or HPLMN is selected, e.g. depending on the roaming agreements between the operator.
Moreover the support of emergency calls over WLANs also requires an enhancement of the ePDG election.

This paper proposes a universal solution for all of the above scenarios based on redirection.

2
Solution using redirecting 
The basic idea is that the 3GPP AAA server, which is in the HPLMN, can provide an FQDN or an IP address of the preferred ePDG(s), to which the UE should be redirected during the initial authentication and authorization procedure towards the ePDG that was initially selected by the UE. Then the initially selected ePDG redirects the UE using the IKEv2 redirect mechanism towards the preferred ePDG(s) using the IP address or FQDN received from the 3GPP AAA server.
The procedure is depicted in Figure 2-1.
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Figure 2-1: ePDG selection with redirection

1) An UE according to the current procedures contacts ePDG_1. (No need to change anything in the current ePDG selection mechanism and in the configuration of the UE.)

2) ePDG_1 performs an initial Authentication and Authorization procedure, and contacts the 3GPP AAA server in the HPLMN according to the current procedures.

3) The 3GPP AAA server receiving the initial Authentication and Authorization request from the ePDG_1 decides that the UE shall be redirected to another (preferred) ePDG (ePDG_2). This decision can be based on the local policies configured by the HPLMN operator in the 3GPP AAA server, VPLMN identifier of the ePDG, subscriber data, location information of the UE, emergency indication received from the UE or any combination of these parameters. Then the 3GPP AAA server indicates to ePDG_1 in the VPLMN that the UE shall be redirected to another ePDG and sends ePDG_2's IP address or FQDN to ePDG_1. 

4) ePDG_1 triggers redirection based on the response from the 3GPP AAA server using the IKEv2 REDIRECT mechanism as defined in RFC 5685. Note that using this IKEv2 mechanism is not new in 3GPP as PDN-GW can be also reallocated during attach procedure over S2c interface using this mechanism, as defined in 3GPP TS 23.402 and in 3GPP TS 24.303. 

5) The UE contacts an ePDG_2 based on the redirect information received from ePDG_1 in the previous step. If FQDN is received then the UE fetches IP address(es) from DNS. From this point the authentication and authorization is performed according to the current specifications.
This solution can address all the scenarios listed in the Introduction.
· Location based ePDG selection: The 3GPP AAA can perform an ePDG re-selection based on the location of the UE. The 3GPP AAA server can use the following information to learn the location of the UE:

· The 3GPP AAA server receives the local IP address of the UE. In case of global IP address this can give a hint about the location of the UE.
· If a 3GPP based access authentication is performed in the Untrusted WLAN (over SWa) then the 3GPP AAA server will have information about WLAN currently used by the UE and thus the location of the UE.

· The specifications can be enhanced that the 3GPP AAA server receives or can fetch the location (e.g. location of the UE if the UE is registered via cellular access) from the HSS.

· The specifications can be enhanced that the ePDG sends the available location information (e.g. BSSID) to the 3GPP AAA server. 
· Selection of ePDG in HPLMN: The 3GPP AAA server receives the VPLMN ID of the ePDG via SWm. Thus the 3GPP AAA can make a decision to select an ePDG in the HPLMN when selecting ePDG in the VPLMN is not appropriate (e.g. no IMS roaming agreement with the VPLMN). Note the decision may also depend in the subscription information; e.g. whether the user has IMS subscription; and can also use location information as described in the previous bullet point.

· ePDG selection for Emergency calls: The 3GPP AAA server can make a decision to select an ePDG that supports emergency calls if it receives emergency call indication from the UE. Note that this can be combined with the location based ePDG selection.
3
Proposal 

The redirection based solution has the following advantages:
· It provides a solution for all scenarios requiring ePDG selection enhancements.
· It does not require any change in the UE configuration and in the initial ePDG selection logic of the UE. 

· The network can have a full control on ePDG selection and thus a number of aspects (e.g. load situation) can also be taken into account during the selection.

Therefore it is proposed to capture the solution based on redirection in TS 23.402 as it described in CR1381 (S2-152246).
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