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1. Introduction
1.1 Options for realizing header compression for CIOT

As discussed and proposed in S2-152756, it is desirable to implement header compression for CIOT traffic at C-SGN, as part of the Data over NAS Convergence Protocol shown in the following figure. 
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Figure 1. Protocol stack for realizing header compression in C-SGN for CIOT
To realize the header compression in C-SGN, there are two options:
- Implementing the ROHC framework and profiles [RFC4995][RFC4996][RFC4815] in "Data over NAS Convergence Protocol";

-Implementing an alternative header compression scheme that makes use of S-NAS signalling between UE and C-SGN to manage header compression. 

In the following sections, the detail operation of the two options are described and compared, to understand the pros and cons of each. 

1.2 Option 1: ROHC in C-SGN

1.2.1 General and impacts to the UE and C-SGN

In this option, the ROHC framework defined in RFC 4995 is realized in the "Data over NAS Convergence Protocol". 
Since the ROHC channels are unidirectional, there will be a separate channel for uplink, and another for downlink. In the operation, these two channels will be bound by UE and C-SGN to support the feedback. 

For uplink data, the "Data over NAS Convergence Protocol" at UE will implement the ROHC compressor state machine, and the "Data over NAS Convergence Protocol" at C-SGN will implement the ROHC decompressor state machine. In the reverse direction, for downlink data, C-SGN has the compressor and UE has the decompressor. 

The "Data over NAS Convergence Protocol" needs to support at least the following ROHC packet types defined in the RFC 4995: 

- Initialization and Refresh (IR) packet type;

- IR dynamic part (IR-DYN) packet type;

- Feedback (ACK, NACK, STATIC-NACK) packet type;

- Compressed (CO) packet type;

Depending on the profiles supported, there may be more packet types to be implemented, e.g. IR-CR defined in RFC4996 for replicating contexts. 
1.2.2 Impacts to the S-NAS layer  
According to RFC 4995, the following parameters must be negotiated and configured when the ROHC channel is setup:

- LARGE_CID: (Boolean) to indicate if small CID (0-1 octets) or large CID (1-2 octets) should be used to indicate the context. 

- MAX_CID: (Integer) to indicate the highest CID number to be used by compressor;

- PROFILES: (Set of integers) to indicate the supported profile;

- FEEDBACK_FOR: reference to a ROHC channel for feedback support in reverse direction;

- MRRU: (Integer) to indicate the maximum reconstructed reception unit in octets that the decompressor is expected to reassemble from segments. 

Therefore, these parameters needs to be passed within the S-NAS signalling when the UE attaches to the C-SGN, i.e. when the S-NAS signalling connection is established. 

In addition, to have effective compression, the S-NAS layer need to provide certain additional information to the "Data over NAS Convergence Protocol", e.g. the packet length. 

1.2.3 Detailed operation example 
Using the small data deliver option in clause 6.3 as example, following diagram illustrated how the header compression option works. 

Figure 2 shows the initialization of the ROHC channel and setting of the ROHC context with the first uplink packets. 

Figure 3 shows the use of the ROHC for header compression in the following transmission of the data packets, even after UE goes to IDLE mode. 
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Figure 2. Initializing the header compression in in C-SGN for CIOT
1 The UE indicates the ROHC channel specific parameters defined in RFC 4995 in the Attach Request message. This also indicates that the UE would like to have C-SGN to provide header compression service for the CIOT traffic delivered over the NAS connection. 
2 The C-SGN provides the parameters it supports in the Attach Accept. This completes the ROHC channel setup between the UE and C-SGN. Both the uplink channel and downlink channel can be setup within the exchange. 

3.
When the UE needs to send a uplink packet, it makes use of NAS connection as the transport, and the details of the operation alternatives are described in clause 6.2 and 6.3. The UE makes use of the channel parameter obtained in step 2 to start setup the context for the ROHC channel. This is achieved by sending the ROHC IR packet within the NAS payload towards the C-SGN. Within the IR packet, UE indicates the CID and the profile to be used, and the actual IP payload is also contained in the IR packet. 

4. The ROHC IR packet is delivered to the C-SGN within the NAS message. 

5. The C-SGN setup the ROHC context accordingly, and extract the IP payload from the IR packet and deliver it to the AS.

For the downlink data packet (MT small data), the C-SGN will similarly send the first packet using the IR format, indicating the context ID and profile.  

After the ROHC channel initialization and context setup, the header compression is ready to use as shown in Figure 3. The context stored in the C-SGN is associated with the UE context, and is kept even when UE goes to IDLE mode. When there is no feedback sent to the UE, it is expected that the implementation may use the IR packet format for several packets before switch to CO format. Comparing to the CO format, the overhead of IR format is a few octets of the CID, Type, Profile, and CRC fields.   
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Figure 3. Following operation of header compression in C-SGN for CIOT
0. The ROHC channel is initialized, and the context is setup for the specific CID, as described in figure 2.
1. When the UE has uplink data to send, it makes use of the delivery mechanism as described in 6.2 or 6.3. The UE includes the data packet in the ROHC CO packet, indicating the CID used in step 3 of Figure 2. The header of the IP data is compressed using the context. 

2.
The NAS message is delivered to the C-SGN within the Initial UE message. 

3. The C-SGN makes use of the CID to locate the context and reconstruct the headers accordingly. The data packet will be delivered to the AS with the full header.  

Note that the UE may switch back to IR packet format when it needs to update the context at the C-SGN. 
1.3 Option 2: S-NAS based header compression control

1.2.1 General and impacts to the UE and C-SGN

In this option, there is no explicit context management protocol implemented in "Data over NAS Convergence Protocol". Instead, the S-NAS is used for configuring the header compression baseline at the UE and C-SGN. 

This is making full use of the CIOT traffic model characteristics. For CIOT traffic, it is expected that the UE will only communicate with a specific peer, e.g. the application server, or a gateway. It is also expected that this peer node can be decided at the time of UE's attachment, and would not change over time.

It is also assumed that the UE will have a single session with the peer node, e.g. there will not be a mixed upper layer protocols and flows. Effectively, it is supporting a single compression context between the UE and C-SGN.   
With these assumptions, it is possible to set the header compression parameters and corresponding static values using the S-NAS messages. Since the parameters are expected to be stable, there is no need for any context maintenance protocol implemented in UE and C-SGN. 

The data packets send by the UE and C-SGN can make use of some simple compression header, e.g. similar to that defined for 6LowPAN [RFC4944/6282]. Any changes or variable fields different from the baseline set in the S-NAS signalling will be carried inband. 

1.3.2 Impacts to the S-NAS layer  

Since this option relies on NAS signalling to setup the compression parameters, several enhancements in NAS need to be done.

First of all, during the Attach procedure, the C-SGN need to identify and locate the peer node for the UE. This has to be stored in the C-SGN and informed back to the UE. Similarly, UE will also provide additional information regarding the data flow in the NAS message, such that the C-SGN can store that to decompress the packet. 

Other NAS messages, e.g. TAU, could be also used by the UE and C-SGN to carry any necessary update information about the baseline for the header compression. 
1.3.3 Detailed Operation example of option 2    
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Figure 4. Configuring header compression base in C-SGN for CIOT
1 
The UE provides the APN indicating the service it is going to access, and at the same time indicates the base parameters to be used for the header compression at C-SGN, e.g. the source port number, protocol type, initial sequence number, etc. It is possible that some of the configurations can be preconfigured in the HSS and therefore used as default, e.g. the protocol, etc.  
2 
C-SGN based on the UE subscription and the indicated APN locate the Application Server or gateway that serves the UE, and the corresponding parameters. C-SGN also allocates the IP address to be used by the UE for this communication. C-SGN stores the parameters as the header compression base. 
3 
C-SGN provides the address of the AS, the address allocated to the UE, and other information regarding the session in the header compression base in the Attach Accept. 

4.
When UE needs to send an uplink data packets, it makes use of the delivery mechanism as described in 6.2 or 6.3. The UE use the header compression base for the compression of the packets embedded in the NAS message. In this case, when the header fields are the same as the base, they are omitted, and when some fields are different, only the delta with the base will be sent. Encoding of the fields can be similar to that defined in 6LoWPAN [RFC4944/6282].

5.
The RAN node delivers the NAS message within the Initial UE message towards the C-SGN.

6.
The C-SGN makes use of the stored header compression base and the delta carried inline to reconstruct the header and send the packet to application server.

When there are too many uncertainties on configuring the header compression base, the compression efficiency would not be very high. However, as the CIOT traffic is expected to be quite stable, the UE may learn more about the traffic pattern after a few more packets are exchanged. Therefore, the UE should be able to update the header compression base at the C-SGN. This could be achieved with the procedure illustrated in Figure 5.
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  Figure 5. Update of header compression base in C-SGN for CIOT
1 UE learns the traffic pattern after exchanged some traffic with the AS. It indicates the new header compression base parameters in the TAU sent to the C-SGN. 
2 C-SGN updates the header compression base accordingly. 

3 C-SGN can also update the UE regarding the new header compression base to use (e.g. for downlink traffic).

4. UE starts to use the new header compression base for the new packets sent to C-SGN, using the mechanism defined in clause 6.2 and 6.3 of TR 23.720. 

5. The message is delivered to C-SGN within the Initial UE message.

6. C-SGN uses the name header compression parameters configured in step 2 to reconstruct the header and deliver the packet to AS. 

UE and C-SGN can always update the header compression base opportunistically when there is a NAS signalling to be sent, e.g. periodic TAU. In this sense, the header compression efficiency will improve over time, when there are more NAS signalling happened between UE and C-SGN. 
1.4 Comparison of the two options   

Here below is a comparison of different aspects of the two options described in 1.2 and 1.3. 
	
	Option 1 (ROHC based option)
	Option 2 (S-NAS based option)

	Impacts to UE
	UE implements ROHC above NAS (as part of the Data over NAS Convergence Protocol)
	UE implements new header compression above NAS.

	Impacts to C-SGN
	C-SGN needs to implement ROHC over NAS layer.
	C-SGN implements simplified header compression over NAS. 
C-SGN needs to assist identifying the header compression parameter, e.g. locate AS address.

	Changes to S-NAS
	Carrying additional ROHC channel parameters in Attach Request/Accept messages.

S-NAS providing additional parameters to upper layer, e.g. payload length, sequence number, to assist ROHC. 
	Carrying additional header compression base parameters in Attach Request/Accept message, e.g. port number, protocol, sequence number, etc.
Carrying additional header compression base parameters in TAU Request/Accept message.

Providing additional parameters to upper layer for header compression, e.g. payload length.

	Message type to support over NAS payload
	Needs to support more message formats defined by ROHC, e.g. IR, IR-DYN, CO, Feedback, etc. 
	Simplified header compression format (one encoding format). 

	Robustness
	Context repair supported. (But this relies on the feedback sent in the reverse direction. It can be piggybacked with data in the reverse direction though.) 
	No context repair. (But, C-SGN or UE can initiate NAS message to re-initiate when errors are detected). 

	Support of multiple IP flows
	Yes
	No

	Compression ratio
	High
	Medium (but can improve over time)

	Support of multiple protocols
	Yes
	No

	Compression survives IDLE mode transition
	Yes
	Yes

	Implementation complexity
	C-SGN needs to maintain the state machine for the 3 different ROHC states: IR, FO, SO.  
	Simpler implementation, as only the baseline needs to be stored. 

	Compression survives mobility
	Yes (within the same C-SGN). 

(Inter-C-SG mobility support requires context transfer.)
	Yes (within the same C-SGN). 

(Inter-C-SG mobility support requires context transfer.)


It is obvious that there are pros and cons for both options. It is therefore proposed to document the two options in the TR, and evaluate them together with other aspects of the CIOT design. 
2. Proposal

It is proposed capture in TR 23.720 the following solutions. 
>>>Start Changes<<<
6.x
Solution #: Header compression at C-SGN

6.x.1
Description

6.x.1.1
General  

In this option, the ROHC framework defined in RFC 4995 is realized in the "Data over NAS Convergence Protocol", as defined in clause 6.1. 

Since the ROHC channels are unidirectional, there will be a separate channel for uplink, and another for downlink. In the operation, these two channels will be bound by UE and C-SGN to support the feedback. 

For uplink data, the "Data over NAS Convergence Protocol" at UE will implement the ROHC compressor state machine, and the "Data over NAS Convergence Protocol" at C-SGN will implement the ROHC decompressor state machine. In the reverse direction, for downlink data, C-SGN has the compressor and UE has the decompressor. 

The "Data over NAS Convergence Protocol" needs to support at least the following ROHC packet types defined in the RFC 4995: 

- Initialization and Refresh (IR) packet type;

- IR dynamic part (IR-DYN) packet type;

- Feedback (ACK, NACK, STATIC-NACK) packet type;

- Compressed (CO) packet type;

Depending on the profiles supported, there may be more packet types to be implemented, e.g. IR-CR defined in RFC4996 for replicating contexts. 
6.x.1.2
Procedures 

6.x.1.2.1 Procedure for initial context setup 
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Figure 6.x.1.2.1-1. Initializing the header compression in in C-SGN for CIOT
1 The UE indicates the ROHC channel specific parameters defined in RFC 4995 in the Attach Request message. This also indicates that the UE would like to have C-SGN to provide header compression service for the CIOT traffic delivered over the NAS connection. 

2 The C-SGN provides the parameters it supports in the Attach Accept. This completes the ROHC channel setup between the UE and C-SGN. Both the uplink channel and downlink channel can be setup within the exchange. 

3.
When the UE needs to send a uplink packet, it makes use of NAS connection as the transport, and the details of the operation alternatives are described in clause 6.2 and 6.3. The UE makes use of the channel parameter obtained in step 2 to start setup the context for the ROHC channel. This is achieved by sending the ROHC IR packet within the NAS payload towards the C-SGN. Within the IR packet, UE indicates the CID and the profile to be used, and the actual IP payload is also contained in the IR packet. 

4. The ROHC IR packet is delivered to the C-SGN within the NAS message. 

5. The C-SGN setup the ROHC context accordingly, and extract the IP payload from the IR packet and deliver it to the AS.

For the downlink data packet (MT small data), the C-SGN will similarly send the first packet using the IR format, indicating the context ID and profile.  

6.x.1.2.2 Procedure for packet delivery with header compression

After the ROHC channel initialization and context setup, the header compression is ready to use as shown in Figure 6.x.1.2.2-1. The context stored in the C-SGN is associated with the UE context, and is kept even when UE goes to IDLE mode. When there is no feedback sent to the UE, it is expected that the implementation may use the IR packet format for several packets before switch to CO format. Comparing to the CO format, the overhead of IR format is a few octets of the CID, Type, Profile, and CRC fields.   
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Figure 6.x.1.2.2-1. Following operation of header compression in C-SGN for CIOT
0. The ROHC channel is initialized, and the context is setup for the specific CID, as described in figure6.x.1.2.1-1.

1. When the UE has uplink data to send, it makes use of the delivery mechanism as described in 6.2 or 6.3. The UE includes the data packet in the ROHC CO packet, indicating the CID used in step 3 of Figure 2. The header of the IP data is compressed using the context. 

2.
The NAS message is delivered to the C-SGN within the Initial UE message. 

3. The C-SGN makes use of the CID to locate the context and reconstruct the headers accordingly. The data packet will be delivered to the AS with the full header.  

Note that the UE may switch back to IR packet format when it needs to update the context at the C-SGN. 

6.x.3
Impacts on existing nodes

According to RFC 4995, the following parameters must be negotiated and configured when the ROHC channel is setup:

- LARGE_CID: (Boolean) to indicate if small CID (0-1 octets) or large CID (1-2 octets) should be used to indicate the context. 

- MAX_CID: (Integer) to indicate the highest CID number to be used by compressor;

- PROFILES: (Set of integers) to indicate the supported profile;

- FEEDBACK_FOR: reference to a ROHC channel for feedback support in reverse direction;

- MRRU: (Integer) to indicate the maximum reconstructed reception unit in octets that the decompressor is expected to reassemble from segments. 

Therefore, these parameters needs to be passed within the S-NAS signalling when the UE attaches to the C-SGN, i.e. when the S-NAS signalling connection is established. 

In addition, to have effective compression, the S-NAS layer need to provide certain additional information to the "Data over NAS Convergence Protocol", e.g. the packet length. 

6.x.4
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
>>>Next Change<<<
6.y
Solution #: Header compression at C-SGN

6.y.1
Description

6.y.1.1
General  

In this solution, there is no explicit context management protocol implemented in "Data over NAS Convergence Protocol" defined in clause 6.1. Instead, the S-NAS is used for configuring the header compression baseline at the UE and C-SGN. 

This is making full use of the CIOT traffic model characteristics. For CIOT traffic, it is expected that the UE will only communicate with a specific peer, e.g. the application server, or a gateway. It is also expected that this peer node can be decided at the time of UE's attachment, and would not change over time.

It is also assumed that the UE will have a single session with the peer node, e.g. there will not be a mixed upper layer protocols and flows. Effectively, it is supporting a single compression context between the UE and C-SGN.   

With these assumptions, it is possible to set the header compression parameters and corresponding static values using the S-NAS messages. Since the parameters are expected to be stable, there is no need for any context maintenance protocol implemented in UE and C-SGN. 

The data packets send by the UE and C-SGN can make use of some simple compression header, e.g. similar to that defined for 6LowPAN [RFC4944/6282]. Any changes or variable fields different from the baseline set in the S-NAS signalling will be carried inband. 

6.y.1.2
Procedures 

6.y.1.2.1 Procedure for initial compression parameters setup 
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Figure 6.y.1.2.1-1. Configuring header compression base in C-SGN for CIOT
1 
The UE provides the APN indicating the service it is going to access, and at the same time indicates the base parameters to be used for the header compression at C-SGN, e.g. the source port number, protocol type, initial sequence number, etc. It is possible that some of the configurations can be preconfigured in the HSS and therefore used as default, e.g. the protocol, etc.  

2 
C-SGN based on the UE subscription and the indicated APN locate the Application Server or gateway that serves the UE, and the corresponding parameters. C-SGN also allocates the IP address to be used by the UE for this communication. C-SGN stores the parameters as the header compression base. 

3 
C-SGN provides the address of the AS, the address allocated to the UE, and other information regarding the session in the header compression base in the Attach Accept. 

4.
When UE needs to send an uplink data packets, it makes use of the delivery mechanism as described in 6.2 or 6.3. The UE use the header compression base for the compression of the packets embedded in the NAS message. In this case, when the header fields are the same as the base, they are omitted, and when some fields are different, only the delta with the base will be sent. Encoding of the fields can be similar to that defined in 6LoWPAN [RFC4944/6282].

5.
The RAN node delivers the NAS message within the Initial UE message towards the C-SGN.

6.
The C-SGN makes use of the stored header compression base and the delta carried inline to reconstruct the header and send the packet to application server.

6.y.1.2.2 Procedure for header compression parameters update

When there are too many uncertainties on configuring the header compression base, the compression efficiency would not be very high. However, as the CIOT traffic is expected to be quite stable, the UE may learn more about the traffic pattern after a few more packets are exchanged. Therefore, the UE should be able to update the header compression base at the C-SGN. This could be achieved with the procedure illustrated in Figure 6.y.1.2.2-1.
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  Figure 6.y.1.2.2-1. Update of header compression base in C-SGN for CIOT
1 UE learns the traffic pattern after exchanged some traffic with the AS. It indicates the new header compression base parameters in the TAU sent to the C-SGN. 

2 C-SGN updates the header compression base accordingly. 

3 C-SGN can also update the UE regarding the new header compression base to use (e.g. for downlink traffic).

4. UE starts to use the new header compression base for the new packets sent to C-SGN, using the mechanism defined in clause 6.2 and 6.3 of TR 23.720. 

5. The message is delivered to C-SGN within the Initial UE message.

6. C-SGN uses the name header compression parameters configured in step 2 to reconstruct the header and deliver the packet to AS. 

UE and C-SGN can always update the header compression base opportunistically when there is a NAS signalling to be sent, e.g. periodic TAU. In this sense, the header compression efficiency will improve over time, when there are more NAS signalling happened between UE and C-SGN. 

6.y.3
Impacts on existing nodes

Since this option relies on NAS signalling to setup the compression parameters, several enhancements in NAS need to be done.

First of all, during the Attach procedure, the C-SGN need to identify and locate the peer node for the UE. This has to be stored in the C-SGN and informed back to the UE. Similarly, UE will also provide additional information regarding the data flow in the NAS message, such that the C-SGN can store that to decompress the packet. 

Other NAS messages, e.g. TAU, could be also used by the UE and C-SGN to carry any necessary update information about the baseline for the header compression. 

6.y.4
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
>>>End of Changes<<<
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