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1. Introduction
In S2-152701 a solution for non-IP PDN connection establishment and transference of non-IP data was proposed and accepted for inclusion in TR. This contribution proposes to remove the some FFSs.

In a general non-IP use case, an Application Server (AS) or more precisely the peer non-IP destination node may not always reached directly from C-SGN/PGW, or there might be multiple non-IP destination nodes. Therefore, it is feasible that a limited set of non-IP protocol termination gateways (N-gateways) are configured to be used on a per non-IP protocol basis and a tunnelling mechanism is used to carry the non-IP payload between the C-SGN/PGW and the N-gateways. The N-gateways uses the non-IP protocol specific mechanism to handle the payload and direct them to the AS.
Proposal#1: To clarify that a non-IP UE may communicate with multiple non-IP destination nodes, and in  such communications, a non-IP gateway that is outside of 3GPP network may serves as the peering point for point-to-point tunnel termination for the 3GPP network (PGW).
As to the question of having per UE per PDN point-to-point tunnel or aggregated (for multiple UEs) point-to-point tunnel towards N-gateway, the goal from a 3GPP network perspective, especially in Rel-13, should be to keep the functional changes required on the C-SGN (non-roaming) / PGW (roaming) to a minimum. If the approach of aggregated P2P tunnel between N-gateway/AS and C-SGN/PGW, then C-SGN/PGW would be required to understand the non-IP protocol(s), and then figure out the destination address (which should belong to a UE) in order to pick the correct PDN connection for non-IP data delivery to that UE. This makes the C-SGN/PGW no longer a transparent pass-through entity for non-IP data. Vendors may chose to implement none or one or more non-IP stacks on the PGW (ala integrate N-GW functionality into C-SGN/PGW) but this is not something that should be mandated by the specifications. For this reason, the authors of this paper propose to have per UE per PDN P2P tunnel from PGW to N-gateway/AS.
Proposal#2: At the time of Non-IP PDN attach, C-SGN/PGW establishes a per UE per PDN point-to-point tunnel towards N-gateway.
As to the question on whether an understanding of what kind of non-IP protocol being exchanged in the PDN is required by C-SGN/PGW prior to establishment of the point-to-point tunnel, the authors of this paper believe that given the diversity of such non-IP protocols in the IoT/M2M world, and the tight timeline of completing CIoT work in Rel-13, mandating such functionality for C-SGN/PGW is not warranted in standards. A configuration based approach, where configuration of the "type of P2P tunnel" to be used by C-SGN/PGW depending on e.g. the APN being connected to, is deemed as sufficient to allow selection of the appropriate P2P tunnel mechanism.
Proposal#3: The selection of the type of per UE per PDN point-to-point tunnel between C-SGN/PGW and N-gateway is C-SGN/PGW configuration based e.g. depending on the APN name.
As to the question of the mechanism of establishment of point-to-point tunnel between C-SGN/PGW and N-gateway, multiple mechanisms can be employed, e.g. a GRE tunnel (RFC 2890) between C-SGN/PGW and N-GW can be used to carry the actual non-IP payload. To make it per UE per PDN tunnel, GRE key exchange needs to occur. Protocols such as PMIPv6 can be employed to facilitate such a GRE key exchange.  Another option could be to use L2TP (w/ or w/o IPSec) to establish such a point-to-point tunnel. Furthermore, today the PGW implementations on SGi side already support different tunnelling approaches on SGi side (e.g. VLAN segregation, L2TP etc.). Hence, such mechanisms can be left outside of 3GPP scope, and up to operator preferences and vendor implementations.

Proposal#4: How the per UE per PDN point-to-point tunnel between C-SGN/PGW and N-gateway is C-SGN/PGW is established is outside of 3GPP specification scope.
2. Proposal

It is proposed capture in TR 23.720 the following procedure. 
>>>Start Changes<<<
6.x
Solution #: Support for “non IP” PDN types
6.x.1
General

Some of the low power CIoT devices may not use normal IP services. For example, there are already specific protocol optimization for the low power networking defined, e.g. 6LoWPAN [x7][x8][x9].These protocol adaptations provided the efficient ways of header compression and operation optimization to allow efficient transmission of data with small frame size. Therefore, current header compression mechanism for E-UTRAN is no longer necessary.
It would be therefore useful to support setting up a non-IP PDN connection/PDP context to allow such protocol to be used by the CIoT UE towards the non-IP protocols' destination node, e.g. the application server(s) or a non-IP gateway (N-gateway). The C-SGN/P-GW in this case can act as a transparent pass through, via a direct forwarding interface between itself and the application server or N-gateway, and the CIoT UE can talk to the specific non-IP destination node directly using appropriate protocol. No IP specific procedure is required on C-SGN/PGW.
6.x.2
Non IP PDN connection/PDP Context setup
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Figure 6.x.2-1: Non-IP PDN/PDP Context support
When the UE does not need IP services, it would make use of this procedure to setup a non-IP PDN connection to send and receive data. When such PDN type is requested, the P-GW does not carry out IP related operation, e.g. allocating IP addresses, performing routing for the traffic, etc.   

1.
UE sends initial attach with the PDN Type set to "Non-IP". The message format is as that defined in TS 24.301 [x5].
2.
C-SGN authenticates the UE following normal procedures if necessary. The C-SGN processes the initial attach and identifies that the UE does not need IP services. No IP address allocation will be carried out. Instead, the C-SGN selects a proper destination for the UE, e.g. an application server or a non-IP gateway (N-gateway), according to the APN and the PDN Type and carries out the tunnel setup towards the application server or N-gateway for the UE, same as step 4.
NOTE 1: The application server and N-gateway are out of scope of 3GPP.
The step 3 to 5 are executed only when UE is roaming. Else, the PGW function(s) denoted by the steps below are assumed to be carried out by C-SGN.
3.
The C-SGN processes the initial attach and identifies that the UE does not need IP services. Therefore, it selects a proper P-GW according to the APN and the PDN Type. The C-SGN sends the Create Session Request to the P-GW, indicating that "Non-IP" PDN Type is requested.
4.
The P-GW does not run any IP related operation, e.g. IP address allocation, since the PDN Type indicates "Non-IP". Instead, the P-GW establishes a direct forwarding path, e.g. a point-to-point tunnel, towards the  application server or N-gateway associated with the APN. The direct forwarding path between C-SGN (non-roaming case) / PGW (roaming case) is on a per UE per PDN basis. 


NOTE 2: The selection of the type of per UE per PDN direct forwarding path between C-SGN/PGW and N-gateway is C-SGN/PGW configuration based.
NOTE 3: The mechanism used for establishing per UE per PDN direct forwarding path between C-SGN/PGW and N-gateway is outside of the scope of 3GPP specifications. Example mechanisms to use can be GRE/PMIPv6, L2TP etc.
5
The P-GW responds with a Create Session Response, indicating that the "Non-IP" PDN connection has been setup.
6.
C-SGN uses the normal S1 message to establish the corresponding UE context on the C-BS/eNB. It also includes the Attach Accept message at NAS layer.
7-8. RRC message to setup the corresponding radio bearers, including the DRB for the "Non-IP" PDN Connection. 

Editor's Note: If small data delivery mechanism defined in other clauses are used, e.g. Data over NAS solution as in clause 6.x, the DRB establishment is not necessary. It is FFS how the solutions are combined.  

Editor's Note: When DRB needs to be established, it is FFS whether PDCP is not affected since the header compression is not required.
9.
Normal S1 message is used to inform C-SGN of the successful setup of the radio bearers.
10.
UE sends an Attach Complete to the C-SGN to indicate the successful setup of the "Non-IP" PDN connection.

For uplink non-IP traffic, the UE sends the data to C-SGN over the non-IP PDN connection, which in turn forwards the data to the application server or N-gateway over the tunnel established in step 2. In case the UE is roaming, the C-SGN forwards the non-IP data to P-GW and the P-GW forwards that to the application server or N-gateway.

For downlink non-IP traffic, the application server or N-gateway locates the tunnel for the UE and forwards the data to the P-GW or C-SGN over the tunnel. The P-GW and C-SGN forwards the downlink non-IP traffic to the UE using the bearer for the non-IP PDN connection.

NOTE 4: It is possible to use other small data delivery mechanism to deliver non-IP traffic between UE and C-SGN, e.g. Data over NAS as specified in 6.x,
6.x.3
Impacts on existing nodes

The P-GW does not need to perform IP management procedures for the UE on U-plane, e.g. IP address allocation, routing of the traffic for UE, etc.
6.x.4
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
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