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Abstract of the contribution: Proposes a way forward for the efficient small data solutions proposed in TR 23.720.
1.
Discussion

In SA2#110 multiple solutions were proposed for small data optimization in the context of FS_AE_CIoT.
1.1
Categorization of solutions for small data optimization

The solutions can be categorized based on the architecture that is being assumed:

Category 1: Solutions with no data radio bearer/S1-U establishment (small data over control plane)

-
Solution 2: Infrequent small data transmission using pre-established NAS security
-
Solution 3: Connectionless small data transmission with immediate return to idle

Category 2: Solutions with data radio bearer/S1-U establishment

- 
Solution 5: UE state transition signalling reduction 

-
Solution 6: User plane based solution with enhanced ECM-CONNECTED state 
























2. Proposed way forward







>>> First Change<<<

7
Overall Evaluation
Editor’s Note: This clause will be further updated to provide evaluation of different solutions for each key issue.
For key issue 2 “Efficient support of infrequent small data transmission for narrowband Cellular IoT” the solutions can be grouped as follows:

Group 1: Solutions with no data radio bearer/S1-U establishment (small data over control plane)

-
Solution 2: Infrequent small data transmission using pre-established NAS security

-
Solution 3: Connectionless small data transmission with immediate return to idle

Group 2: Solutions with data radio bearer/S1-U establishment

- 
Solution 5: UE state transition signalling reduction 

-
Solution 6: User plane based solution with enhanced ECM-CONNECTED state
There are other solutions, e.g. solution 4, solution 10, and solution 13, complementing these solutions, but may be used with either group. 
The group 1 solutions present the following common characteristics:

-
Data is transported over NAS/S1-AP.

-
There is no security establishment required at access stratum level. The security context, integrity protection and encryption is established between the UE and the core network (C-SGN). 

-
The UE is mostly in idle mode which provides the following benefits:

-
The solutions are efficient in terms of signalling overhead even if the UE reselects to different cells, e.g. if the UE has some level of mobility. 

-
It lowers the amount of memory required in the RAN. 

The group 1 solutions have the following differences:

-
Solution 2 creates short lived connections, which is better suited for short interactions back and forth between UE and application server, i.e., where exchange of 2 or more small data packets in a short period time are expected, followed by long period of inactivity. 

-
Solution 3 keeps the UE in idle mode and requires fewer signalling messages to transmit/receives a small data packet, but the signalling doubles if a reply is required. 

The group 2 solutions are based on the use of data radio bearers and S1-U for small data transmission, using the current EPC architecture. 

They have the following common characteristics:

-
The UE context is kept in the eNB (and possible also in MME).

- 
The user plane security is performed in the access stratum. 

-
The solutions are efficient if the UE does not reselect frequently to a different cell in a different eNB 

-
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