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1	Introduction
At SA2#110 there was a discussion without a conclusion how the UE-to-Network Relay can set the ProSe PPP value for downlink packets. A solution was proposed that the UE-to-Network Relay performs mapping in downlink direction from the QoS parameters (e.g. QCI value) of the bearers used over Uu to the ProSe PPP value used over PC5. This solution requires the establishment of the appropriate dedicated bearers between the Relay UE and the PGW. This paper investigates the feasibility of the creation of the appropriate dedicated bearers.
2	Discussion
2.1	Overview of the solution
The ProSe UE-to-Network Relay provides generic L3 (IP level) forwarding function that can relay any type of IP traffic that is relevant for public safety communication. In case of IPv6 the Relay UE allocates an IPv6 prefix range (using IPv6 prefix delegation) from the network. Then Remote UEs receive IPv6 prefix from the allocated prefixes. In case of IPv4 the Remote UEs receive private IPv4 addresses and the Relay UE performs NAT. Therefore in the network (beyond the Relay UE) the IP addressin the IP headers addressing the Remote UE belongs to the address or prefix range of the Relay UE.
A possible solution for providing QoS is that the Relay UE performs mapping in downlink direction from the QoS parameters (QCI value) of the bearers used over Uu to the ProSe PPP value used over PC5. This requires the establishment of the appropriate dedicated bearers. Figure 1 depicts the procedure.


[bookmark: _Ref405801392]Figure 1: High level procedure for bearer establishment 

1) The Remote UE discovers the Relay UE, and the ProSe D2D connection between them is established over PC5. (The Remote UE receives an IP address/prefix as a result of the step.) 
2) The Relay UE establishes a PDN connection for the Relay traffic. 
Note that the order of step 1and 2 is not defined.
3) A dedicated bearer for signaling is created. This might be triggered by the GCS-AS (step 3a and step 3b) after receiving some application level signaling (e.g. registration request from the Remote UE) or there can be a default PCC rule that triggers the creation of a dedicated bearer for signaling.. 
4) The Remote UE joins an application level group using application level signaling. The signaling bearer should be used for this traffic.
5) At some point the GCS-AS indicates to the PCRF that a media bearer is needed. 
6) The PCRF starts an IPCAN session modification. It provides the details (TFT, QCI, BW) for the media bearer.
7) A dedicated bearer for media traffic is created or an existing one is modified (BW parameters are changed) if a bearer with the same QCI exists.
8) The media traffic is routed over the dedicated bearer created for the media. For uplink packets the Remote UE (at application level) sets the ProSe PPP over PC5 and then the Relay UE uses the appropriate EPS bearer based on uplink TFTs. For downlink packets the PGW selects the appropriate EPS bearer based on downlink TFTs and then the Relay UE sets the ProSe PPP over PC5 based on the QCI (and/or other QoS parameters) of EPS bearer that was used for the packet.
One of the most crucial point of the above procedure is how the GCS-AS can find the PCRF of the Relay UE, which is not a user of the application, especially in the roaming scenarios. In order to investigate the feasibility of the solution the roaming scenarios for MCPTT are depicted below. The general assumptions are the following:
· The HPLMNs of the Relay UE and the Remote UE are different. 
· The Relay UE roams in a VPLMN, and uses home routed PDN connection for the Relay traffic. 
The assumption is that the Relay UE uses a special APN to indicate to the network that the PDN connection is for Relay traffic. Therefore most probably the PGW is in the HPLMN of the Relay UE unless Relay APNs are standardized. 
· MCPTT AS controls the PCRF and there is no Rx from PC-CSCF for MCPTT sessions. Note that it depends on SA6 whether the MCPTT-AS or the IMS (P-CSCF) controls the PCRF. This decision does not change the principles of the procedures depicted in this paper. 
The following roaming scenarios are possible.
· Roaming scenario 1:
The Remote UE is connected to the IMS of the HPLMN of the Relay UE. This can happen if the Remote UE performs dynamic P-CSCF discovery (e.g. via DHCP/DNS). 


· Roaming scenario 2: 
The Remote UE is connected to the IMS of its own HPLMN. This can happen if the Remote UE uses static P-CSCF configuration. 


In the rest of this paper the investigation is done based on the above roaming scenarios. 
There are some other restrictions that should be considered in the solution when dedicated bearers are created:
· The Relay UE is not aware of the applications the Remote UEs are using.
· A Relay UE can have maximum 11 EPS bearers. This means that it is not possible to create separate bearers per Remote UEs and media sessions. I.e. user sessions requiring the same QCI should share a single EPS bearer.
· There can be maximum 16 TFTs for an EPS bearer. This means that Remote UE specific TFTs should be avoided whenever possible. 
2.2	Finding PCRF of the Relay UE
The GCS-AS can find the PCRF of the Relay UE (PCRF1 in the roaming scenario figures) in the following way:
· In the application level signalling the GCS-AS receives an IP address belonging to the Relay UE as the public IP address of the Remote UE. 
· GCS-AS sends media info to PCRF2, which is in HPLMN_Remote. The GCS-AS uses the public IP address of the Remote UE (which belongs to the IPCAN session of the Relay UE) as an identifier of the user. This is supported by PCRF specifications, see clause 7.6 of TS 23.203. Note that the sessions of the Remote UEs are different application level sessions for an IPCAN session of the Relay UE.
· PCRF2 finds PCRF1, which is in HPLMN_Relay based on the IP address that belongs to the Relay UE. (This is supported by PCRF specifications, see clause 7.6 of TS 23.203.)
· PCRF1 identifies IPCAN session of the Relay UE based on the IP address that belongs to the Relay UE. (This is supported by PCRF specifications, see clause 7.6 of TS 23.203.)
As it is described above the solution requires that the GCS-AS can learn a Public IP address that belongs to IP-CAN session of the Relay UE. This is anyway a requirement when media traffic is sent to the Remote UE otherwise the GCS-AS cannot send media traffic the Remote UE. This can happen in the following ways:
· In case of IPv6 the Remote UE uses an IPv6 address that belongs to the Relay UE. Therefore the GCS-AS can learn an IPv6 address of the Remote UE via application level signalling.
· If there is a direct application level signalling between the Remote UE and the GCS-AS the GCS-AS can see the source IPv4 address of the packet, which is the NATted IPv4 address and can use that address in Rx signalling. The use of NAT traversal mechanisms can also provide solution for this issue.
· In MCPTT scenario there is no direct signalling as the P-CSCF receives the SIP message from the Remote UE. The NAT traversal mechanisms (e.g. ICE) provide solution how the public IPv4 address of the Remote UE could be added to the SIP/SDP messages. 
Observation 1: When the application server (GCS-AS/MCPTT AS) controls the PCRF, the PCRF instance handling the IPCAN session of the Relay UE can be found based on the public IP address of the Remote UE as that IP address belongs to the IPCAN session of the Relay UE. The application server (GCS-AS/MCPTT AS) shall know a public IP address of the IPCAN session of the Remote UE anyway, as a public IP address of the Remote UE is needed to enable the sending of media traffic to the Remote UE.
2.3	Dedicated bearer for signalling 
After the creation of the default bearer a dedicated bearer for signaling can be created. This can be triggered by the PCRF when the PDN connection created if the default PCC rules include a rule for a dedicated bearer for signaling (static approach), or it can be also triggered by the GCS-AS when a Remote UE contacts it (dynamic approach). The advantage of the dynamic approach is that it does no waste resources by creating a dedicated bearer that may not be used, while the disadvantage is that the first application level signaling message(s) use the default bearer. It should depend on the deployment which approach is used.
The dynamic approach is presented in the Figure below. When the static approach is used step 1-4 are not performed, but step 5 is performed based on the default PCRF rules received during the establishment of the PDN connection for the relay traffic.


1. The Remote UE discovers the Relay UE, and the ProSe D2D connection between them is established over PC5. (The Remote UE receives an IP address/prefix within this step.)
2. The Remote UE initiates application level signaling (e.g. starts registration) with a GCS-AS.
3. The GCS-AS decides that a dedicated bearer for signaling is needed. The GCS-AS sends the Bearer Info for the signaling bearer to PCRF2, which is in the HPLMN_Remote. PCRF2 forwards it to PCRF1, which is in HPLMN_Relay and the controls the IPCAN session of the Relay UE. The public IP address of the Remote UE is used as user session identifier.
4. PCRF1 identifies the IPCAN session of the Relay UE based on the public IP address of the Remote UE. IPCAN session modification is performed with the bearer parameters. QCI, BW and TFTs are coming from Bearer Info. 
5. If the PGW has no dedicated bearer with the given QCI a new dedicated bearer is established between the PGW and Relay UE for the given QCI using BW and TFT(s) received in step 4. If the PGW has a dedicated bearer with the given QCI then the existing dedicated bearer is modified: BW is updated and new TFT is added.
Parameters for dedicated signaling bearer should be the following:
· QCI: 
Signaling QCI, e.g. 69 for MCPTT.
· TFT (IP filter):
The UE side of the TFTs should be wide-carded as the assumption is that all Remote UEs are allowed to send and receive application level signaling. The network side of the TFTs include the IP address(es) or IP address range(s) and port(s) of the GCS-AS or the entry point of the IMS network. This means that in the downlink TFT, which is applied in the PGW for downlink packets, only the source IP address and port are set and in the uplink TFT, which is applied in the Relay UE for uplink packets, only the destination IP address and port are set. In this way only a single TFT per GCS-AS is enough for the signaling.
· In case of MCPTT the IP address(es) of the P-CSCF(s) should be used in the network side in the TFT. When the P-CSCF of the PLMN of the PGW is used (roaming scenario 1) the static approach seems appropriate as the MCPTT-AS may not easily learn the IP address(es) of the P-CSCF(s), which can be in another PLMN. When the P-CSCF of the HPLMN of the Remote UE is used (roaming scenario 2) the dynamic approach seems appropriate as the MCPTT-AS can know the IP address(es) of the P-CSCF(s) in its own PLMN.
· When there is direct application level signaling between the Remote UEs and the GCS-AS, the GCS-AS triggered signaling bearer establishment (dynamic approach) seems to be the appropriate solution.
· MBR: 
· In case of static approach the initial BW could be allocated to be enough for a couple of RemoteUEs. The Relay UE could request additional BW based on the number of Remote UEs. As the Relay UE cannot know what application level signaling is used by a specific Remote UE the MBR can be just a rough estimation based on the number of Remote UE.
· In case of dynamic approach the GCS-AS requests additional BW when a new Remote UE is connected to the GCS-AS at application level.
Observation 2.1: The PGW can create a dedicated signalling bearer either based on the default PCRF rules received when the PDN connection established (static approach), or triggered by the GCS-AS when a Remote UE contacts it (dynamic approach). The latter approach requires that the GCS-AS learns the public IP address of the Remote UE. It should depend on the deployment which approach is used. 
Note that the signaling could also use the default bearer if there is no specific requirement for the QOS of the application level signaling or the QoS parameters could be set according to the QoS requirements of the signaling. The use of the default bearer does not require the procedure described above.
Observation 2.2: If only the network side in the TFT is set for signalling bearers a single dedicated bearer can be used by all Remote UEs.
2.4 	Dedicated bearer for media
A dedicated bearer for media can be created or updated when a new session is started in the following way.


1. A media session is established over application level signaling between the Remote UE and the GCS-AS.
2. The GCS-AS sends the Media Info to PCRF2, which is in the HPLMN_Remote. PCRF2 forwards it to PCRF1, which is in HPLMN_Relay and the controls the IPCAN session of the Relay UE. The public IP address of the Remote UE is used as user session identifier.
3. PCRF1 identifies the IPCAN session of the Relay UE based on the public IP address of the Remote UE. IPCAN session modification is performed with the new media parameters. QCI, BW and TFTs are coming from Media Info. 
4. If the PGW has no dedicated bearer with the given QCI a new dedicated bearer is established between the PGW and Relay UE for the given QCI using BW and TFT(s) received in step 3. If the PGW has a dedicated bearer with the given QCI then the existing dedicated bearer is modified: BW is updated and new TFT is added.
Parameters for dedicated media bearer should be the following:
· QCI: 
This is coming from the Media Info from the GCS-AS.
· BW:
This is coming from the Media Info form the GCS-AS. Note that in group communication the downlink separate downlink BW should be allocated for all Remote UEs as unicasting is used to deliver the date to the Remote UEs. 
· TFT (IP filter):
This is coming from the Media Info from the GCS-AS.
· For group communication only the network side of the IP filters should be set, the UE side IP filters should be wide-carded. This means that in the downlink TFT, which is applied in the PGW for downlink packets, only the source IP address and port are set; in the uplink TFT, which is applied in the Relay UE for uplink packets, only the destination IP address and port are set. In this way only a single TFT is enough for all Remote UEs for the given group media session. (Note even in this case unicasting is used, i.e. the same data is sent separately to each group members.) Therefore when an additional new Remote UE of the group joins the session there is no need to update the TFT.
· For one-to-one communication each a media requires a single TFT. In those TFTs both sides should set to avoid the mis-use them by other UEs.
Observation 3.1: Using the public IP address of the Remote UE the GCS-AS can trigger the creation/modification of dedicated bearers for media sessions. 
Note that the media session could also use the default bearer if there is no specific requirement for the QOS or if it starts before the dedicated bearer is created or updated. The use of the default bearer does not require the procedure described above.
Observation 3.2: If only the network side in the TFT is set in case of group sessions then a single dedicated bearer can serve for 16 media sessions. Each media session can be group or one-to-one session. 
3 	Conclusions and proposals 
A solution mapping of QCI to ProSe PPP assumes the establishment of the appropriate dedicated bearers. The previous section analyzing how dedicated bearers for signaling and media sessions could be established lead to the following observations:
Observation 1: When the application server (GCS-AS/MCPTT AS) controls the PCRF, the PCRF instance handling the IPCAN session of the Relay UE can be found based on the public IP address of the Remote UE as that IP address belongs to the IPCAN session of the Relay UE. The application server (GCS-AS/MCPTT AS) shall know a public IP address of the IPCAN session of the Remote UE anyway, as a public IP address of the Remote UE is needed to enable the sending of media traffic to the Remote UE.
Observation 2.1: The PGW can create a dedicated signalling bearer either based on the default PCRF rules received when the PDN connection established (static approach), or triggered by the GCS-AS when a Remote UE contacts it (dynamic approach). The latter approach requires that the GCS-AS learns the public IP address of the Remote UE. It should depend on the deployment which approach is used. 
Observation 2.2: If only the network side in the TFT is set for signalling bearers a single dedicated bearer can be used by all Remote UEs.
Observation 3.1: Using the public IP address of the Remote UE the GCS-AS can trigger the creation/modification of dedicated bearers for media sessions. 
Observation 3.2: If only the network side in the TFT is set in case of group sessions then a single dedicated bearer can serve for 16 media sessions. Each media session can be group or one-to-one session. 

Based on these observations it can be concluded that it is feasible to create the appropriate dedicated bearers for signaling and media sessions. The following changes are proposed to document the solution in TR 23.713.

********* Start of Changes ********
7.2.1.2	Unicast relaying
The ProSe UE-to-Network Relay function includes support for the relay of unicast traffic (UL and DL) between Remote UEs that are not served by E-UTRAN and the network. The ProSe UE-to-Network Relay provides generic L3 forwarding function that can relay any type of IP traffic that is relevant for public safety communication. The ProSe UE-Network Relay is a Layer-3 relay (figure 7.2.1.2.1).


Figure 7.2.1.2.1: ProSe UE-to-Network Relay
The One-to-One Communication between Remote UE and ProSe UE-Network Relay is described in clause 7.1.
The ProSe UE-Network Relay uses the uplink TFTs to select the uplink EPS bearers for relayed uplink packets independently from the ProSe Per Pocket Priority applied over PC5.
The ProSe UE-Network Relay maps the EPS bearer’s QCI into a ProSe Per Packet Priority value to be applied for the downlink relayed unicast packets over PC5. The mapping rules are configured in the ProSe UE-Network Relay UE. 

********* Next Changes ********
[bookmark: _Toc424860767]7.2.4	Topics for further study for ProSe UE-Network Relays
The following issues need to be resolved:
-	It is FFS whether a security association between the UE and the UE-to Network relay is per UE or per ProSe Application Group.
	Resolution: this is in scope of SA3.
-	It is FFS if the IP Address preservation is supported when the Remote UE moves out of the ProSe UE-Network Relay coverage
	Resolution: IP address preservation is not supported when the Remote UE moves out of the ProSe UE-Network Relay coverage
-	It is FFS whether for IPv4 the Prose UE-to-Network relay will have to implement NAT functionality.
	Resolution: NAT shall be supported by Relays supporting IPv4.
-	It is FFS whether and how the EPC is aware of the remote UE's presence (e.g. for the purpose of authorisation, QoS, LI, etc.) in absence of direct NAS signalling connection between the Remote UE and the MME.
-	It is FFS how a ProSe UE-to-Network Relay performs priority handling of Remote UEs, as part of the broader topic on how to handle priority for ProSe communications in general.
	Resolution: The PC5 transport for signalling and user plane between the Remote UE and the ProSe UE-Network Relay should use the same ProSe Priority and QoS mechanisms for PC5 defined in clause 7.5.1.
· It is FFS how the ProSe UE-to-Network relay applies per packet priority to the downlink traffic.
	Interim resolution: The following options have been identified: 
	option 1) The ProSe UE-Network Relay when it receives a packet from PC5 it will keep track of the LCID and radio bearer (RB ID) determined by the normal procedures (i.e. using UL TFT). When it receives a packet within the same radio bearer over LTE-Uu, it will determine the ProSe Per Packet Priority that will be used on the PC5 transmission based on the previously stored mapping. A mapping between the priority used to transmit the packet represented by LCID and the corresponding radio bearer (RB ID) can be kept in Access Stratum (PDCP). 
	option 2) The ProSe UE-Network Relay when it receives a packet from PC5 it will keep track of the IP 5 tuple and LCID. When it receives a packet from LTE-Uu corresponding to the same IP 5 tuple, it will determine the ProSe Per Packet Priority that will be used on the PC5 transmission based on the previously stored mapping. A mapping between the priority used to transmit the packet represented by LCID and the IP 5 tuple can be kept in Access Stratum (PDCP). 
	option 3) Resolution for unicast traffic: ProSe UE-Network Relay maps the QCI of the EPS bearer QoS parameters into a ProSe Per Packet Priority value to be applied for the downlink relayed unicast packets over PC5. The mapping rules are provisioned in the configured in the ProSe UE-Network Relay UE.
Editor’s note: For downlink unicast traffic it is FFS whether for determining of ProSe Per Packet Priority of  downlink packets the Relay UE needs to use additional information.

	Final decision between these options will depend on analysis of the PCC impacts for ProSe UE-Network Relay and RAN feedback on PDCP/MAC impacts.


********* Next Changes ********

[bookmark: _Toc424860807]


















********* End of Changes ********
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