SA WG2 Temporary Document

Page 5

SA WG2 Meeting #110AH
S2-152840
31 Aug - 3 Sep 2015, Sophia Antipolis, France
(revision of S2-15xxxx)
Source:
Intel
Title:
On Bearer Binding for Remote UEs and “EPS bearer proliferation”
Document for:
Discussion / Approval
Agenda Item:
6.3
Work Item / Release:
eProSe-Ext-SA2TR / Rel-13
Abstract of the contribution: This document follows-up on the discussion in SA2#110 related to QoS support for traffic corresponding to Remote UEs. In particular it focuses on the topic of bearer binding at the PCEF, on the potential issue of “EPS bearer proliferation” and how to avoid it. Several solutions for avoidance of “EPS bearer proliferation” are described. It is proposed to agree one of them.
1
Discussion

The ProSe UE-to-Network Relay is a Layer-3 relay.

When IPv6 is used, the Relay UE uses IPv6 prefix delegation in order to assign IPv6 prefixes to the Remote UEs. The prefixes assigned to the Remote UEs are aggregatable on a single shorter prefix that is associated to the PDN connection of the Relay UE, according to the following excerpt from 23.401:

The total IPv6 address space available for the PDN connection (UE default bearer prefix and UE PDN connection IPv6 address space pool) shall be possible to aggregate into one IPv6 prefix that will represent all IPv6 addresses that the UE may use.
As an example, when the Relay UE requests a PDN connection it is assigned a /56 IPv6 prefix. Using IPv6 prefix delegation the Relay UE can further “slice” this /56 prefix into /64 prefixes that can be assigned to Remote UEs. In this example the Relay UE can assign a /64 prefix to up to 255 Remote UEs.

Observation 1: when using IPv6 the traffic corresponding to all Remote UEs, plus traffic corresponding o the Relay UE itself, should be aggregatable on a single IPv6 prefix.

When IPv4 is used, the Relay UE contains a NAT device. While Remote UEs are assigned private IPv4 addresses, on the Uu side the Relay UE uses transport port numbers to multiplex traffic from Remote UEs on a single IPv4 address.

Consider next MCPTT. MCPTT is a SIP-based application using the IMS framework or an equivalent “SIP core”. With the introduction of a relay node in the path between the Remote UE and the P-CSCF there may be a potential issue related to the bearer binding procedure in the PCEF.
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Figure 1: Non-relay case

Depicted in Figure 1 is the non-relay case. Upon establishing a PDN connection, the UE obtains a default bearer with a PGW and is assigned an IPv4 address or IPv6 prefix. During PDN connection establishment the PGW also establishes a Gx session (“IP-CAN session”) with the PCRF. The IP address/prefix is signalled via Gx to the PCRF and is stored there.

Observation 2: The IPv4 address or IPv6 prefix of a PDN connection is signalled to PCRF via Gx.
When later the UE discovers a P-CSCF function and registers with the IMS, the P-CSCF establishes an Rx session with the PCRF. The UE’s full IP address (for both IPv4 and IPv6) is passed by the P-CSCF to the PCRF in order to enable “session binding” according to TS 29.213 i.e. “the association of the AF (Rx) session information to an IP-CAN (Gx) session”. In other words, “session binding” allows the PCRF to identify matching Rx and Gx sessions.

Observation 3: Session binding in the PCRF is enabled by signalling the full IP address via Rx, even for IPv6.

When later the UE attempts establishment of an IMS session (e.g. using the SIP INVITE message over Gm), the P-CSCF extracts the media description of the requested service data flows (e.g. media type, requested bandwidth, etc.) and sends an Rx message to the PCRF including a request for bearer support including application-level information. If the PCRF authorises the request, it generates a PCC or QoS rule corresponding to the application-level information and forwards the request over Gx to the PGW. The PCC/QoS rule notably contains the requested QoS in terms of a QCI and ARP values.

According to TS 29.213:
The BBF shall then check the QoS class identifier and ARP indicated by the rule and bind the rule with an IP-CAN bearer that has the same QoS class identifier and ARP. The BBF shall evaluate whether it is possible to use one of the existing IP-CAN bearers or not and, if applicable, whether to initiate IP-CAN bearer modification or not. If none of the existing bearers are possible to use, the BBF should initiate the establishment of a suitable IP-CAN bearer. The BBF should not bind rules with the PS to CS session continuity indicator to the same bearer as the rules without the PS to CS session continuity indicator.

One possible reading of the specification text in TS 29.213 is that all new PCC/QoS rules with a (QCI, ARP) pair corresponding to an existing bearer should be bound to that existing bearer. If the new PCC/QoS rule includes a request for Guaranteed Bit Rate (GBR), then the PGW should trigger a modification of the existing bearer in order to request that the new requested GBR be added on top of the existing GBR value of that bearer.

Nevertheless, the text in TS 29.213 does not seem to mandate this logic. In other words, the BBF (PGW) might also decide to map a new PCC/QoS rule (in particular with requested GBR) on a new bearer, even though there is an existing bearer with the same (QCI, ARP) pair. One reason for doing this would be congestion handling e.g. in case of radio congestion, the radio access network may start releasing existing GBR bearers. Binding PCC/QoS rules of the same type to different bearers would increase the survival chances for those bearers in case of radio congestion.

Observation 4: The bearer binding logic described in TS 29.213 is not very clear. It is unclear whether the PCEF/BBF is mandated to aggregate all service data flows with the same (QCI, ARP) pair on the same bearer. If this is mandated then there is probably no issue for the “proliferation of EPS bearers”.

[image: image2.wmf]P

-

CSCF       

Gm

Rx

PGW

Remote

UE

Relay

UE

PCRF

Gx


Figure 2: Relay case

Depicted in Figure 2 is the relay case. The PDN connection is established between the Relay UE and the PGW, whereas the Gm interface is established transparently between the Remote UE and the P-CSCF. The analysis that follows is focused on the IPv6 case only.
As described earlier, in the IPv6 case the Relay UE uses a shorter prefix (e.g. /56) whereas the Remote UEs use a longer prefixes (e.g. /64) that are aggregatable on the shorter /56 prefix.

We first assume that the Gm interface remains unchanged (i.e. the P-CSCF is not aware that the SIP REGISTER stems from a Remote UE) and check whether there is an impact on session binding (in the PCRF) and bearer binding (in the PGW):
· Session binding in the PCRF: given that session binding relies on the provision of the full IPv6 address (not prefix) over Rx, while it uses only the IPv6 prefix over Gx, it follows that all Rx sessions corresponding to Remote UEs will be mapped on the single Gx session corresponding to the Relay UE. Therefore there does not seem to be an issue for session binding for IMS sessions initiated by Remote UEs.

Observation 5: There is no issue for session binding in the relay case. All Rx sessions corresponding to Remote UEs will be bound on the same Gx session, because each of the full IP addresses (even for IPv6) signalled via Rx maps to the same prefix.

· Bearer binding in the PGW: The service data flow description in the PCC/QoS rule sent over Gx includes at least 64 bits of the IPv6 address according to the following excerpt from TS 29.214 Annex A (normative):

EXAMPLE 1:
Assuming UE A sends an SDP to UE B, the PCRF of UE B uses the address present in this SDP for the destination address of UE B’s uplink Flow-Description AVP, while the PCRF of the UE A uses the 64 bit prefix of the same address for the source address of UE A’s uplink Flow‑Description AVP. If the source address is not formed from the 64 bit prefix, the source address shall be wildcarded.

EXAMPLE 2:
Assuming UE A sends an SDP to UE B, the PCRF of UE A uses the address present in this SDP for the destination address of UE A’s downlink Flow-Description AVP, while the PCRF of UE B uses the 64 bit prefix of the same address for the source address of UE B’s downlink Flow‑Description AVP. If the source address is not formed from the 64 bit prefix, the source address shall be wildcarded.

This means that bearer binding should work for the IMS sessions initiated by the Remote UE in the same way as in the non-relayed case, because the PCEF knows when the underlying PDN connection uses a shorter (e.g. /56) prefix and, consequently, it should know that the matching procedure for bearer binding should look only at the length of the short (/56) prefix.

The only potential problem with bearer binding is when the PCEF does not attempt to aggregate all PCC/QoS rules of the same type on the same IP-CAN bearer. Indeed, the UE can support a relatively low number of bearers (8 or 11, depending on the specification), which means that without aggregation on the same bearer, the Relay UE will soon run out of available bearers.

Observation 6: Bearer binding works well in the relay case, but there may be a potential issue of “proliferation of EPS bearers”.

2
Potential solutions for avoidance of “bearer proliferation”
We see several solutions for avoidance of “bearer proliferation”:
· Clarify TS 29.213 so that aggregation of service data flows with the same (QCI, ARP) pair on the same EPS bearer is mandated i.e. such flows are always unconditionally bound on the same EPS bearer.

· Clarify TS 29.213 so that aggregation of service data flows with the same (QCI, ARP) pair on the same EPS bearer is mandated only when shorter prefix (e.g. shorter than /64) is used for a PDN connection.

· Use explicit signalling to prevent “bearer proliferation”. Two solutions, referred to as “top-down” and “EPC-level”, are described in the next clause.

3
Solutions relying on explicit signalling
This clause discusses two solutions relying on explicit signalling to ensure that traffic associated with multiple Remote UEs while having similar QoS characteristics is always aggregated on the same EPS bearer.

3.1
Top-down solution
Depicted in Figure 3 is a “top-down” solution.
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Figure 3: Call flow for the top-down solution

1.
Relay UE establishes a PDN connection that can be used for UE-to-Network Relay purposes. As part of the PDN connection establishment the PGW establishes an IP-CAN (Gx) session with the PCRF.

2.
Remote UE discovers the Relay UE and associates with it.

3.
Remote UE is aware that it is behind a relay. When it registers with the IMS, it includes an explicit “relayed” indication in the SIP REGISTER message indicating to the P-CSCF that it is behind a UE-to-Network Relay.

NOTE: Depending on the MCPTT work it may be so that there is already an existing parameter indicating that the UE is behind a relay.

4.
Upon reception of the SIP REGISTER message the P-CSCF triggers establishment of an Rx session for the Remote UE including the “relayed” parameter in the [Rx] AA-Request message.

5.
Remote UE initiates an IMS session sending a SIP INVITE message.

6.
Upon reception of the SIP INVITE message the P-CSCF triggers modification of the Rx session for the Remote UE. The P-CSCF may optionally include the “relayed” parameter in the [Rx] AA-Request message.

7.
The PCRF provisions a PCC/QoS rule in the PGW (PCEF) including the “relayed” parameter in the [Gx] CC-Request message, thus indicating to the PGW that the flows contained in the PCC/QoS rule must be aggregated on the same EPS bearer with other flows sharing the same (QCI, ARP) characteristics.
8.
PGW initiates modification of an existing EPS bearer in order to aggregate the resources inferred by the PCC/QoS rule.
3.2
EPC-level solution
Depicted in Figure 4 is an “EPC-level” solution.
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Figure 4: Call flow for the EPC-level solution

1.
Relay UE establishes a PDN connection that can be used for UE-to-Network Relay purposes. As part of the PDN connection establishment the PDN GW establishes an IP-CAN (Gx) session with the PCRF.

2.
Remote UE discovers the Relay UE and associates with it.

3.
At any time after step 2 the Relay UE notifies the MME that it is being used as a UE-to-Network Relay. It is up to Stage 3 to decide whether an existing NAS procedure can be used for sending this notification.
NOTE: If the Relay UE needs to signal information for enabling Lawful Intercept as proposed in S2-15xxxx (e.g. identifier of the Remote UE’s user, the IP address/ prefix and a range of port numbers) then there is no need for any additional signalling.

4.
The information received in step 3 is forwarded towards the SGW and PGW using GTP-C signalling. Based on this information the PGW knows that the PDN connection will be used by Remote UEs and therefore the PGW must perform aggregation of service data flows with similar QoS characteristics on the same EPS bearer.
4
Proposal

Based on the previous discussion it is proposed to check whether there is common understanding about the potential problem of “bearer proliferation”. In the affirmative case it is proposed to agree one of the proposed solutions.
A companion paper for this meeting (S2-152841) proposed that Relay UE needs to signal information enabling Lawful Intercept for Remote UEs. If that proposal is agreed, then the “bearer proliferation” problem is also solved. It corresponds to the EPC-level solution described in Figure 4 of this document.
The discussion in this paper may also be considered in relation to TS 23.303 CR0191R2 (S2-152839) adding a clause for the mapping of QoS parameters between Uu and PC5 in the presence of UE-to-Network Relay.
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