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9.2.1
Static and Dynamic PDP Addresses

PDP addresses can be allocated to an MS in four different ways:

-
the HPLMN operator assigns a PDP address permanently to the MS (static PDP address);

-
the HPLMN operator assigns a PDP address to the MS when a PDP context is activated (dynamic HPLMN PDP address);

-
the VPLMN operator assigns a PDP address to the MS when a PDP context is activated (dynamic VPLMN PDP address); or

-
the PDN operator or administrator assigns an IP address to the MS after a PDP context has been activated (External PDN Address Allocation).

It is the HPLMN operator that defines in the subscription whether a dynamic HPLMN or VPLMN PDP address can be used.

For every IMSI, zero, one, or more dynamic PDP address per PDP type can be assigned. For every IMSI, zero, one, or more static PDP addresses per PDP type can be subscribed to.

When dynamic addressing from the HPLMN or the VPLMN is used, it is the responsibility of the GGSN to allocate and release the dynamic PDP address. When External PDN Address Allocation is used, it is the responsibility of the MS and the PDN to allocate and release the dynamic PDP address by means of protocols such as DHCP or MIP. In case of DHCP, the GGSN provides the function of a DHCP Relay Agent as defined in RFC 2131 [47] and RFC 1542 [45]. In case of MIP, the GGSN provides the function of a Foreign Agent as defined in RFC 2002 [46].
In case of PDP Type IP version 6, the PDP Address is the mobile's link-local address.
Only static PDP addressing is applicable in the network-requested PDP context activation case.

9.2.2
Activation Procedures

9.2.2.1
PDP Context Activation Procedure

The PDP Context Activation procedure is illustrated in Error! Reference source not found.. Each step is explained in the following list.
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Figure 1: PDP Context Activation Procedure for GPRS
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Figure 2: PDP Context Activation Procedure for UMTS

1)
The MS sends an Activate PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options) message to the SGSN. The MS shall use PDP Address to indicate whether it requires the use of a static PDP address or whether it requires the use of a dynamic PDP address. The MS shall leave PDP Address empty to request a dynamic PDP address. The MS may use Access Point Name to select a reference point to a certain external network and/or to select a service. Access Point Name is a logical name referring to the external packet data network and/or to a service that the subscriber wishes to connect to. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to request optional PDP parameters from the GGSN (see GSM 09.60). PDP Configuration Options is sent transparently through the SGSN.

2)
For GPRS, security functions may be executed. These procedures are defined in subclause "Security Function".

3)
For UMTS, the RAB setup procedure is performed. The 3G‑SGSN sends a Radio Access Bearer Setup Request message to UTRAN. The UTRAN then initiates the radio access bearer setup procedure.

4)
If BSS trace is activated, then the SGSN shall send an Invoke Trace (Trace Reference, Trace Type, Trigger Id, Initiating OMC Identity, OMC Identity) message to the BSS or UTRAN. Trace Reference, Trace Type, and Initiating OMC Identity are copied from the trace information received from the HLR or OMC.

5)
The SGSN validates the Activate PDP Context Request using PDP Type (optional), PDP Address (optional), and Access Point Name (optional) provided by the MS and the PDP context subscription records. The validation criteria, the APN selection criteria, and the mapping from APN to a GGSN are described in annex A.


If no GGSN address can be derived or if the SGSN has determined that the Activate PDP Context Request is not valid according to the rules described in annex A, then the SGSN rejects the PDP context activation request.


If a GGSN address can be derived, the SGSN creates a TEID for the requested PDP context by combining the IMSI stored in the MM context with the NSAPI received from the MS. If the MS requests a dynamic address, then the SGSN lets a GGSN allocate the dynamic address. The SGSN may restrict the requested QoS attributes given its capabilities, the current load, and the subscribed QoS profile.


The SGSN sends a Create PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, TEID, MSISDN, Selection Mode, Charging Characteristics, Trace Reference, Trace Type, Trigger Id, Initiating OMC Identity, OMC Identity, PDP Configuration Options) message to the affected GGSN. Access Point Name shall be the APN Network Identifier of the APN selected according to the procedure described in annex A. PDP Address shall be empty if a dynamic address is requested. The GGSN may use Access Point Name to find an external network and optionally to activate a service for this APN. Selection Mode indicates whether a subscribed APN was selected, or whether a non-subscribed APN sent by MS or a non-subscribed APN chosen by SGSN was selected. Selection Mode is set according to annex A. The GGSN may use Selection Mode when deciding whether to accept or reject the PDP context activation. For example, if an APN requires subscription, then the GGSN is configured to accept only the PDP context activation that requests a subscribed APN as indicated by the SGSN with Selection Mode. Charging Characteristics indicates which kind of charging the PDP context is liable for. The SGSN shall copy Charging Characteristics from Subscribed Charging Characteristics received from the HLR. The SGSN shall include Trace Reference, Trace Type, Trigger Id, Initiating OMC Identity, and OMC Identity if GGSN trace is activated. The SGSN shall copy Trace Reference, Trace Type, and Initiating OMC Identity from the trace information received from the HLR or OMC.


The GGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the GGSN to route PDP PDUs between the SGSN and the external PDP network, and to start charging. The GGSN may further restrict QoS Negotiated given its capabilities and the current load. The GGSN then returns a Create PDP Context Response (TEID, PDP Address, PDP Configuration Options, QoS Negotiated, Charging Id, Cause) message to the SGSN. PDP Address is included if the GGSN allocated a PDP address. When the PDP Type is IP version 6, the GGSN shall create a link-local address for the MS to be used as the PDP Address. If the GGSN has been configured by the operator to use External PDN Address Allocation for the requested APN, then PDP Address shall be set to 0.0.0.0, indicating that the PDP address shall be negotiated by the MS with the external PDN after completion of the PDP Context Activation procedure. The GGSN shall relay, modify, and monitor these negotiations as long as the PDP context is in ACTIVE state and use the GGSN-Initiated PDP Context Modification procedure to transfer the currently-used PDP address to the SGSN and the MS. PDP Configuration Options contain optional PDP parameters that the GGSN may transfer to the MS. These optional PDP parameters may be requested by the MS in the Activate PDP Context Request message, or may be sent unsolicited by the GGSN. PDP Configuration Options is sent transparently through the SGSN. The Create PDP Context messages are sent over the backbone network.


If QoS Negotiated received from the SGSN is incompatible with the PDP context being activated (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Create PDP Context Request message. The compatible QoS profiles are configured by the GGSN operator.

6)
For GPRS, BSS packet flow context procedures may be executed. These procedures are defined in subclause "BSS Context".

7)
The SGSN inserts the NSAPI along with the GGSN address in its PDP context. If the MS has requested a dynamic address, the PDP address received from the GGSN is inserted in the PDP context. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns an Activate PDP Context Accept (PDP Type, PDP Address, TI, QoS Negotiated, Radio Priority, Packet Flow Id, PDP Configuration Options) message to the MS. The SGSN is now able to route PDP PDUs between the GGSN and the MS, and to start charging.

For each PDP Address a different quality of service (QoS) profile may be requested. For example, some PDP addresses may be associated with E-mail that can tolerate lengthy response times. Other applications cannot tolerate delay and demand a very high level of throughput, interactive applications being one example. These different requirements are reflected in the QoS profile. The QoS profile is defined in subclause "Quality of Service Profile". If a QoS requirement is beyond the capabilities of a PLMN, the PLMN negotiates the QoS profile as close as possible to the requested QoS profile. The MS either accepts the negotiated QoS profile, or deactivates the PDP context.

After an SGSN has successfully updated the GGSN, the PDP contexts associated with an MS is distributed as shown in clause "Information Storage".

If the PDP Context Activation Procedure fails or if the SGSN returns an Activate PDP Context Reject (Cause, PDP Configuration Options) message, then the MS may attempt another activation to the same APN up to a maximum number of attempts.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedures in 3G TS 23.078:

C1)
CAMEL-GPRS-Activate-PDP-Context.

C2)
CAMEL-GPRS-SGSN-Create-PDP-Context.

******************************* Next Modification ******************************
14.5
PDP Address

A packet-domain subscriber identified by an IMSI, shall have one or more network layer addresses, i.e., PDP addresses, temporarily and/or permanently associated with it that conforms to the standard addressing scheme of the respective network layer service used, e.g.:

-
an IP version 4 address;

-
an IP version 6 link-local address; or

-
an X.121 address.

PDP addresses are activated and deactivated through MM procedures described in subclause "PDP Context Activation, Modification, and Deactivation Functions".

******************************* Next Modification ******************************

Annex X (normative):
IPv6 Stateless address autoconfiguration procedure

The IPv6 address allocation is somewhat different from the IPv4 address allocation procedure. There are two possibilities to allocate the address for an IPv6 node – stateless and stateful autoconfiguration. The stateful address allocation mechanism needs a DHCP server to allocate the address for the IPv6 node. In the stateless autoconfiguration, the IPv6 node is more involved in the allocation of the address. In addition, the stateless autoconfiguration procedure does not need any external entity involved in the address autoconfiguration. The following shows how the IPv6 stateless autoconfiguration is done in the GPRS and UMTS networks.
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Figure X: PDP Context Activation Procedure for GPRS
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Figure X: PDP Context Activation Procedure for UMTS

1)
The MS sends an Activate PDP Context Request message to the SGSN. The MS shall leave PDP Address empty. The MS shall set the PDP Type to IPv6. Otherwise, the PDP Context activation is as for PDP Type IPv4.
The steps from two to four are as in PDP Type IPv4. The only difference is that PDP Type has to be set to PDP Type IPv6.
5)
The SGSN validates the Activate PDP Context Request using the methods standardised. The Create PDP Context procedure from the SGSN's side is as defined for PDP Type IPv4 except that only the Dynamic address shall be used.

The GGSN shall create the link-local address for the MS. The link local address is a IPv6 address used for a single link. It consist of fixed 10 bits, zero or more 0 bits, and the Interface Identifier. Otherwise, the procedure is as defined for PDP Type IPv4.
The Steps 6 and 7 are as for the PDP Type IPv4.

8) The MS may send a router solicitation to the GGSN to activate the sending of the Router Advertisement.

9) The GGSN should send automatically the Router Advertisement after the PDP Context is activated. 


After the MS has received the Router Advertisement it constructs its full IPv6 address and is ready to start communicating to the Internet.


The MS may send a Neighbour solicitation message to the network to make sure that the IPv6 address it has is unique. The GGSN shall intercept any such a message.
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