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Abstract of the contribution: In this contribution we propose to solve the remaining issues for ProSe one-to-one communication and conclude the study phase at least for SA2 work scope. 

1. Introduction
The ProSe one-to-one communication procedure is described in the subclause 7.1, but we still have the following FFS issues;

1. Usage of PC5 signaling protocol 
A. Editor's note:
It is FFS whether PC5 Signalling Protocol is used for enablement of other functionality (e.g. eMBMS relay support in clause 7.1.2.1, Cell ID announcement support in clause 7.2.2.3, Public Safety Discovery in clause 6, QoS signalling, service continuity).
B. It is FFS whether the Direct Communication Request message (step 1 in figure 7.1.2.1.1) and the authentication messages (step 2 in figure 7.1.2.1.1) belong to the same or different protocols.
2. Service continuity support

A. It is FFS whether there is a need for other mechanisms for IP address assignment (e.g. to assist service continuity between the direct path and the infrastructure path between the two UEs, or for the case of an isolated (i.e. non-relay) one-to-one communication).
3. Real time authorization

A. It is FFS whether one-to-one communication requires real-time network authorisation when the two UEs are in coverage.
4. L2 destination address ( issues are newly added based on the Cabo meeting discussion)
A. How to assign Layer-2 ID address for unicast communication

B. Note: confliction between Layer-2 ID address for unicast communication and Layer-2 Group ID of one-to-many communication is resolved by RAN WG.
5. QoS support

A. QoS is FFS.
In this contribution we look into each issue above and propose way forward and conclude the study phase at least for SA2 work scope.

2. Discussion
2.1. Usage of PC5 signalling protocol
SA2 decided to make a new PC5 signaling protocol in rel 13 in order to support signaling for one-to-one communication, because control signaling was not required for the one-to-many communication in rel 12. 

So except for the PC5 signaling protocol, without specific reasons we don’t need to create another protocol because the new one could make redundancy and complexity.
 Hence, we propose that SA2 assume that PC5 signalling protocol is used for eMBMS relay support( in clause 7.1.2.1) and Cell ID announcement support( in clause 7.2.2.3) also. 

Proposal 1: It is proposed that PC5 signalling is used for eMBMS relay support( in clause 7.1.2.1) and Cell ID announcement support also.
Establishment procedure for the secure layer 2 link over PC5 consists of Direct Communication request and authentication procedure b/w two UEs. For both procedures we don’t need to use different protocols without any specific reasons. And, it is the last meeting for SA2 study phase, but no other candidate protocol is not decided except for PC5 signalling. Now we propose to use PC5 signalling.
Proposal 2: It is proposed that PC5 signalling is used for delivery of both Direct Communication request and authentication messages.
2.2. Service continuity

Per SA1 reply LS from SA1 to SA6 CCed with SA2 (S2-150735), SA2 does not need to support service continuity between the direct path and the infrastructure path between the two UEs. 
-----------extracted from S2-150735--------- 
1. SA6 respectfully asks SA1 to clarify whether MCPTT service continuity is implied and/or desirable for the case where MCPTT UE switches between EPC path and ProSe Communication path (requirements R-7.14-001, R-7.14-002, R-7.14-003).

SA1 reply:

MCPTT is largely focused on group voice services and in this scenario, when a UE goes off network, the ProSe Communication would allow that UE to communicate with others within ProSe Communication range, however the other group members may not be in ProSe Communication range; hence service continuity may not be possible. 

-----------extracted from S2-150735--------- 
Proposal 3: It is proposed not to support service continuity between the direct path and the infrastructure path between the two UEs.
2.3 Real time authorization

When two UEs are in coverage, SA3 investigates on whether one-to-one communication requires real-time network authorisation or not. SA2 is proposed to implement what SA3 will make in the normative phase, if required.
 Proposal 4: It is proposed to leave it as SA3 scope. If required, in the normative phase SA2 would implement SA3 decision in the SA2 specification. 
2.4. L2 destination address

For ProSe direct communication one-to-one over PC5 between two UEs, each UE has a Layer-2 ID for unicast communication that is included in the Source Layer-2 ID field of every frame that it sends on the layer-2 link and in the Destination Layer-2 ID of every frame that it receives on the layer-2 link.
To the consistency with Rel 12, we may assume that the Layer-2 ID for unicast communication is same 24bit length as the Layer-2 Group ID and ProSe UE ID, which are used for Destination Layer-2 ID and Source Layer-2 ID respectively in ProSe direct communication one-to-many.

Accordingly, we may not guarantee that the Layer-2 ID for unicast communication is global unique identification, but local uniqueness is sufficiently enough for unicast communication. So we need a mechanism to guarantee local uniqueness of the Layer 2 address similarly to one-to-many ProSe communication. e.g., the L2 destination address for one-to-one communication is (pre-) provisioned by the ProSe function to the UE. 

However, it still has possibility of address collision but 2^24 cases may be enough for the ProSe function to identify the public safety UEs uniquely within itself. For the case of address collision, similarly to the one-to-many ProSe communication, we may use unspecified mechanisms (e.g. self-assign a new Layer-2 ID for unicast communication when a conflict is detected)

Moreover, per operator policy, UE’s Layer-2 ID for unicast communication may be assigned as the UE’s Layer-2 source address for each one-to-many communication.
And, per the previous Cabo meeting discussion, how to distinguish L2 group ID and Layer-2 ID for unicast communication in the destination Layer-2 ID field is dependent on the RAN2 WG. 

Proposal 5: It is proposed that similar concept of the ProSe UE ID is applied to Layer-2 ID for unicast communication. Moreover, per operator policy, UE’s Layer-2 ID for unicast communication may be assigned as the UE’s Layer-2 source address for each one-to-many communication.
Proposal 6: It is proposed to leave Layer-2 ID addressing in detail as RAN2 scope. If required, in the normative phase SA2 would implement RAN2 decision.
2.5. QoS support

QoS support is not the one-to-one communication specific issue but general issue for ProSe communication. So, we may take here the decision on general QoS support. 

Per a proposal S2-15xxxx on QoS/priority support, UE upper layers may provide the lower layers a ProSe per-Packet Priority and AS layer uses the ProSe per-Packet priority to prioritize intra-UE transmission.  

Proposal 6: It is proposed to leave it as general results on QoS/priority support to conclude the study for the one-to-one communication itself. 
3. Proposal
/// 1st change ///
7.1
Solution for one-to-one ProSe Direct Communication

Editor's note:
This clause is intended to document the agreed architecture solution for one-to-one ProSe Direct Communication.
7.1.1
Functional Description
Editor's note:
General description, assumptions, and principles of the solution.
7.1.1.1
General
ProSe direct communication one-to-one is realised by establishing a secure layer-2 link over PC5 between two UEs.

Each UE has a Layer-2 ID for unicast communication that is included in the Source Layer-2 ID field of every frame that it sends on the layer-2 link and in the Destination Layer-2 ID of every frame that it receives on the layer-2 link.
Editor's note: It is FFS how Layer-2 ID for unicast communication is assigned to the UE, whether the same Layer-2 ID can be used for multiple layer-2 links for one-to-one communication and whether the same Layer-2 ID can be used for Source Layer-2 ID of both one-to-one and one-to-many communication. This note applies to both cases when bearer level security is used and when it is not.
NOTE:  Conflicts between Destination Layer-2 ID for unicast and one-to-many communication will be resolved by RAN2 WG.
The UE needs to ensure that the Layer-2 ID for unicast communication is at least locally unique. So the UE should be prepared to handle Layer-2 ID conflicts with adjacent UEs using unspecified mechanisms (e.g. self-assign a new Layer-2 ID for unicast communication when a conflict is detected).

The layer-2 link for ProSe direct communication one-to-one is identified by the combination of the Layer-2 IDs of the two UEs. This means that the UE can engage in multiple layer-2 links for ProSe direct communication one-to-one using the same Layer-2 ID.
7.1.1.2
PC5 Signalling Protocol
A PC5 Signalling Protocol is used for control plane signalling over PC5. The PC5 Signalling Protocol stack is illustrated in figure 7.1.1.2.1. The SDU Type field (3 bits) in the PDCP header is used to discriminate between IP, ARP and "PC5 Signalling Protocol".

Editor's note:
The use of PC5 Signalling Protocol as described in this clause is a working assumption and needs to be reconfirmed.
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Figure 7.1.1.2.1: PC5 Signalling Protocol stack
PC5 Signalling Protocol messages may be sent on a unicast, groupcast or broadcast Destination Layer-2 ID.

The following functionality is enabled by the PC5 Signalling Protocol:

-
1:1 ProSe Communication: Direct Communication Request message (Step 1 in figure 7.1.2.1.1), potentially including the subsequent messages.
Editor's note:
It is FFS whether PC5 Signalling Protocol is used for enablement of other functionality (e.g. eMBMS relay support in clause 7.1.2.1, Cell ID announcement support in clause 7.2.2.3, Public Safety Discovery in clause 6, QoS signalling, service continuity).
7.1.2
Procedures

Editor's note:
Describes the high-level operation, procedures and information flows for the solution.
ProSe direct communication one-to-one is composed of the following procedures:

-
Establishment of a secure layer-2 link over PC5;

-
IP address/prefix assignment.

7.1.2.1
Establishment of secure layer-2 link over PC5
Depicted in figure 7.1.2.1.1 is the procedure for establishment of secure layer-2 link over PC5:
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Figure 7.1.2.1.1: Establishment of secure layer-2 link over PC5
1.
UE-1 sends a Direct Communication Request message to UE-2 in order to trigger mutual authentication.

NOTE:
The link initiator (UE-1) needs to know the Layer-2 ID of the peer (UE-2) in order to perform step 1. As an example, the link initiator may learn the Layer-2 ID of the peer by executing a discovery procedure first or by having participated in ProSe one-to-many communication including the peer.

2.
UE-2 initiates the procedure for mutual authentication. The successful completion of the authentication procedure completes the establishment of the secure layer-2 link over PC5.


7.1.2.2
IP address assignment
At least the following standard IETF mechanisms are used for IP address/prefix assignment:

-
DHCP based IP address configuration for assignment of IPv4 address.

-
IPv6 Stateless Address auto configuration specified in RFC 4862 [6] for assignment of IPv6 prefix.
One of the two UEs acts as DHCP server or IPv6 default router.

In the ProSe UE-NW Relay case the relay acts as DHCP server or IPv6 default router for all Remote UEs that connect to it over a secure layer-2 link over PC5.

7.1.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.
7.1.4
Topics for further study for one-to-one ProSe Direct Communication

Editor's note:
Topics for FFS will be collected for this particular functionality.

It is FFS whether the Direct Communication Request message (step 1 in figure 7.1.2.1.1) and the authentication messages (step 2 in figure 7.1.2.1.1) belong to the same or different protocols.
Resolution: PC5 signalling protocol is used for both Direct Communication Request message and authentication messages.
QoS is FFS.
It is FFS whether there is a need for other mechanisms for IP address assignment (e.g. to assist service continuity between the direct path and the infrastructure path between the two UEs, or for the case of an isolated (i.e. non-relay) one-to-one communication).
Resolution: service continuity between the direct path and the infrastructure path is not supported.
It is FFS whether one-to-one communication requires real-time network authorisation when the two UEs are in coverage.
Resolution: in SA3 scope
It is FFS how Layer-2 ID for unicast communication is assigned to the UE.
7.1.5
Conclusions on one-to-one ProSe Direct Communication

Editor's note:
Conclusions will be collected for this particular functionality.
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