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Abstract of the contribution: This paper intends to solve the editor’s note related to the way the SFC Controller receives traffic steering policies when leveraging the ONF work.
Discussion
Solutions 1.1 and 1.2 contain an editor’s note in the subclause related to using the ONF work (6.1.1.1.3.3 and 6.1.2.1.3.3) in the case the TDF is not collocated with the SFC Controller:
Editor's Note: How SFC controller receives traffic steering policies via NBI, when it is located in (S)Gi-LAN is FFS.
When the TDF is outside or within the (S)Gi-LAN but not collocated with the SFC Controller, the TDF can be seen as a a set of a Traffic Steering functional module, a Classifier functional module and an ADC functional module: the Traffic Steering functional module interfaces PCRF via Sd, and translates the Traffic Steering Policies into information that the SFC Controller can understand via a “North Bound Interface” that is out of scope of 3GPP. The SFC Controller provides appropriate information to the Classifier functional module via OpenFlow enhanced with the support of Layer 7 rules. The rest of TDF remains unchanged: in particular, application detection activations/reports are exchanged via Sd. Please note that:
· the Classifier and control logic performs packet classification, encapsulation, throttling, redirection etc. as needed by ADC or by traffic steering;

· the ADC Application provides the ADC policies to the Classifier.
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Simplified text is proposed in the TR.

Additionally, some implementations are leveraging ONF work but others may only leverage IETF work. It is proposed to be documented in the clause “General”. 
Proposal

It is proposed to update TR 23.718 as indicated below:

* * * First Change * * * *

6.1.1.1.3
Traffic steering policy enforcement by TDF

6.1.1.1.3.1
General

As described in clause 6.1.1.1, the TDF receives the traffic steering policies from the PCRF over the Sd interface and enforces them. For enforcing these policies, the exact set of functionalities required to be supported by the TDF depends upon the mechanism used for routing of the traffic between the service functions with the (S)Gi-LAN. Since routing of the traffic via Service Functions is not in 3GPP's scope, we are relying on the external SDOs working on these aspects. By providing high level description, here, we highlight that the proposed solution can leverage and hence complement the work done by those external SDOs (either one or more of them, as e.g. some implementation may leverage IETF's work, interworking with an ONF based SGi-LAN, while other may leverage ONF's work, or both). However, these are implementation specific aspects and won’t be standardized by 3GPP.

NOTE:
Sections 6.1.1.1.3.2 and 6.1.1.1.3.3 are for information only and simply summarize the SFC related work done by the external SDOs and then try to map the functional entities defined by them to the solution in this section. They do not define any new functional entity or protocol.
* * * Next Change * * * *

6.1.1.1.3.3
When utilizing the ONF work

As part of "L4-L7 Service Function Chaining Solution Architecture", ONF is working on some of the aspects of flexible traffic steering solution. They have defined SFC architecture by using IETF's architecture as base model and adding some more SDN related components on top of it, e.g. SFC orchestrator, SFC controller, etc. The SFC controller interfaces with the SFC classifier providing it the instructions related to traffic classification and performing SFC encapsulation. Additionally, the SFC controller also programs the SFF with the SFC header so that it can route the traffic containing that SFC header via specific service functions. 

When leveraging the ONF work, the TDF takes the role of the SFC classifier for enforcing the traffic steering policy. The SFC controller m
ay be collocated with TDF or located within (S)Gi-LAN. If the SFC controller is located with (S)Gi-LAN then a NBI (North-Bound-Interface, out of scope of 3GPP) to a Traffic Steering application functional module in the TDF that translates traffic steering rules from Sd is used to provide the traffic steering policies to the SFC controller. The protocol defined by the ONF (i.e. OpenFlow) cannot be used to configure the SFC classifier in the TDF since the application (i.e. L7 parameter) based traffic classification rules, which is one of the requirement for the FMSS solution (as described in clause 5.1.2), are not supported by (the current version of) that protocol. Hence the OpenFlow protocol with proprietary extension is required to be used between the SFC classifier and SFC controller when the SFC controller is located within (S)Gi-LAN. Other components defined by the ONF's SFC architecture, e.g. SFC orchestrator (which mainly deals with the management of service function instances service function chain) and SFF, can be located within the (S)Gi-LAN. The other TDF functions remain unchanged: in particular, application detection activations/reports are exchanged via Sd.

* * * Next Change * * * *

6.1.2.1.3
Traffic steering policy enforcement by PGW

6.1.2.1.3.1
General

As described in clause 6.1.1.1, the PGW receives the traffic steering policies from the PCRF over the Gx interface and enforces it. For enforcing these policies, the exact set of functionalities required to be supported by the PGW depends upon the mechanism used for routing of the traffic between the service functions with the (S)Gi-LAN. Since routing of the traffic via Service Functions is not in 3GPP's scope, we are relying on the external SDOs working on these aspects. By providing high level description, here, we highlight that the proposed solution can leverage and hence complement the work done by those external SDOs (either one or more of them, as e.g. some implementation may leverage IETF's work, interworking with an ONF based SGi-LAN, while other may leverage ONF's work or both). However, these are implementation specific aspects and wont be standardized by 3GPP.

NOTE:
Sections 6.1.2.1.3.2 and 6.1.2.1.3.3 are for information only and simply summarize the SFC related work done by the external SDOs and then try to map the functional entities defined by them to the solution in this section. They do not define any new functional entity or protocol.
* * * Next Change * * * *

6.1.2.1.3.3
When utilizing the ONF work

As part of "L4-L7 Service Function Chaining Solution Architecture", ONF is working on some of the aspects of flexible traffic steering solution. They have defined SFC architecture by using IETF's architecture as base model and adding some more SDN related components on top of it, e.g. SFC orchestrator, SFC controller, etc. The SFC controller interfaces with the SFC classifier providing it the instructions related to traffic classification and performing SFC encapsulation. Additionally, the SFC controller also programs the SFF with the SFC header so that it can route the traffic containing that SFC header via the corresponding service functions. 

When leveraging the ONF work, the PGW takes the role of the SFC classifier for enforcing the traffic steering policy. The SFC controller may be collocated with PGW or located within (S)Gi-LAN. If the SFC controller is located with (S)Gi-LAN then a NBI (North-Bound-Interface, out of scope of 3GPP) to a Traffic Steering application functional module in the PGW that translates traffic steering rules from Gx is used to provide the traffic steering policies to the SFC controller. The protocol defined by the ONF (i.e. OpenFlow) cannot be used to configure the SFC classifier in the PGW since the application (i.e. L7 parameter) based traffic classification rules, which is one of the requirement for the FMSS solution (as described in clause 5.1.2), are not supported by (the current version of) that protocol. Hence the OpenFlow protocol with proprietary extension is required to be used between the SFC classifier and SFC controller when the SFC controller is located within (S)Gi-LAN. Other components defined by the ONF's SFC architecture, e.g. SFC orchestrator (which mainly deals with the management of service function instances service function chain) and SFF, can be located within the (S)Gi-LAN. The other PGW functions remain unchanged and related exchanges are performed via Gx.

* * * End of Changes * * * *
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