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1
Discussion

At SA2 Meeting #108, a key issue was included in the text for TR 23.771 regarding the location of the device at initial connection for voice services over WLAN so that local policies based on location can be acted upon, however no solutions were presented.  For reference the text of the key issue is copied below:
5.5
Key Issue 5: Location at Initial Connection for Voice Service

In many implementations it is outside the control of a network operator where a WLAN Access Point is installed (particularly in the case of untrusted WLAN); therefore it is possible that a WLAN Access Point is installed outside the coverage area of a network operator’s cellular network, and hence the supporting infrastructure for emergency calls may not be present. Since it is not possible to determine when a user registers for voice over WLAN service if they will or will not make an emergency call in the future, the network needs to apply local policies regarding normal voice calling when the device connects for any voice service, not just emergency voice service (e.g. one such policy would be to prevent registration for any voice services over WLAN in a location where emergency calls are not possible).

Therefore, when a user connects to a service provider’s network via WLAN for voice service the network may need to perform local network policies dependant on where the UE is located, thus the UE must supply its location to the network when it first registers with an IMS network for voice service over WLAN.

While the above key issue provides one example of a local policy based on the location of a user at initial registration, it is anticipated that such local policies are out of scope and subject to operator service decision, and national regulations.  Therefore we can anticipate that any Functional Element processing the initial connection for voice service may have a role to play in the local policies.  Thus the following functional elements may implement logic related to local polices:

AAA – the first node that knows a user configured for IMS voice service is registering

ePDG – the first node that recognises a user is requesting a IMS signalling APN (for S2b)
S/P-GW – the node responsible for maintaining the users IMS APN

P-CSCF – the first node that recognises a user is registering for IMS service
S-CSCF – the node responsible for all of a user’s IMS services (including voice)

TAS – the node responsible for all mmtel services related to a user’s voice service
Therefore, any solution that passes the location information for local policy execution will need to be able to provide the available location information to these functional elements to support execution of the policy.

Solutions for Key issue 3 have already discussed how to provide location information to IMS nodes for emergency calls, it is proposed that these methods are re-used and adapted for use in initial registration, instead of call setup.
While some of the nodes on the list above are not IMS nodes it is proposed that in Phase 1 of this study to only focus on solutions that execute local policy in IMS nodes.

2
Proposal

It is proposed to include the following into the text of TR 23.771 for FS_SEW.
*** First Change ***
4.2 
Architectural assumptions for phase 1
1 a UE will attempt emergency calls over WLAN only in case of unsuccessful emergency call attempts over the cellular technologies supported by the UE 

2 WLAN selection for the establishment of IMS emergency calls over WLAN is based on mechanisms defined in Rel. 12, including ANDSF WLAN_NS, operator configuration, WLAN configuration provided by RAN, and manual selection. 

3 For the S2a case, the EAP-AKA’ authentication procedure specified in Rel.12 is used by the UE to authenticate with the TWAN to obtain access to the EPC for IMS emergency services; no new authentication mechanisms are considered in the SEW work for this case. This does not preclude addition of relevant new parameters in EAP-AKA’

4 For the S2b case, the EAP-AKA authentication procedure specified in Rel.12 is used by the UE to authenticate with the ePDG to obtain access to the EPC for IMS emergency services; no new authentication mechanisms are considered in the SEW work for this case. This does not preclude addition of relevant new parameters in EAP-AKA

5 UE is assumed to be in its Home country

6
Any local policy using location information at initial connection for voice services will only be implemented by one of the network operator’s IMS nodes.
*** Second Change ***
6.X Solution X:
Location Information Included in SIP Register

6.X.1
Overview

Solution 3 (section 6.3) details how UPLI information contained in SIP INVITE messages for untrusted WLAN can be used for PSAP selection, in a similar manner this information may be used for local policy application.
3GPP TS 24.229 (section 5.1.1.4.1) requires that for an IMS reregistration request or an IMS registration request for an additional public user identity, the UE shall include a P-Access-Network-Info (PANI) header field in the registration request if the associated information is available. For WLAN access, the PANI would include the AP MAC address. This requirement may be extended to any IMS Registration Request (via a new impact to TS 24.229). Similar to Solution 7 (section 6.7), a UE may also include a second PANI header in an IMS registration request (which will be another impact to TS 24.229) that includes the identity of a visible cell or a recently visible cell. Both types of PANI header refer to UPLI and are not fully trustworthy.

Therefore it is possible for an IMS node performing local policy controls when a device first registers for IMS voice to have available the location related information as described in solution 3 (section 6.3.1) if the UE populates this information.  Either the P-CSCF, S-CSCF, HSS or AS can apply local policy controls based on the UPLI location related information elements provided by the UE when a user first registers for IMS voice service; the local policy may decide to accept or reject the registration, or may trigger implementation specific actions.. For example: a P-CSCF may reject an IMS registration request if the UPLI and/or NPLI indicate WLAN access from a non-supported location.
NOTE:
Only the location relevant information used by the network in other procedures (e.g. AP MAC address, Public IP address, etc) is supplied in the SIP REGISTER, unless explicit user consent is given for other information.  
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