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Abstract of the contribution: This contribution proposes a resolution of the Editor’s note in clause 7.2.2.4 (Multicast/Broadcast traffic support using IP Multicast on Relay). This is mostly a resubmission of S2-151073.
1
Discussion (from S2-151073)
The ProSe UE-NW Relay solution with “IP Multicast on Relay” makes the assumption that the 24 low order bits of the IP multicast address correspond to the ProSe layer-2 Group ID:

The ProSe UE-to-Network Relay transmits the packet using a ProSe Layer-2 Group ID that corresponds to the 24 low order bits of the IP multicast address.

According to RFC 3306 [1], the format of the IP multicast address that incorporates unicast prefix information is as follows:
|   8    | 4  |  4 |   8    |   8    |      64        |   32     |
+--------+----+----+--------+--------+----------------+----------+ |11111111|flgs|scop|reserved|  plen  | network prefix | group ID |
+--------+----+----+--------+--------+----------------+----------+
wherein the “group ID” parameter (32 low order bits) is set based on the guidelines in RFC 3307 [2].
However, according to [2], the range of 0x00000001 to 0x3FFFFFFF is reserved for permanent multicast addresses allocated by IANA, as per the following excerpt: 

Permanent multicast addresses, like those defined in [RFC 2375], are allocated by IANA. These addresses will be assigned with group ID’s, in the range of 0x00000001 to 0x3FFFFFFF, on an Expert Review basis.

Dynamic IP multicast addresses (assigned by the end host or by an allocation server) can only use a “group ID” from the range of 0x80000000 to 0xFFFFFFFF. 

This means that the 24 low order bits of the IP multicast (yellow highlight) may be used for inclusion of the ProSe Layer-2 Group ID only if additional assumption is made on the “next” eight bits (cyan highlight), which would have to be set in the range 0x80 to 0xFF, in order to remain compliant with RFC 3306 and RFC 3307.

In our opinion it is not a good idea to put restrictions on the IP multicast addresses beyond those that are defined by the IETF. As a matter of fact, the IETF defines “best current practice” RFCs that recommend how IP multicast addresses are mapped onto multicast MAC addresses [3], and not the other way round!

Instead it is proposed to focus on the approach described in the following Editor’s note:
Editor's note:
The exact mechanism to associate the IP multicast address with the ProSe layer 2 Group ID is FFS. Also the above security mechanism is FFS, Alternative(s) e.g. involving PC5 control plane signalling may be proposed.

We note here that the procedure for eMBMS relay already relies on the PC5 control plane signalling for distribution of a dynamically assigned ProSe Layer-2 group ID (refer to step 3 in Figure 1) that corresponds to a specific TMGI.
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1. the UE has successfully discovered the relay and the Application has provided a TMGI to the UE so it can 

listen to related broadcast content if available in the cell.

2. TMGI Monitoring Request (TMGI)

3. TMGI Monitoring Response (Prose Layer-2Group ID_traffic, TMGI_Monitoring_Refresh Timer )

6. The UE receives the broadcast content and may release unicast distribution leg

7. the Prose relay stops broadcasting TMGI availability and the UE may request an unicast distribution leg 

8. The UE stops receiving the broadcast content 

5. TMGI announcement (TMGI)

4. TMGI is detected


Figure 1: TMGI monitoring request procedure (Figure 7.2.2.2.1 in TR 23.713)
It is proposed that a similar PC5 control plane signalling procedure be used for linking a dynamically assigned ProSe Layer-2 Group ID that corresponds to a specific IP Multicast address.

The security aspects of this procedure will be addressed by SA3, as usual.
2
Additional discussion (not in S2-151073)

Using a static ProSe Layer-2 Group ID (i.e. extracted from the low order bits of the IP multicast address) on PC5 would also imply that the Relay may need to be affiliated with all the ProSe Groups that it needs to relay. Otherwise the relay would be unable to support bearer-level security over PC5.
In contrast, by using a dynamically assigned ProSe Layer-2 Group ID over PC5 the relay can locally generate a group security credential for this ProSe Layer-2 Group ID that it can distribute to interested Remote UEs using the PC5 Signalling Protocol. (It is noted that in this solution every Remote UE already has an established secure layer-2 link with the relay).
Note that Stage 1 text in TS 22.278 implies that:

A ProSe UE-to-UE Relay and a ProSe UE-to-Network Relay shall be able to relay data for a group of Public Safety ProSe-enabled UEs using ProSe Group Communications regardless of their group membership.

3
Proposal
It is proposed to agree the proposed change for inclusion in TR 23.713.
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=================PROPOSED CHANGE===========================

7.2.5
Conclusions on ProSe UE-Network Relays

The ProSe UE-Network Relay is a Layer-3 relay (i.e. an IP router), as agreed in Rel-12 ProSe.
The solution for multicast/broadcast traffic support using IP multicast on relay described in clause 7.2.2.4 is not considered for specification in Rel-13.
==============End of PROPOSED CHANGE======================
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7. the Prose relay stops broadcasting TMGI availability and the UE may request an unicast distribution leg 



