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Abstract of the contribution:

UE sends NAS message in a randomization time to relieve load peak when the eNB turns on or turns off the IOPS mode and UE needs to reattach to the registered EPC.
Discussion
In the case of eNB turns on or turns off the IOPS mode, UEs which are accessed to the eNB need to enter IDLE mode and attach afresh to the current registered EPC. UE will initiate the TAU request procedure fist, after the TAU reject procedure attach procedure will be triggered. If all the UEs accessed to the same eNB initiate the NAS procedure at the same, the load peak will be very huge and may cause the congestion to the network especially to the local EPC since the resource and capability is always restricted in local EPC compared to the macro EPC. Therefore, in order to avoid huge UEs attach to the network at the same time, it is prefer to force the UEs initiate the NAS procedure randomized. 
Proposal

**************************************************start of change*******************************************************
6.1.2
Procedures

6.1.2.1 High level procedures

The following procedure steps are executed:
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Figure 6.1.2.1-1: Operation of "Local EPC"- based IOPS
1)
The Backhaul is detected to be lost by the eNB.

2)
The eNB supporting IOPS mode transitions to IOPS mode by (a) preventing any UEs from selecting the cell, using a suitable mechanism such as cell barring, until step 2b and step 2c are completed; (b) activating a Local EPC; and (c) establishing the S1 link to the Local EPC.

NOTE:
Steps 1 and 2 are not necessary for the nomadic EPS case.

3)
The eNB advertises the PLMN ID for IOPS operation with Local EPC. The announced TAI is from a pool of TAIs allocated for IOPS and nomadic systems. These should be reused only by eNBs which are not expected to connect to the same Local EPC. 
4)
The UE detects the IOPS PLMN ID in the cell and it first attempts to reselect to another suitable cell serving the Macro EPC. Dependent upon user preferences, e.g. to maintain a group communication, the user can switch to manual PLMN selection mode and select the IOPS PLMN if available, even if a cell operating in normal mode is available for selection.
5)
The UE cannot find another suitable cell serving the Macro EPC or the user manually selects the IOPS PLMN, so the UE attaches to the Local EPC and obtains a local IP address, if authorised. UE sends the NAS message to the local EPC randomly to guard against a repeat of l load peak to the local EPC. 
Editor's note: It is FFS whether security procedures require any change or whether existing procedures can be totally or partly reused (SA3 to study). 
6)
Public Safety services supported by the IOPS network can be initiated at this time.

7)
At any time, the eNB could detect that the backhaul to the Macro EPC is restored.

8)
S1 connections to the Local EPC are released according to the IOPS network policies to move the UEs to idle mode, and the eNB stops its IOPS mode of operation. The PLMN ID of the Macro EPC is announced and the normal TAIs of the Macro EPC are advertised by the eNB so that UEs reselect this normal PLMN and a TAU procedure is triggered. This TAU would be rejected due to lack of suitable credentials/identity and cause a UE to attach afresh to the Macro EPC.

9)
The UE normally attaches to the Macro EPC, if authorised. UE sends the NAS message to the Macro EPC randomly to guard against a repeat of load peak to the Marcro EPC.
******************************************end of change**************************************************************
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