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1. Discussion

In TR 23.771 V0.1.0 it has been identified that there is a need for the network to possibility add priority or other special handling to emergency services. In order to provide special handling, the functions involved in processing the emergency service need to be aware that the session is for an emergency call.  Those elements are:  WLAN Access network, AAA server, ePDG, P-GW, TWAG etc.  The key requirement also makes the recommendation that no changes should be foreseen to GTP-c / Diameter protocols.

	5.2
Key Issue 2: Providing priority to emergency services especially in case of congestion 

The Key issue is to study how to provide priority to emergency services especially in case of congestion (allowing to fulfil requirements expressed in 3GPP specifications about preferential treatment of emergency services in case of Diameter or GTP-c congestion). No changes are foreseen to GTP-c / Diameter protocols.




Diameter protocol runs from between the ePDG to AAA and AAA to HSS.  In order to achieve the recommendation of no changes it is proposed that an indication is provided in an existing information element from the UE to the network.  One example of a possible solution could be annotating the NAI of the UE used in authentication such that the annotate indicates it is an emergency session.  The NAI is used in EAP authentication message and is sent to the ePDG, AAA, TWAN and HSS.  Diagrams from 3GPP TS 24.302 are copied below to illustrate this.
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Figure 7.2.4-1: Initial attachment over GTP based S2b for roaming, non-roaming and LBO
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Figure 16.2.1-1: Initial attachment in WLAN on GTP S2a for roaming, LBO and non-roaming scenarios




Proposed Changes
6.X
Solution X Key Issue 2: Providing priority to emergency services especially in case of congestion
This solution addresses the Key Issue on providing priority to emergency service especially in the case of congestion. The principles of the solution are as follows:

1) If the UE is required to authenticate with the WLAN Access Network, ePDG or TWAN the UE provides an indication to the network in the authentication message that the authentication is to obtain service for emergency services.
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16. UE-Initiated Connectivity to PDN in WLAN on S2a Procedure
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