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* * * First Change * * * *

6.5
Removal of an access from a PDN connection 

6.5.1
Removal of 3GPP access

6.5.1.1
UE-initiated removal of 3GPP access from the PDN connection 

In the case of E-UTRAN, when the UE removes the 3GPP access for the multi-access PDN connection, procedures as described in TS 23.401 [8] clause 5.10.3 are referred with the following modifications.
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Figure 6.5.5.1-1: UE-Initiated Removal of 3GPP access
Step-5: PDN GW shall indicate to the PCRF the removal of 3GPP access for the multi-access PDN connection via IP-CAN Session Modification procedure, if the PCRF has enabled this event trigger.

Editor’s note: The additional procedure for GERAN/UTRAN is required.
6.5.1.2
Network-initiated removal of 3GPP access from the PDN connection 
In the case of E-UTRAN, when the network the 3GPP access for the multi-access PDN connection, the following procedures are referred.
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Figure 6.5.1.2-1: Network initiated removal of 3GPP access from the PDN connection
1.
The UE is connected simultaneously to 3GPP and Trusted/Untrusted WLAN and establishes multiple IP flows of the same PDN connection.

2.
MME initiates a release of the resources on 3GPP due to operator intervention or other trigger (detach request from UE or radio link failure).

3.
MME sends a Delete Session Request to the SGW/PDN GW.

4.
PDN GW shall indicate to the PCRF the removal of 3GPP access for the multi-access PDN connection via IP-CAN Session Modification procedure, if the PCRF has enabled this event trigger.
5.
PDN GW sends the Delete Session Response to the SGW/MME.

6.
MME performs EPS resource release procedures.

The optional interaction steps between the PDN GW and the PCRF in the procedures only occur if dynamic policy provisioning is deployed in EPC.

Editor's note:
The additional procedure for GERAN/UTRAN is required.
6.5.2
Removal of Untrusted WLAN Access

6.5.2.1
UE-initiated removal of Untrusted WLAN access from the PDN connection 
In the case of E-UTRAN, when the UE remove from the WLAN access for the multi-access PDN connection, procedures as described in TS 23.402 [2] clause 7.4.3. are referred with the following modification.
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Figure 6.5.2.1-1: UE-initiated Removal of Untrusted WLAN access from the PDN connection
Step-4 in Detach procedure as in Figure 6.5.2.1-1, PDN GW shall indicate to the PCRF the removal of WLAN access via IP-CAN Session Modification procedures, if the PCRF has enabled this event trigger.
Editor's note:
The additional procedure for GERAN/UTRAN is required.
6.5.2.2
Network-initiated removal of Untrusted WLAN access from a PDN Connection
In the case of E-UTRAN, when the Network removes the Untrusted WLAN access for the multi-access PDN connection, procedures as described in TS 23.402 [2] clause 7.4.4 are referred with the following modification.
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Figure 6.5.3.2-1: UE-initiated Removal of Untrusted WLAN access from the PDN connection
Step-4 in A.1 Detach procedure as in Figure 6.5.3.2-1, PDN GW shall indicate to the PCRF the removal of WLAN access for the multi-access PDN connection via IP-CAN Session Modification procedures, if the PCRF has enabled this event trigger.

Editor’s note: The additional procedure for GERAN/UTRAN is required.
6.5.3
Removal of Trusted WLAN Access

6.5.3.1
UE-initiated removal of Trusted WLAN access from the PDN connection 
In the case of E-UTRAN, when the UE removes the TWAN access for the multi-access PDN connection , procedures as described in TS 23.402 [2] clause 16.3.1.1 are referred with the following modification.
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Figure 6.5.3.2-1: UE-initiated Removal of Trusted WLAN access from the PDN connection
Step-4: PDN GW shall indicate to the PCRF the removal of TWAN access for the multi-access PDN connection via IP-CAN Session Modification procedures, if the PCRF has enabled this event trigger.
Editor's note:
The additional procedure for GERAN/UTRAN is required.

6.5.3.2
Network-initiated removal of Trusted WLAN access from a PDN Connection
In the case of E-UTRAN, when the network removes the TWAN access for the multi-access PDN connection , procedures as described in TS 23.402 [2] clause 16.3.1.1. are referred with the following modification as described in clause 6.5.3.1 above.
Editor's note:
The additional procedure for GERAN/UTRAN is required.
* * * End of Change ***
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4. IP-CAN session modification procedure
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1. UE is connected simultaneously to 3GPP and non 3GPP accesses and multiple bindings and multiple IP flows are registered at the PDN GW
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4. PCEF-Initiated IP-CAN Session Modification Procedure
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A.1 Detach procedure as in Figure 7.4.3-1, from step A.1







HSS/AAA-initiated Detach procedure as in Figure 7.4.2-1, before step (A)
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Detach procedure as in Figure 7.4.1-1, after step (B)







Detach procedure as in Figure 7.4.1-1, between steps (A) and (B)
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