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* * * * Change #0 * * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AS
Application Server

CDR
Charging Data Record

CDF
Charging Data Function

CGF
Charging Gateway Function

DDN
Downlink Data Notification

MTC
Machine Type Communications

MTC-IWF
Machine Type Communications-InterWorking Function

P‑GW
PDN Gateway

PSM
Power Saving Mode

SCS
Services Capability Server

SLF
Subscriber Location Function

SME
Short Message Entities

SMS-SC
Short Message Service-Service Centre

SRI
Send Routing Information

* * * * Start of 1st Change * * * *
This change is dependent on approval of CR100 rev 3 (or later rev) to add clause 4.5.x.1
4.5.x.1            General

The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information available via the SCEF. It is comprised of means that allow the identification of the 3GPP network element suitable for configuring the specific events, the event detection, and the event reporting to the authorised users, e.g. for use by applications or logging, etc. If such an event is detected, the network might be configured to perform special actions, e.g. limit the UE access. Configuration and reporting of the following monitoring events may be supported: 
-
Monitoring the association of the UE and UICC and/or new IMSI-IMEI-SV association; 

-
UE reachability;

-
Location of the UE, and change in location of the UE; 

NOTE:      Location granularity for event request, or event report, or both could be at cell level (CGI/ECGI), LA/TA/RA level, Presence Area reporting level, or other formats e.g. shapes (e.g. polygons, circles etc.) or civic addresses (e.g. streets, districts etc.).

-
Loss of connectivity;
-
Communication failure;

-
Roaming status (i.e. Roaming or No Roaming) of the UE, and change in roaming status of the UE; 
NOTE:     Roaming status means whether the UE is in HPLMN or VPLMN 

-
Number of UEs present in a geographical area; and

-
Availability after DDN failure.
* * * * Start of 2nd Change * * * *
This change is dependent on approval of CR097 rev 3 (or later rev) to add clause 5.n.1.
5.n.1.9
Specific Parameters for Monitoring Event: Availability after DDN Failure
This monitoring event allows the SCS/AS to be notified of availability of the UE after a DDN failure has occurred (see clause 5.X Availability Notification after DDN Failure).
1.
The SCS/AS sets Monitoring Type to "Availability after DDN Failure" prior to sending the Monitoring Request to the SCEF as in step 1 of clause 5.n.1.1.
2.
The SCEF executes step 2 of clause 5.n.1.1.

3.
The SCEF executes step 3 of clause 5.n.1.1 without adding Max Number of Reports, since the “Availability after DDN Failure” is an ongoing event that shall be deleted (see clause 5.Y Monitoring Event Deletion) to cancel further reports.

4-5.  Steps 4-5 of clause 5.n.1.1 are executed.

6.
The MME/SGSN executes step 6 of clause 5.n.1.1 and starts watching for UE availability after DDN failure events.
7-9.
Steps 7-9 of clause 5.n.1.1 are executed.
* * * * Start of 3rd Change * * * *
This change is dependent on approval of CR097 rev 3 (or later rev) to add clause 5.n.3.
5.n.3.8
Reporting Event: Availability after DDN failure

1a.
This monitoring event is detected as of step 1a of clause 5.n.3.1, which is when the MME/SGSN becomes aware of UE availability after DDN failure.

2a.
Step 2a of clause 5.n.3.1 is executed. 

3.
Step 3 of clause 5.n.3.1 is executed.
* * * * Start of 4th Change * * * *
5.X
Availability Notification after DDN Failure

5.X.1
General

In this feature, the AS subscribes once and then gets notification only when there has been some data delivery failure followed by the UE becoming reachable.
This feature involves an entry in the subscription for a UE for "network application triggering when the UE is available after a DDN failure". This is a different monitoring event from the "UE is reachable" monitoring event. This information is provided to the serving node (MME/SGSN) at registration. The serving node notes this and sets a Notify-on-available-after-DDN-failure flag after a DDN failure. If the flag is set when the UE next contacts the network, the serving node notifies the HSS that the UE is reachable, and will clear the flag. 

An important use case for this feature is the application that wants to communicate with a UE that sleeps for a long time. If downlink packets from the application are not delivered, the application recognizes that the UE is not available by lack of response within a reasonable time from the UE, and then await notification from the network (i.e. from the MME/SGSN via the SCEF) of UE reachability.
NOTE: Thes olution is particularly suitable when there is just one SCS/AS.
5.X.2
Event Configuration
The figure below provides the Event configuration procedure.
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Figure 5.X.2-1: Event Configuration - Availability Notification after DDN Failure
NOTE 1:  Steps 1 and 4 are outside the scope of 3GPP, but shown for information purposes only.
1.
The application requests that the SCEF register a trigger to be notified when the UE becomes available after downlink data delivery fails.

2.
The SCEF sends a Monitoring Request message to the HSS to request notification when the UE becomes available after a DDN failure.

NOTE:
The Monitoring Request message includes the parameters specified in clause 5.n.1.2.

3.
The HSS provides the monitoring event request to the MME/SGSN per steps 5-7 in Figure 5.n.1.1-1.
4.
The HSS internally notes the request, and sends Monitoring Response message to the SCEF.

5.
The SCEF responds to the SCS/AS regarding the trigger request.
5.X.3
Notification

The figure below provides the notification procedure. This figure is relative to EUTRAN, but the equivalent figure for UTRAN can be directly derived from this.
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Figure 5.X.3-1: Notification - Availability Notification after DDN Failure
NOTE 1:  Steps 1, 9 and 10 are outside the scope of 3GPP, but shown for information purposes only.
1.
The application sends downlink data.

2.
The PGW forwards the data to the SGW. The SGW sends a Downlink Data Notification (DDN) message to the MME requesting that UE be paged.

3.
The MME initiates paging for UE but receives no response or the UE is in Power Saving Mode.

4.
The MME sends a DDN failure indication to the SGW.

5.
The MME notes the subscription option for notification of availability after DDN failure for the UE, and sets a Notify-on-available-after-DDN-failure flag. Not every DDN failure triggers this event. This event may be triggered only when the UE is in PSM.
6.
At some later time, UE contacts the network, e.g., to perform a TAU, or as it executes a service request of MO data.

7.
The MME notes that UE is available and that the Notify-on-available-after-DDN-failure flag for the UE is set.

8.
The MME sends a MonitoringIindication to the SCEF that the UE is available, per clause 5.n.3.1. The MME also resets the Notify-on-available-after-DDN-failure flag for the UE.

9.
The SCEF notifies the application that the UE is available. 

10.
The application decides to resend data it has queued for the UE.

11.
The application sends the queued data toward the UE.

* * * * End of Changes * * * *
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3. The HSS provides the monitoring event request to the MME/SGSN per steps 5-7 in Figure 5.n.1.1-1.
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