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Proposals

* * * First Change * * * *

6.1.1

PDN connection establishment over 3GPP access 
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1 . 3GPP  PDN connection establishment   as   defined in TS 23.401 ,  TS 23.060  


Figure 7.3.2.3.1.2-1: PDN connection establishment over 3GPP access with GTP based S5/S8
In case of E-UTRAN, the UE performs the PDN connection establishment over EUTRAN access as specified in TS 23.401 [8] clause 5.3.2.1 for Initial Attach, and as specified in TS 23.401 [8] clause 5.10.2 for UE requested PDN connectivity, with the following additions:

Step-1: In case of initial attach, the UE includes an NBIFOM indication in the PCO in the Attach Request. In case of UE requested PDN connectivity, the UE sends PDN Connectivity Request, including an NBIFOM indication in the PCO. 
- 
In addition, UE requests the NBIFOM mode of this PDN connection in the PCO according to the consideration based on clause 5.4.4 Mode Selection.  

Step-2-3: In the Create Session Request, the MME and SGW notify PDN GW of their support for NBIFOM.
Step-4: If dynamic PCC is applied for the PDN connection, during the IP-CAN session establishment, the PDN GW informs the PCRF about the UE and network support of NBIFOM capability, the requested NBIFOM mode, IP-CAN type and the RAT type; and if the UE and the network support NBIFOM, the H-PCRF informs the PDN GW about its decision on whether to allow NBIFOM for the PDN connection.  If PCC does not apply, the PDN GW takes the local decision on whether to allow NBIFOM for the given PDN connection. 
Step-5: The PDN GW indicates the NBIFOM support and the NBIFOM mode in the PCO in the Create Session Response. The PCO is forwarded to the UE as described in TS 23.401[8].
For UTRAN, the UE performs the initial PDN connection establishment over GERAN/UTRAN access as specified in TS 23.060 [14] clause 9.2.2.1A (PDP context activation using S4) and addition of a new PDN connection as specified in TS 23.060 [14] clause with the following additions:

Step-1: As described in TS 23.060 [14] clause 9.2.2.1, the UE sends Activate PDP context Request, including an NBIFOM indication as well as the requested NBIFOM mode in the PCO.  UE requests the NBIFOM mode of this PDN connection in the PCO according to the consideration based on clause 5.4.4 Mode Selection.
Step-A-B: As described in TS 23.060 [14], clause 9.2.2.1A,  the SGSN and S-GW inform the PDN GW their support of NBIFOM

· -If PCC applies, during the IP-CAN session establishment procedure, the PDN GW informs the PCRF about the UE and network support of NBIFOM capability, about the requested NBIFOM mode and about the IP-CAN type and RAT type; and if the UE and network support NBIFOM, the H-PCRF informs the PDN GW about its decision on whether to allow NBIFOM for the PDN Connection.  If PCC does not apply, the PDN GW takes a local decision on whether to allow NBIFOM for the PDN Connection
Step-9: As described in TS 23.060 [14] clause 9.2.2.1, The PDN GW indicates the NBIFOM support and the NBIFOM mode in the PCO in the Create Session Response. The PCO is forwarded to the UE as described in TS 23.401[8].
* * * Second Change * * * *
6.2
Addition of one access to a PDN connection 

6.2.1
General 

This clause specifies the additional procedures for adding an access to an existing PDN connection over a 3GPP access, a Trusted WLAN access or an Untrusted WLAN  when the NBIFOM is supported. In these flows it is assumed that the UE has performed a PDN Connection establishment procedure through one access as specified in clause 6.1 above. The procedure results in that the UE is simultaneously connected via both accesses and a set of traffic flows can be routed through one access while the remaining traffic flows are routed through the other access.

6.2.2
Addition of a 3GPP access 

In case of E-UTRAN, the UE has established a PDN connection over WLAN  as described in clause 6.1.2 or 6.1.3 above. Subsequently, the UE requests to establish a PDN connection using the same APN on E-UTRAN, and attempts to use both accesses for the same PDN connection simultaneously. For EUTRAN, the procedure is the same as specified in TS 23.401 [8] clause 5.3.2.1 (Initial attach procedure) and clause 5.10.2 (UE requested PDN Connectivity procedure) with the following additions: 

Step-1: The UE indicates handover and includes NBIFOM indication in the PCO in Attach Request (Initial attach) or PDN Connectivity Request (UE requested PDN Connectivity procedure) for the same APN as for the PDN connection established over the Trusted or Untrusted WLAN access previously.

Step-2: Since the handover indication is provided by the UE, the MME selects the same PDN GW that is already assigned for the UE and the PDN connection, and indicates its NBIFOM capability in the Create Session Request to the Serving GW.

Step-3: The Serving GW sends the Create Session Request to the PDN GW, including its NBIFOM capability.

Step-4: When the PDN GW receives handover and NBIFOM indication, the PDN GW does not remove the bearers over the WLAN access for the corresponding PDN connection.  The PDN GW initiates an IP-CAN Modification Procedure, notifies the PCRF about the additional of 3GPP access. If PCC applies, the PDN GW informs the PCRF about the UE and PDN GW NBIFOM capability and about the RAT type.
· The same IP address is allocated for the PDN connection as the one used in WLAN.

· If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may include Routing Rules and indicates the default access to the PCRF via PDN GW during this procedure.

· If network-initiated NBIFOM mode was selected at initial PDN connection establishment, the network does not provide any Routing Rules to the UE during this procedure. The PCRF may indicate the default access to the PDN GW. The PDN GW indicates the default access to the MME via SGW. The MME indicates the default access to the UE in PDN Connectivity Accept message.
· Appropriate 3GPP bearer setup or modification procedures are executed for the resources associated with the flows that were moved onto the 3GPP access. If dynamic PCC is applied for the PDN connection, the PCRF responds to the PDN GW about its decision on whether to allow NBOFM for the PDN Connection.

Step-5: The PDN GW indicates the support of NBIFOM in the PCO included in Attach Accept / PDN Connectivity Accept to be sent to the UE.

In case of UTRAN, the UE performs the initial PDN connection establishment over GERAN/UTRAN access as specified in TS 23.060 [x] clause clause 9.2.2.1A (PDP context activation using S4) and addition of a new PDN connection as specified in TS 23.060 [x] clause with the following additions:

Step-1:  The UE sends Activate PDP context Request, including an NBIFOM indication in the PCO and handover indication
Step-(A): Since the handover indication is provided by the UE, the SGSN selects the same PDN GW that is already assigned for the UE and the PDN connection, and indicates its NBIFOM capability in the Create Session Request to the Serving GW. The SGSN and SGW inform the PDN GW their support of NBIFOM in Create Session Request. 
When the PDN GW receives handover and NBIFOM indication, the PDN GW does not remove the bearers over the WLAN access for the corresponding PDN connection.  The PDN GW initiates an IP-CAN Modification Procedure, notifies the PCRF about the additional of 3GPP access. If PCC applies, the PDN GW informs the PCRF about the UE and PDN GW NBIFOM capability and about the RAT type.

· The same IP address is allocated for the PDN connection as the one used in WLAN.

· If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may include Routing Rules and indicates the default access to the PCRF via PDN GW during this procedure.

· If network-initiated NBIFOM mode was selected at initial PDN connection establishment, the network does not provide any Routing Rules to the UE during this procedure. The PCRF may indicate the default access to the PDN GW. The PDN GW indicates the default access to the MME via SGW. The MME indicates the default access to the UE in PDN Connectivity Accept message.
· Appropriate 3GPP bearer setup or modification procedures are executed for the resources associated with the flows that were moved onto the 3GPP access. If dynamic PCC is applied for the PDN connection, the PCRF responds to the PDN GW about its decision on whether to allow NBOFM for the PDN Connection.

If the PCRF, SGSN, SGW and the PDN GW support NBIFOM, then the PDN GW indicates this in the PCO sent back to the UE.

· * * * Third Change * * * *

6.3
IP flow mobility within a PDN connection 

6.3.1
General

6.3.2
Network-initiated IP flow mobility 
6.3.2.1
Routing rules signalled via 3GPP access 
In case of network-initiated NBIFOM mode, the following procedures are applicable for S2a-SCM, S2a-MCM or S2b when target network is 3GPP access. 

In the following signalling flow, the PDN GW moves one or more IP flow(s) by providing a Routing Rule with access type 3GPP. The routing rule is sent via 3GPP access in this case.
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Figure 6.3.2.1-1: Network-initiated IP flow mobility within a PDN connection via 3GPP access using GTP

1.
The UE is connected simultaneously to 3GPP and Trusted/Untrusted WLAN access.

2.
When dynamic PCC is applied for the PDN connection, the H-PCRF determines based on policy information and current UE state that session modification should be initiated to move specific flows. The PCRF provides PCC Rules with access type information to the PDN GW during an IP-CAN session modification procedure. The PDN GW determines that new Routing Rules / Modified Routing Rules need to be sent to the UE based on the received PCC Rules.

When dynamic PCC is not applied, the PDN GW may determine based on local policies that new Routing Rules / Modified Routing Rules need to be sent to the UE. 
3.
The PDN GW sends the Created /Modified Routing Rules within Create/Update/Delete Bearer Request to the Serving GW. If bearer resources need to be established or modified due to the PCC rules received in step 2, the bearer operations may be performed in this step
4.
The dedicated bearer activation or bearer modification or dedicated bearer deactivation procedure between the MME and the UE is performed as described in TS 23.401 [8]. The UE may accept or reject the Routing Rules. When the UE rejects the Routing Rules, the UE provides a cause value indicating why the request was rejected. This cause value may be used by the network to determine when/if this IP flow mobility operation can be requested again. The UE applies the accepted routing rules and acknowledges the applied rules in the message sent to the MME.

5.
The MME sends Create/Update/Delete Bearer Response indicating the accepted Routing Rules to the PDN GW via the Serving GW.

6. 
The PDN GW indicates to the PCRF whether the PCC Rule could be enforced or not. This corresponds to the completion of the PCEF-initiated IP‑CAN session modification procedure as defined in TS 23.203 [7], proceeding after the completion of IP‑CAN bearer signalling.

7.
Appropriate S2a/S2b resource release/modification procedures are executed for the resources associated with the flows that were removed from the Trusted or Untrusted WLAN access as described in TS 23.402 [2].

Editor’s note: Addition procedures are required for UTRAN
* * * Forth Change * * * *

6.3.3
UE-initiated IP flow mobility 
6.3.3.1
Routing rules signalled via 3GPP access 
In the following signalling flows, they are applied to UE-initiated NBIFOM mode.  The UE moves one or more IP flow(s) by providing a Routing Rule with access type 3GPP to update the routing rules via NAS and GTPv2 procedures. The routing rule is sent via 3GPP access in this case.
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Figure 6.3.3.1-1: UE-initiated IP flow mobility within a PDN connection using GTP

1.
The UE is connected simultaneously to 3GPP and non-3GPP accesses and establishes multiple IP flows of the same PDN connection.

2.
The UE sends to the MME a Request Bearer Resource Modification message, which includes the Routing Rules requested by the UE.

4-5.The MME forwards the Routing Rules to the PDN GW via the Serving GW.

6.
When dynamic PCC is applied for the PDN connection, the PDN GW initiates an IP-CAN Modification procedure and provides the Routing Rules in a notification to the PCRF. The PCRF may reject the IP flow mobility requests from UE due to subscription limitations. When the network rejects an IP flow mobility request, the network provides a certain cause value to the UE indicating why the request was rejected. This cause value may be used by the UE to determine when/if this IP flow mobility operation can be requested again.

7.
The PDN GW performs the dedicated Bearer activation procedure or bearer modification procedure as described in TS 23.401 [8], which acknowledge of the Routing Rules.

8.
Appropriate S2a/S2b resource release / modification procedures are executed for the resources associated with the flows that were removed from the Trusted or Untrusted WLAN access as described in TS 23.402 [2].
Editor’s note: Addition procedures are required for UTRAN
* * * Fifth Change * * * *

6.4
NBIFOM IP Flow Mapping 

6.4.1
UE Requested IP Flow Mapping via 3GPP access 
This procedure is only used in Network-initiated NBIFOM mode when the UE wants to request the network to apply specific mappings of IP flows to 3GPP access. The network provides Routing Rules to the UE for this IP flow unless the request from the UE is not allowed by the subscription.

[image: image4.emf] 

       

PDN GW  

AAA  Proxy  

HSS   / AAA  

U E  

WL AN   eNodeB   hPCRF   vPCRF  

Roaming Scenario  

1. UE is connected simultaneously to 3GPP and WLAN accesses and establishes multiple IP flows of  the same PDN connection    

SGW   MME  

2 .  Request Bearer Resource Modification    

3 .  Bearer Resource Command    

4 .  Bearer Resource Command    

5 .  Bearer Resource Command    

6 .  IP - CAN Session Modi fication   Procedure    

7 . Dedicated Bearer Activated or  Bearer Modification   procedure in 3GPP    

8 .   WLAN resource release or modification    


Figure 6.4.1-1: UE requested IP flow mapping via 3GPP access
This procedure is similar to 6.3.3,1 with the following differences:

Step-2-5: The UE sends a Request Bearer Resource Modification message to the network, which includes the mapping information of an IP flow to 3GPP access.

Step-6:   When dynamic PCC is applied for the PDN connection, the PDN GW initiates an IP-CAN Modification procedure and provides the Routing Rule(s) for this IP flow according to the mapping information in a notification to the PCRF. The PCRF may reject the IP flow mapping request from UE. When the network rejects an IP flow mapping request, the network provides a certain cause value to the UE indicating why the request was rejected. This cause value may be used by the UE to determine when/if this IP flow mapping can be requested again.
The PDN GW sends corresponding Routing rule(s) to the UE in Bearer Modification response.

Editor’s note: Addition procedures are required for UTRAN
* * * End of Change ***
3GPP
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1. 3GPP PDN connection establishment as defined in TS 23.401, TS 23.060
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