

SA WG2 Meeting #109
S2-151771

25 - 29 May 2015, Fukuoka, Japan
(revision of S2-151616)
Source:
Deutsche Telekom, Alcatel Lucent, Intel, BlackBerry, Samsung, Nokia Networks, LG Electronics

Title:
Support of Service Continuity for Public Safety

Document for:
Approval

Agenda Item:
6.10

Work Item / Release:
Rel-13 / eProSe-Ext-SA2TR
Abstract of the contribution: This contribution proposes to document in TR 23.713 that IP service continuity for ProSe Public Safety will not be specified in Release 13. 

Introduction

SA2 discussed solutions aimed to support service continuity for ProSe for Public Safety based on the dialogue between SA6 and SA1 in S2-150735. Furthermore at SA2#108 a conclusion ruling out IP service preservation at ProSe layer was not agreed. As the agreement at SA2#108 was to postpone the decision to SA2#109, this paper now would fulfil this purpose.

The requirement for Release 13 is to be able to support service continuity for the MCPTT application for the scenario where the UE moves from attaining connectivity to the network directly to connecting via a UE-to-Network relay. SA2 studied both application level solutions and EPC-level solutions (i.e. IP@ preservation) as potential candidates to fulfil that requirement. Furthermore, SA2 also discussed how to support service continuity for applications other than MCPTT as required in the Stage 1.

Discussion

It was recognized at SA2#108 that EPC-level solutions would offer maximum flexibility to applications as they would not depend on the nature of the application requiring the support of service continuity. At the same time, it was recognized that EPC-level solutions have significant impacts on a number of network nodes involved and on the impact on these nodes to cope with the fact Remote UEs and relays need to be explicitly handled as such by the network in this type of solutions, and also may be served by different PGWs, MMEs, SGW at the time service continuity is required.

For the continuity of services provided by the MCPTT Application (the only one going to be specified in Release 13), under the assumption that such application will be based on IMS, it may be possible to use the already existing mechanisms specified in TS 23.237. For other applications not based on IMS, that would require service continuity, a native solution will be used. It was not possible to conclude at SA2#108 meeting as to whether a service continuity solution will be specified in Release 13 for ProSe Public Safety applications, but now it is proposed that a firm agreement is reached.

Proposal

It is proposed to agree that in Rel-13 no service continuity solution will be specified in ProSe layer and to consequently make the following changes to TR 23.713. 

*** First change ***
7.2.4
Topics for further study for ProSe UE-Network Relays
The following issues need to be resolved:
-
It is FFS whether the TMGI advertisement by the UE-to-Network relay happens by using Direct Communications one to many using a shared ProSe Layer 2 ID to all UEs the UE-to-Network relay serves; or using a ProSe Layer 2 ID dedicated for a specific application layer group related to the TMGI; or whether the TMGI advertisement happens using discovery signalling.

-
It is FFS whether the messages used by the remote UE to request a UE-to-Network relay to monitor a certain TMGI are at the access stratum or non-access stratum layer.

-
It is FFS whether a security association between the UE and the UE-to Network relay is per UE or per ProSe Application Group.


Resolution: this is in scope of SA3.

-
It is FFS whether for IPv4 the Prose UE-to-Network relay will have to implement NAT functionality.


Resolution: NAT shall be supported by Relays supporting IPv4.

-
It is FFS whether and how the EPC is aware of the remote UE's presence (e.g. for the purpose of authorisation, QoS, LI, etc.) in absence of direct NAS signalling connection between the Remote UE and the MME.

-
It is FFS how a ProSe UE-to-Network Relay performs priority handling of Remote UEs, as part of the broader topic on how to handle priority for ProSe communications in general.
*** Second change ***
7.5.3
Solution for service continuity

Specific service continuity mechanism for the case when UE moves between direct connection to the network and connection via a ProSe UE-to-Network Relay is not specified in this release.







*** End of changes ***


