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Abstract of the contribution: Update to the OMR-based e2e media transport solution to comply with the LS reply received from SA3-LI (S2-151653).
Discussion
The description of the solution for OMR-based e2e media transport contains the following incorrect aspects, that need to be corrected:
· "TrGW" is used in lieu of "IMS-AGW". This is not just an editorial issue because OMR as currently specified in TS 23.228 Annex Q only addresses the bypassing of TrGW, not the bypassing of IMS-AGW. Therefore the current wrong description hides the fact that this solution would require a change to the OMR specification.

· Only one IMS-ALG is present in the procedure, while there may be several (usually 2).

· The TrGW allocated by the IMS-ALG is called TrGWa in the figure and TrGW2 in the text.
Proposed changes to TR 23.706

8.2.2
Solution 2: OMR-based e2e media transport
…
8.2.2.4
Support of Lawful Interception

The solution as described above implies that Lawful Interception of WebRTC media in the IMS is not possible. In order to support Lawful Interception, the following two options can be considered:

-
per local policy, OMR is disabled (i.e. the present solution not used) for the purpose of Lawful Interception

NOTE: Such local policy can be based on the service, but not on the user, in order to maintain the transparency of LI.
-
 instead of bypassing the eIMS-AGWs, the eIMS-AGWs remain allocated but media plane interworking is disabled.
The second option results in the WebRTC media still traversing the networks of the IMS operators, but encapsulated with the WebRTC protocols. Lawful Interception of this media is possible if the LEA supports the WebRTC media encapsulation.
End of changes
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