SA WG2 Temporary Document

Page 2

SA WG2 Meeting #109
S2-151738
25 - 29 May 2015, Fukuoka, Japan
(revision of S2-151738)
Source:
KDDI
Title:
Option for Gx solution 
Document for:
Discussion/Approval
Agenda Item:
6.13
Work Item / Release:
FMSS/Rel-13
Abstract of the contribution: This paper proposes an additional note for Gx solution.
Discussion
Because Gx is often used in the PCC procedures, the mobile operator initially wants to utilize for the FMSS implementation. If the FMSS related classification for traffic steering and the signalling are integrated with PGW, this implies that, PGW has both PCC and FMSS functions. The fault isolation between PCC and FMSS functions, could become very complicated. Also, the classification for the FMSS would be more sophisticated and intense than today classification support at PGW. Therefore, this implies that the PGW which is integrated with the FMSS related classification will need to be re-engineered. For many mobile operators, this overall network impact could be quite significant and affect their FMSS deployment timeline.   

To avoid the above mentioned situation, the location of PCEF may be in EPC or (S)Gi-LAN. It is dependent on operator's deployment decision.

If the usecase of this document is agreed, the actual deployment scenario should be described in Annex of TR 23.718.
Proposal

It is proposed to agree to the following changes to TR 23.718.

* * * First Change * * * *

6.1.2.1.1
Gx based solution

Within 3GPP core network architecture, the (S)Gi interface connects the PGW/PCEF to (S)Gi-LAN. The functionality of the PCEF is extended to support the steering of the traffic within (S)Gi-LAN system. The PCEF receives traffic steering policies from the PCRF via Gx interface. Based on these policies, it performs application detection and reporting to the PCRF and provides traffic steering related information (as part of UE's packet) to the (S)Gi-LAN systems, which then performs traffic steering. This alternative is suitable for the deployment which has PCEF enhanced with ADC functionality. 

Following is the representative architectural example of such implementation:

NOTE 1:
This solution applies to the case where the PCEF is a PGW. It could also apply to Service Steering for the traffic of PCEF located at IP Edge as defined in Annex S of the TS 23.203 [3]).

This solution proposes to provide the traffic steering policies via the existing Gx interface which can be leveraged for traffic steering in (S)Gi-LAN systems. A single Gx interface is established between the PCRF and the PCEF for the single IP-CAN session as per TS 23.203 [3], however internally PCEF implementation may have multiple processes handling different sub-functions, e.g. one process for uplink traffic and a different one for downlink traffic.

The existing methods for providing and inquiring policies over the Gx interface are leveraged for providing and inquiring service steering policies.
The traffic steering policies can apply on session, application and service data flow level. 

The existing IP-CAN session establishment and IP-CAN session modification and IP-CAN session termination procedures defined by the TS 23.203 [3], Sections 7.2, 7.3, 7.4 and 7.5, are leveraged. Within IP-CAN session establishment and IP-CAN session modification procedures, the PCRF may provide traffic steering policies to the PCEF over Gx interface.

Upon receiving traffic steering policies, PCEF enforces it.
In order to apply traffic steering policies on application level, Application Detection and Control (ADC) feature needs to be supported by the PCEF.

NOTE 2:
The functionality of the Service functions supported within the (S)Gi-LAN and the steering of the traffic between those Service functions, if needed, are out of the work’s scope. 

NOTE 3
In order to protect PGW from malicious attacks (e.g. DDoS attacks), an operator can deploy firewall before the traffic enters PGW. Since this firewall is meant to protect PGW, and it doesn’t apply on a per specific session/service data/flow/detected application traffic but apply in general per deployment requirements, it is not a part of flexible service chaining (which is applicable per specific session/service data flow/detected application traffic).
NOTE 4
The location of PCEF may be in (S)Gi-LAN. It is dependent on operator's deployment decision. 
* * * End of Changes * * * *
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