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Abstract of the contribution: This contribution discusses several issues not handled in solution 4.
1.
Introduction
There are several issues need to be resolved in solution 4 before we continue the normative work.
2.
Discussion

In this section, several issues unresolved in solution 4 are discussed.
2.1
How to avoid unnecessary retransmissions in application?
The retransmission schemes applied by transport protocols are highlighted in the following NOTE 2 of section 4.1:
NOTE 2: Some examples: CoAP/UDP/IP will by default repeat each transmitted packet max 4 times. MQTT-SN/UDP/IP will repeat each transmitted packet max 2-3 times. TCP will by default repeat the initial SYN packet 3 times. XMPP, MQTT and HTTP all use TCP for their transport.

It means that if the first transmission of the IP packets failed, the retransmission scheme will be started which may cause high load on the network on the one hand, and it may fail if the UE is still not reachable on the other hand. So it is important for the application to know whether UE is reachable or not in order to determine whether to retransmit the IP packets. Specifically, if the UE is not reachable, the application should not retransmit the IP packets, while the UE is reachable, the application should retransmit the IP packets. 

In the solution 4, however, only the reachable information is notified to the SCEF/AS. After the DDN failure, there is no any UE status information is notified to the SCEF/AS, based on the above analysis, the application will retransmit the IP packets which will fail again since the UE is still not reachable. In solution 4 it also states that:
If downlink packets from the application are not delivered, the application will recognize that the UE is not available by lack of response within a reasonable time from the UE, and will then await notification from the network (i.e. from the MME/SGSN via the SCEF) of UE reachability.
But the application can not recognize the UE is not available according to lack of response time, lack of response time may be caused by some other reasons, e.g. network congestion, thus it is not reasonable for the application to infer the UE is not available without an explicit notification from the network.
To resolve the issue of unnecessary retransmission in application when UE is not reachable, after the DDN failure the MME/SGSN can notify the SCEF/AS that the UE is not reachable. 
2.2
How to handle different applications for the same UE?
In the registration procedure of solution 4, the UE is subscribed to “notify on available after DDN failure” which means the notification is a per UE event irrespective of the different applications on that UE. In the notification procedure, whenever downlink data for the UE triggers the DDN and the UE is not reachable, the MME sets a flag after DDN failure and notifies to the SCEF/AS when the UE is reachable, in this procedure the flag set and the notification is also a per UE behaviour not considering the different application.
The per UE handling in solution 4 mixes up different applications for the same UE and brings the problem of notification to the correct application. Assuming there are two applications for the UE and both are registered to the notification event, when the downlink data from one application arrives and triggers the DDN, the MME sets a flag and should notify the SCEF/AS when the UE is reachable, but the MME does not know exactly which SCEF/AS should be notified since the MME does not know which application the downlink data comes from. So when different applications for the same UE are considered, the per UE subscription and event notification does not work well.
It even makes worse in solution 4 if the downlink data from one application that is not registered to notification, the MME still sets a flag after DDN failure but does not where to send the notification when the UE is reachable because the application is not registered to the event and no SCEF/AS address is provided to the MME.
To resolve the above issue, the solution needs to be enhanced to differentiate the downlink data from different applications and then the correct SCEF/AS can be contacted.
2.3
How to make successful downlink data transmission?
The solution 4 relies on the UE reachable event notification after a DDN failure to the SCEF/AS to make successful downlink data transmission. At the very beginning, the application does not know anything about the UE status and will blindly send the downlink data to the network. For the UE using power saving techniques, e.g. PSM or eDRX, it is very likely that the UE is not reachable and the paging will fail. From this point of view, the first try for the application to send the downlink data without any knowledge about the UE status makes not much sense, and it causes the unnecessary DDN/DDN failure signalling and the MME handling for setting the flag.
The better way for successful downlink data transmission is to know the UE status before transmitting the data. The MONTE based solution 3 guarantees the successful downlink data transmission using the UE reachable event report, it makes solution 4 look like a redundant solution since we already have solution 4 that works well. 
3.
Proposal

It is proposed to resolve the above issues in solution 4 before continuing the normative work.
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