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Abstract of the contribution: This contribution proposes that Public Safety Application Server (e.g. MCPTT Server) is the best place to determine the group priority, thereafter signals that to the Prose Function to achieve network controlled group priority for 1-to-many communication.
1. Introduction
Group priority has been removed from Rel-12 in the last San Francisco meeting due to, 1) lack of time for a complete solution; 2) most of group priority related requirements are based on a Rel-13 WID MCPTT (see S2-143887). Since group communication is the most important way for realising MCPTT service and group priority requirements have been explicitly stated in TS 22.179, group priority needs to be supported in Rel-13 Prose.
2. Discussion

2.1 Existing solutions for group priority

Three different ways for realising group priority has been proposed in previous meetings:
1. Subscription based group priority
In S2-143967 and S2-143968, a subscription based group priority solution is proposed. In the proposed solution, HSS stores Prose layer-2 Group ID(s) and subscribed group priorities, which can be included in “ProSe Authorization” and signalled to eNB for scheduling radio resources in mode 1. On the other hand, the Prose layer-2 Group ID(s) and associated group priorities are provisioned to UE by Prose Function, and then UE selects Prose resource pool based on group priority in mode 2. 
2. UE determined group priority

In S2-144282 and S2-144283, MCPTT requirements are considered for group priority determination and it is proposed that UE is the best place to determine the dynamic group priority. Once the group priority is determined by the upper layers (i.e. the MCPTT application client), it is passed to the Access Stratum along with every packet, and the Access Stratum uses that priority value to prioritise the group transmission.
3. Prose function determined group priority

In S2-150091, it is proposed that the group priority is determined by the Prose Function and signalled to MME via a new defined interface. It has been pointed out that group priority may be static and dynamic character, for the later the subscription data is no enough. Furthermore, for MCPTT applications a more complex group priority scheme should be considered.
Based on the discussion about the 3 proposals above, it is clear that MCPTT requirements should be taken into account for group priority and a network controlled group priority solution is preferred.
2.2 Group Priority Update
For the static/subscribed group priority, it can be indicated to the UE via service authorization procedure and to the eNB via existing EPC procedures (e.g. Attach/TAU…). In this contribution, we focus on the Group Priority update procedure.
MCPTT is the most typical Public Safety application in Rel-13, the group priority requirements are specified in TS 22.179 and the group priority therein should be interpreted as application layer group priority. In the transport layer the group priority should also be defined and used for resource scheduling. The determination of transport layer group priority shall be based on the application layer group priority and maybe some other factors. The relationship between application layer priority and transport layer priority is defined as followings in TS 22.179:
[R-7.7-001] The Off-Network MCPTT Service shall assign to each MCPTT Group or Private Call:

-
an application layer priority value.

[R-7.7-002] The Off-Network MCPTT Service shall pass these attributes to the ProSe transport layer for the purposes of prioritizing the associated user data.
Proposal 1: The transport layer group priority shall be defined in SA2 and the application layer group priority shall be defined in SA6.

A conceptual MCPTT priority model is introduced in TS 22.179, at the Application Layer a generic, network side, functional entity, "MCPTT Priority and QoS Control", processes with each request static, preconfigured information about users and groups participating in MCPTT, as well as dynamic (or situational) information about them. Based on the results of this processing, the "MCPTT Priority and QoS Control" provides information to and directs interactions with other functional entities, systems, or layers to ensure, to the extent possible, that from a quality of experience point of view, calls and transmissions are handled properly in accordance to established policy rules.
Proposal 2: MCPTT Server is the best position to determine the application layer group priority and how it is determined is defined in SA6.

For operators to control the resource management in network, the group priority should be made available to EPC network and then to eNB from the MCPTT Server. Some solutions have been proposed to signal the group priority from HSS or Prose Function to the eNB. But how the group priority is signalled to the Prose Function from the MCPTT Server is still unclear.

In Rel-12, the PC2 interface is defined between Prose function and Application Server to exchange some information, in Rel-13 the interface is further extended to support Restricted Direct Discovery. To support group priority the PC2 interface should be used.
Proposal 3: The application layer group priority is signalled to Prose function via PC2 interface.
Group Dynamic Attributes are the important input for the Group Priority. The Group Dynamic Attributes include the type of incident (e.g., MCPTT Emergency or Imminent Peril), if any, the group is currently handling and in case of involvement in a formally managed incident the boundaries of the incident area and the incident severity. In some cases, the imminent peril (e.g. fire disaster) can only be monitored by UE and then needs to be reported to the MCPTT Server.
Proposal 4: Group Dynamic Attributes needs to be considered for Group Priority determination.
3. Proposal

It is proposed the capture the following solution in TR 23.713

7.x Solution for Group Priority Update

7.x.1 Functional Description

The transport layer Group Priority shall be based on the application layer Group Priority to fulfill the dynamic requirements of Public Safety applications (e.g. MCPTT Service). 
Once the application layer Group Priority is determined or updated (defined in SA6), it shall be passed to the ProSe Function to determine the transport layer Group Priority.

The ProSe Function shall signal the Group Priority to UE and eNB for resource scheduling.
7.x.2 Procedures
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Figure 7.x.2 Group Priority Update Procedure

1. If the UE is authorized to perform group communication and is triggered to update group priority, it shall establish a secure connection with the ProSe Function and it shall send a Group Communication Priority Request (UE Identity, L2 Group ID, App Layer UE ID, App Layer Group ID, communication command, Application ID, Group Dynamic Attributes) message for group communication. The UE Identity is set to e.g. IMSI. The Group ID indicates the group the UE participates in. The Application ID is used to identify the PS App Server. The Group Dynamic Attributes are the attributes (e.g. Imminent Peril) that may impact the group priority and details are defined in SA6.

2. The ProSe Function sends a Group Priority Request (App Layer UE ID, App Layer Group ID, Group Dynamic Attributes) to the App Server. The ProSe Function locates the App Server based on the Application ID.
3. The App Server update the Application layer group priority based on the Group Dynamic Attributes. The details of this step are defined in SA6.

4. The App Server returns a Group Priority Response (App layer UE ID, App layer Group ID, Group Priority) message. The Group Priority indicates the application layer group priority.

5. The ProSe Function updates the transport layer group priority based on the Group Priority received in step 4.

6. The ProSe Function responds to UE with a Group Communication Priority Response (L2 Group ID, Group Prio). UE can then select resource pool based on the Group Prio in mode 2.
Steps 7-9 are to indicate the updated Group Prio to eNB.

7. The ProSe Function sends a Group Priority Notification (IMSI, L2 Group ID, Group Prio) to the HSS.

8. The HSS sends an Insert Subscription Data (L2 Group ID, Group Prio) to the MME.

9. The MME sends a UE Context Modification (L2 Group ID, Group Prio) to the eNB. The eNB can then schedule the radio resources based on the Group Prio in mode 1.
7.x.3 Impact on Existing Entities and Interfaces

TBD.
3GPP

SA WG2 TD


_1489318860.vsd
�

UE�

eNB�

MME�

HSS�

ProSe Function�

Public Safety App Server�

3. Update App Layer Group Priority�

1. Group Comm. Priority Request (UE ID, L2 Group ID, App Layer UE ID, 
App Layer Group ID, App ID, Group Dynamic Attributes)


2. Group Priority Req
(App Layer UE ID, 
App Layer Group ID, 
Group Dynamic Attr)


4. Group Priority Resp
(App Layer UE ID, 
App Layer Group ID, 
Group Priority)


6. Group Comm. Priority Response (L2 Group ID, Group Prio)


7. Group Prio Notif
(IMSI, L2 Group ID, 
Group Prio)


8. Insert Subs Data 
(L2 Group ID, 
Group Prio)


9. UE Cntxt Modif
(L2 Group ID, 
Group Prio)


5. Update transport layer Group Prio�


