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Abstract of the contribution: the contribution adds a solution for the key issue on Determination of Emergency Call Support. 
1
Introduction

Three solution variants are considered:
1. The P-CSCF filters an IMS emergency registration request based on UPLI included by the UE in the request and/or using NPLI.

2. The P-CSCF filters an IMS emergency call request based on UPLI included by the UE in the request and/or using NPLI.

3. The LRF or E-CSCF performs the filtering based on avaiable UPLI and NPLI and, in the case of an LRF, possibly additional information that the LRF can obtain (e.g. using SUPL).

2
Proposal

FIRST CHANGE

6.X Solution Y for key issue #6

6.X.1
Overview

Three solution variants are described. More than one of the variants may be used in the same network.

1.
The P-CSCF filters an IMS emergency registration request based on available UPLI and/or NPLI.

2.
The P-CSCF filters an IMS emergency call request based on on available UPLI and/or NPLI UPLI. 

3.
The LRF or E-CSCF performs the filtering based on available UPLI and/or NPLI and possibly on additional location information that the E-CSCF or LRF can obtain (e.g. using OMA SUPL in the case of an LRF).

6.X.2
P-CSCF Filtering of an IMS Emergency Registration Request

3GPP TS 24.229 (section 5.1.1.4.1) requires that for an IMS reregistration request or an IMS registration request for an additional public user identity, the UE shall include a P-Access-Network-Info (PANI) header field in the registration request if available. For WLAN access, the PANI would include the AP MAC address. This requirement may be extended to an IMS Emergency Registration Request (via a new impact to TS 24.229). As described for Solution 7 (section 6.7), a UE may also include a second PANI header in an IMS Emergency registration request (which will be another impact to TS 24.229) that includes the identity of a visible cell or a recently visible cell. Both types of PANI header refer to UPLI and are not fully trustworthy.

For S2a access, a P-CSCF can also obtain NPLI comprising one or more of the SSID of the AP to which the UE is attached, a BSSID (i.e. AP MAC address), civic address information of the AP to which the UE is attached, a line identifier of the access point to which the UE is attached and the identifier of the operator of the TWAN (e.g. a PLMN ID or an operator name). This information can be provided by the TWAN on PDN connection establishment as described in 3GPP TS 23.402 section 16.1.7 and then reported by the PDG to a PCRF as described in 3GPP TS 23.203 Annex H.3. A P-CSCF can subsequently retrieve this information as described in 3GPP TS 23.228 Annex T.1.

A P-CSCF may reject the IMS Emergency registration request if the UPLI and/or NPLI indicates WLAN access from a non-supported location. The definition of a non-supported location can be operator specific but can include any location that is not known to be within the country of the VPLMN or any location that is not known to be within a coverage area for the VPLMN.

6.X.3
P-CSCF Filtering of an IMS Emergency Call Request

3GPP TS 24.229 (section 5.1.2A.1.1) requires that a UE include a P-Access-Network-Info (PANI) header field in any INVITE message sent to establish a new IMS session such as for an IMS emergency call if the associated information is available. For WLAN access, the PANI would include the AP MAC address. As described for Solution 7 (section 6.7), a UE may also include a second PANI header in an IMS Emergency SIP INVITE request (which will be a new impact to TS. 24.229) that includes the identity of a visible cell or a recently visible cell. Both types of PANI header refer to UPLI and are not fully trustworthy.

For S2a access from a TWAN, NPLI may be obtained by the P-CSCF as described in section 6.X.2.

A P-CSCF may reject the IMS Emergency call request if the UPLI or NPLI indicates WLAN access from a non-supported location. The definition of a non-supported location can be operator specific but can include any location that is not known to be within the country of the VPLMN (or HPLMN) or any location that is not known to be within a coverage area for the VPLMN (or HPLMN).

6.X.4
E-CSCF or LRF Filtering of an IMS Emergency Call Request

When establishing an IMS emergency call, the E-CSCF or LRF is required to determine the correct routing of the call to or towards a PSAP destination as described in 3GPP TS 23.167. This function may be performed by an E-CSCF (e.g. for a network without an LRF) or may be performed by an LRF (e.g. if an LRF is present and if the E-CSCF queries the LRF for the routing information). Routing is typically performed based on location information for the UE. 

The entity that performs the call routing (LRF or E-CSCF) may reject the call if the available location information does not unambiguously indicate a supported PSAP destination (e.g. does not correspond to a location for which routing information is configured). 

The location information that is used may include:

a.
 UPLI as described in section 6.X.3 (e.g. one or two PANI headers included in the SIP INVITE by the UE);

b.
NLPI as described in section 6.X.3 in the case of S2a access that was retrieved by the P-CSCF and converted into a geographical identifier and inserted into the SIP INVITE as described in 3GPP TS 23.228 Annex E.8; and/or

c.
location information retrieved by the E-CSCF or LRF using other location solutions described here such as OMA SUPL in the case of an LRF.

An advantage of LRF or E-CSCF filtering is that supported locations may already be configured in some networks as part of IMS emergency call support for other access types (e.g. LTE) and/or may need to be added in any case to support correct routing for WLAN access. Therefore, the filtering requirement may not add much new impact.
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