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Abstract of the contribution: This paper proposes a conclusion to the interaction on IUT and webRTC.
1. Discussion
WebRTC with Inter-UE Transfer (IUT) interaction is described in section 7.2.4. Basically, IUT as defined in TS 23.237 is a set of optional IMS capabilities that require both UE(s) and Networks IUT specific capabilities and enhancement. Certain assumption and architecture requirements as stated in TS 23.237 (copied below) are required for IUT.
	Ref: TS 23.237:

4.1.3
Inter-UE Transfer

The following assumptions apply for Inter-UE Transfer:

-
The UEs involved in IUT Media Control Related Procedures can belong to different IMS subscriptions under the same operator.
-
The Collaborative Session Control can be transferred between UEs registering Public User identities that share the same service profile (and thus belong to the same IMS subscription).

-
There is only one Controller UE within a Collaborative Session.
-
A Controllee UE is not aware of its role within a Collaborative session and it is not aware of the Controller UE. In that respect any UE can undertake the role of Controllee UE.

-
The Collaborative Session is transparent to the remote end, to which it appears that the session is with the Controller UE.

-
Any IUT capable UE can request IUT Media Control Related Procedures. Such requests are subject to authorization by the SCC AS and/or the Controller UE.

-
The UEs involved in Inter-UE Transfer without establishing a Collaborative Session use Public User identities that share the same service profile.
..

4.3.1.3
Inter‑UE Transfer concepts

4.3.1.3.1
General

IMS sessions from and to a UE are anchored at the SCC AS in the home IMS to provide service continuity for the user when one or more media flows of an ongoing IMS multimedia session are transferred, added or deleted among different UEs.
A Collaborative Session, which is split on the local end across two or more UEs and anchored in the SCC AS, is established due to the Inter-UE Transfer procedures; such procedures may be executed by the UE either at the time of IMS session setup or subsequent to IMS session setup. The UE which initiates the Inter-UE Transfer procedures to establish the Collaborative Session becomes the Controller UE of the Collaborative Session and the other UE(s) involved in the Collaborative Session become the Controllee UE(s). Subsequent Inter-UE Transfer procedures, initiated by the Controller UE, can also be performed within the Collaborative Session. The SCC AS provides the coordination of the Collaborative Session procedures which may involve both the Controller UE and the Controllee UE(s).

Any IUT capable UE can request IUT Media Control Related Procedures. Such requests are subject to authorization by the SCC AS and/or the Controller UE. Authorization is based on user and/or operator provided application specific settings in the SCC AS and/or the Controller UE. These application specific settings may be associated with the service profile of the Controller UE in service specific data in the HSS.

Although any IUT capable UE can request IUT Media Control Related Procedures, there can be only one Controller UE at a time in a Collaborative Session. The UE that establishes the Collaborative Session and whose service profile is active for the session with the remote end is the initial Controller UE. The Controller UE role (Collaborative Session Control) may be transferred to a different UE during the life of the Collaborative Session. Collaborative Session Control may be transferred only to another Controller capable UE that has registered a Public User Identity that shares the same service profile (and thus belongs to the same IMS subscription) as the Controller UE. The Hosting SCC AS does not change during the life of the Collaborative Session.

Inter-UE Transfer procedures can also be executed without establishing a Collaborative Session. In this case, the whole IMS multi-media session is transferred from one UE to the other UE, and the roles of the Controller and Controllee UEs are not applicable.
Inter-UE Transfer procedures may be initiated by the UE based on the information it gets from Target UE discovery.

The UEs that participate in IUT Media Control Related Procedures may belong to different IMS subscriptions under the same operator. When this is the case, the IUT service request must be authorized by the Controller UE (or by its associated SCC AS on behalf of the Controller UE) of a Collaborative Session, and may also be authorized by the SCC AS associated with a Controllee UE or associated with another UE not participating in the Collaborative Session that has issued an IUT service request. In order to perform "network-based" (SCC AS-based) authorization of such requests, the SCC AS can use participant (user)-related information in the request; that is, the SCC AS may authorize a given IUT service request if it is associated with a particular user, but not authorize the same request if it is associated with a different user.


Section 6a in TS 23.237 contains a set of call flows and procedure for IUT. Two simple call flows are copied below for discussion:

	6a.6
Inter‑UE Transfer without establishing a Collaborative Session

6a.6.1
Inter-UE Transfer initiated by the source UE

UE-1 and UE-2 are under the same user subscription. UE-1 is involved in IMS session with remote party. The information flow in Figure 6a.6.1-1 shows transfer of the session from UE-1 to UE-2. Since the entire session is transferred simultaneously, the roles of the Controller UE and Controllee UE are not applicable.

NOTE 1:
This signalling flow does not require the UE-2 to have IUT capabilities.


[image: image1.emf]UE-1

Remote 

Party

SCC AS

4. IUT media transfer response

Media-A between UE-1  and Remote Party

UE-2

Media-A between UE-2  and Remote Party

2.Media access leg setup at Controllee UE-2

IMS Session control

IMS Session control

3. Media access leg setup at UE-2,  remove media from 

UE-1 ,  update Remote Leg

1 .  IUT media and service control transfer request

2. Retrieval of the list of 

Public User Identities sharing 

the service profile

 


Figure 6a.6.1-1: Inter‑UE transfer without establishing Collaborative Session - initiated by the source UE

1.
UE-1 sends IUT media and service control transfer request to the SCC AS to transfer the session that includes Media-A from UE-1 to UE-2. The IUT media and service control transfer request shall include enough information for the network to:

-
identify the transferred session;

-
identify that the target of the transferred session is UE-2;

-
identify the access leg of UE-1 to be transferred to UE-2.

2.
If the SCC AS does not have the list of Public User Identities that share the service profile with the Public User Identity used by UE-1 for the Collaborative Session, the SCC AS retrieves this information. If the Collaborative Session Control transfer request indicates that UE-2 has the same Public User Identity (but different public GRUU) as UE-1, this step is skipped.

3.
The SCC AS ensures that the Public User Identity used by UE-2 shares the service profile with the Public User Identity used by UE-1 for the Collaborative Session. The SCC AS performs authorization as specified in clause 6a.12, then initiates the media session setup procedure with UE-2 for the Media-A, and updates the Remote Party.

4.
The SCC AS releases the session with UE-1.

When the above transfer is completed the SCC AS retains the service state (e.g. media flows status) of UE-2, and the UE-2 has the control of the IMS session.

NOTE 2:
If, besides the Media-A, there are other media flows in an unrelated session between UE-1 and Remote Party, the other media flows are not impacted by the above session transfer operation.

6a.6.2
Inter-UE Transfer initiated by the target UE

UE-1 and UE-2 are under the same IMS subscription. UE-1 is involved in IMS session with remote party. Figure 6a.6.2-1 shows session transfer from UE-1 to UE-2 requested by UE-2. Since all the media flow(s) are transferred from UE-1 to UE-2 simultaneously, the roles of the Controller UE and the Controllee UE are not applicable.
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Figure 6a.6.2-1: Inter UE Transfer initiated by UE not participating in the session – no Collaborative Session established

1.
UE-2 obtains information about the existing sessions and their media flows.

2.
UE-2 sends IUT media and service control transfer request. The request shall include enough information for the network to:

-
identify the transferred session;

-
identify that the target of the transferred session is UE-2;

-
identify the access leg of UE-1 to be transferred to UE-2.

3.
If the SCC AS does not have the list of Public User Identities that share the service profile with the Public User Identity used by UE-1 for the Collaborative Session, the SCC AS retrieves this information. If the Collaborative Session Control transfer request indicates that UE-2 has the same Public User Identity (but different public GRUU) as UE-1, this step is skipped.

4.
The SCC AS ensures that the Public User Identity used by UE-1 shares the service profile with the Public User Identity used by UE-2 for the Collaborative Session. The SCC AS performs authorization as specified in clause 6a.12; in particular, the SCC AS requests the UE-1 to authorize the pull request or the SCC AS authorizes the request on behalf of UE-1 (e.g. pre-configured). The SCC AS will also authorize that the target UE is of the same subscription. If the request is authorized, SCC AS continues in accordance with step 2 of clause 6a.6.1, i.e. SCC AS establishes a session with UE-2 for the Media-A, removes Media-A from UE-1, and updates Remote Leg using the Remote Leg Update procedure.

5.
The SCC AS sends IUT media and service control transfer response to UE-2.




What can be seen from the call flows above is that both IUT capable UEs are under the same IMS subscription; hence, the same SCC AS is used. The IUT capable UE is just a normal IMS UE with the enhanced IUT capabilities defined by TS 23.237. 

=>> For webRTC interworking with IMS, one can view that both UE-1 or UE-2 as WIC would have the additional IUT capabilities as defined by TS 23.237. The network (SCC AS) would not know or care if the endpoint is an UE with IMS client or a PC with WIC.

For the key issue: “WebRTC support of IMS subscriptions corresponding to users managed by third parties”, there is nothing preventing IUT as long as the IUT capable WICs are under the same IMS subscription. This is more/less an issue w.r.t this optional feature is being supported / or not by the IMS client and the network.

2. Proposal
It is proposed to update 23.706 accordingly.

***********************************************Start of 1st Change******************************************************

7.4
Conclusion
For “7.2.4
Solution 4: WebRTC with Inter-UE Transfer (IUT)”, if the WIC and the network supports the IUT capabilities and requirements as defined in TS 23.237 [xx] then IUT is possible between IUT capable WICs and/or IUT capable UEs. There is no additional standardization needed for Rel-13.

**********************************************End of 2nd Change******************************************************
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