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1. Discussion 

Storing the WWSF-Id in the S-CSCF and requiring the S-CSCF to add this information in the SIP signalling sent on ISC 

· Adds a S-CSCF impact (this would be a fairly specific S-CSCF behaviour)

· raises the issue of what the S-CSCF should do for terminating sessions when the target IMPU is multi registered (e.g. once via regular IMS so no WWSF-Id to add once  from a WebRTC client so with the requirement to add the WWSF-Id)
2. Proposal

To modify the TR 23.706 as follows:
1st change

7.2
Solutions
7.2.1
Solution 1: WebRTC related IMS service control
7.2.1.1
Solution Principles

This solution allows the IMS operator to provide different services based upon the third party WebRTC Provider (WWSF-Id) corresponding to the downloaded WIC. Such service differentiation can be as a result of, for example, different business relationships and service level agreements between third party WebRTC  Provider and the IMS operator. 

The solution has the following principles:

-
The identity of the third party WebRTC Provider (WWSF identity) via which the WebRTC user is accessing the IMS core is transmitted to the S-CSCF by the eP-CSCF during the registration and IMS session procedures. This information is notified to the AS. Thus the AS can implement flexible service control according to not only the IMS user service subscription but also according to third party WebRTC Provider (WWSF identity) related service control policies that are preconfigured in the AS.
NOTE 1:
How the identity of the third party WebRTC Provider (WWSF-Id) is used in the AS is dependent on practical deployment and can be service specific and thus is not described in this document.
7.2.1.2
Reference Architecture

Figure 7.2.1.2-1 shows the standard WebRTC IMS architecture as it is defined in 3GPP TS 23.228 [2].

The HSS, AS and related interfaces are shown in addition for clarity. No change to the reference architecture is needed to support this Use Case.
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Figure 7.2.1.2-1: WebRTC IMS architecture 

7.2.1.3
Procedures

7.2.1.3.1
WIC Registration and service control of individual Public User Identity
In this scenario, the user has an IMS subscription and accesses the IMS via a WebRTC web server (WWSF). The WWSF may be located in a third party network and have a business subscription with the IMS operator. 

Figure 7.2.1.3.1-1 shows a registration and call procedure where the S-CSCF obtains the WWSF identity and uses the WWSF identity to implement service control together with AS.
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Figure 7.2.1.3.1-1: WIC registration for class of users using web authentication

Figure 7.2.1.3.1-1 is the same as the individual WebRTC user registration procedure defined in 3GPP TS 23.228 [2], but with the following differences:

4.
The eP-CSCF validates the contents of the security token and obtains the IMS identities being registered. If the authorization token is valid, the eP-CSCF obtains the associated authorization information, including the IMPI and IMPU of the associated user, the WWSF identity, and the authorization token scope, as specified in 3GPP TS 33.203 [3], Annex X. 

5.
The eP-CSCF forwards the authorized REGISTER request to the IMS core network to initiate authentication-less IMS registration using TNA (see 3GPP TS 33.203 [3], Annex U) procedures, with an indication that the authentication has already been carried out. The REGISTER message contains the WWSF identity.

8.
The I‑CSCF determines the S‑CSCF and forwards the register request towards the S-CSCF, which contains the WWSF identity.

11.
The S‑CSCF sends register information including the WWSF identity to application servers matching initial filter criteria in the downloaded service profile. The WWSF identity also may be used to determine which application servers to trigger. The Application may store the WWSF identity to use later this information e.g. when handling incoming sessions.
15.
The eP‑CSCF may include the WWSF identity in the subsequent sip signalling (e.g. INVITE) that is sent to the S-CSCF.

17.
The S‑CSCF sends the SIP signalling including the WWSF identity to application servers matching initial filter criteria in the downloaded service profile. The WWSF identity may also be used to determine which application serverss to trigger.

7.2.1.3
Impacts

The solution implies: 

· The eP-CSCF is required to retrieve the WWSF identity and to include it in the SIP signalling sent to the S-CSCF.
· The WWSF identity is taken into consideration when the AS perform service control.
Next change

7.4
Conclusion
7.4.x
WebRTC related IMS service control
The solution 1 described in section 7.2.1 (“ WebRTC related IMS service control”)  is endorsed for Rel13 normative specifications.
3GPP
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