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*** Start of the changes ***

5.n.1.1
Configuration Procedure

Figure 5.n.1.1-1 illustrates the procedure of configuring monitoring at HSS or MME/SGSN. The procedure is common for various Monitoring Event types. The steps specific to different Monitoring Event types are detailed in clauses 5.n.1.3 to 5.n.1.8.
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Figure 5.n.1.1-1: Monitoring event configuration at HSS procedure
1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address) message to the SCEF.

2.
The SCEF stores SCS/AS Reference ID, SCS/AS Address, Monitoring Destination Address if present, Monitoring Duration if present, and Max Number of Reports if present. The SCEF assigns an SCEF Reference ID. Based on operator policies, if either the SCS/AS is not authorized to perform this request (e.g. if the SLA doesn’t allow for it) or the Monitoring Request is malformed or the SCS has exceeded its quota or rate of submitting monitoring requests, then performs step 9 with a Cause value appropriately indicating the error. 

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN, SCEF Address, SCEF Reference ID, Monitoring Type, Monitoring Duration) message to the HSS to resolve the External Identifier or MSISDN to IMSI, and to configure the given Monitoring Event on HSS and on MME/SGSN, if required. If a Monitoring Request message received in Step 1 contains Monitoring Duration, the SCEF shall include Monitoring Duration in a Monitoring Request message.
4. The HSS examines the Monitoring Request message. If this check fails the HSS follows step 8 with a cause value indicating the reason for the failure condition to the SCEF.

The HSS stores the SCEF Reference ID, and SCEF Address as provided by the SCEF.

5.
If required by the specific Monitoring Type, the HSS sends an Insert Subscriber Data Request (Monitoring Type, Monitoring Duration, SCEF Address, SCEF Reference ID) message to the MME/SGSN. If a Monitoring Request message received in Step 3 contains Monitoring Duration and the specific Monitoring Type is requested, the HSS shall include Monitoring Duration in an Insert Subscriber Data Request message.
6.
The MME/SGSN verifies the monitoring request information. If this check fails the MME/SGSN follows step 7 with a Cause value indicating the reason for the failure condition to the SCEF.

The MME/SGSN configures the Monitoring Event including storing received parameters, and performs necessary action(s). 

7.
If the monitoring configuration is successful, the MME/SGSN sends an Insert Subscriber Data Answer (Cause) message to the HSS. If the requested Monitoring Event implies immediate reporting of monitoring information, the MME/SGSN includes Monitoring Event Report in Insert Subscriber Data Answer message.

8.
The HSS sends a Monitoring Response (((IMSI and/or MSISDN and/or IMEI(SV) or External ID), Cause) message to the SCEF to acknowledge acceptance of the Monitoring Request. Depending on the operator policies, either External ID as received in step 4 or IMSI/IMEI(SV)/MSISDN is included. If the HSS received Monitoring Event Report from the MME/SGSN then it includes it in Monitoring Response message. If the requested Monitoring Event implies immediate reporting of monitoring information available to the HSS, then the HSS includes a Monitoring Event Report in the Insert Subscriber Data Answer message.

9.
The SCEF sends a Monitoring Response (SCS/AS Reference ID, Cause) message to the SCS/AS. If the SCEF received a Monitoring Event Report then it includes it in Monitoring Response message.

*** End of the 1st change ***

*** Start of the last change ***

5.n.1.2
Common Parameters of the Configuration Procedure
This clause describes the common parameters related to the monitoring event configuration procedure.

SCS/AS Reference ID is a parameter created by the SCS/AS to refer to a specific transaction initiated by the SCS/AS towards the SCEF. SCS/AS Reference ID is stored by the SCEF.

SCEF Reference ID is a parameter created by the SCEF to associate a Monitoring Response, Monitoring Indication, and Update Request to a specific Monitoring Request and the associated context information within SCEF. SCEF Reference ID is stored by HSS, MME or SGSN.

NOTE:
An SCEF may aggregate Monitoring Event configuration requests for the same External identifier/MSISDN from different SCS/AS. Whether SCEF uses the same or different SCEF Reference ID for such multiple requests is up to operator configuration. 

SCEF Address indicates address of the SCEF to which Monitoring Indication is to be sent to by the HSS, MME or SGSN. SCEF Address is stored by the HSS, MME or SGSN.

Monitoring Type identifies the specific Monitoring Event being requested. 

Maximum Number of Reports is an optional parameter that indicates the maximum number of event reports to be delivered to the SCEF until the associated monitoring event is considered to expire. If the SCEF detects that the number of reports corresponding to the associated monitoring event configuration has reached to Maximum Number of Reports, it sends a Monitoring Request message to the HSS with Monitoring Duration set to zero, which triggers deletion of monitoring event configuration in the HSS and further in the MME/SGSN. If Maximum Number of Reports is not included, there is no restriction on the maximum number of monitoring event reports.
Monitoring Duration is an optional parameter that indicates time at which the related monitoring event request is considered to expire. The parameter is expressed in absolute time. If Monitoring Duration is not included, there is no restriction on the monitoring event reporting duration. 


If for a given Monitoring Event both Maximum Number of Reports and Monitoring Duration are included then the monitoring request is considered to expire when either of the condition is met first. 

Priority is an optional parameter which indicates the relative priority of multiple Monitoring Requests by SCS/AS e.g. for deciding which requests to serve under overload condition. Priority is used locally by the SCEF.
Monitoring Destination Address is an optional parameter included by the SCS/AS to indicate whether the Monitoring Indication(s) are to be delivered to an address different from the address of the requesting SCS/AS. Absence of this parameter implies that Monitoring Indication(s) are to be sent to the SCS/AS that originated the Monitoring Request.

*** End of the changes ***

