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1. Discussion

3GPP TS 23.401 defines 2 ways that an ePDG can be selected.  One is via static configuration, the other is a defined dynamic algorithm.  TR 23.771 V0.1.0 has already identified that there is a need to select the correct ePDG for emergency calls.

	5.1 
Key Issue #1: ePDG Selection for emergency services
A mechanism needs to be identified in order to allow a UE to select an ePDG for emergency services when the UE is in a country that supports IMS emergency services over WLAN and is allowed to use IMS emergency services over WLAN.



When a UE wants to make an emergency call over WiFi there are 2 possible ways of operation:

a)
The emergency call is accepted over the existing security association with the current ePDG; or

b)
The emergency call is either tried over the existing security association with the current ePDG and rejected or the UE knows that the session set-up request is for an emergency and it sets up a new security association with the ePDG with an indication that the new security association is for an emergency call.

Given a) and b) are possible there needs to be some predictive behaviour defined on how the UE should react to a detected emergency call and an undetected emergency call.  It has been proposed that the behaviour of the UE for emergency calls over WiFi follow the principals for LTE.  As such we need to take into account if detected emergency calls are allowed to be made over the existing registration to start with.  TS 23.167 and TS 24.229 can help in this area as the impact on those specifications should be minimised:
	TS 23.167V13.1.0

4.1
Architectural Principles

The solution for emergency sessions in the IMS fulfils the emergency principles and requirements of TS 22.101 [8], TS 22.228 [27] and the following architectural requirements:

…….

7.
The solution shall work in case the UE has sufficient credentials to authenticate with the IMS and is registered to the IMS or is not registered with the IMS. The case where the UE does not have sufficient credentials to authenticate with the IMS shall also be supported if required by local regulation.


In the case that UE is not already IMS registered, it shall perform a registration for the support of emergency services (emergency registration).


In the case a UE is already IMS registered, the UE may skip the additional emergency registration if the UE is aware that it is in its home network (e.g. including IP-CANs where roaming outside the home network is not supported).

TS 24.229V13.1.0

5.1.6.1            General

A CS and IM CN subsystem capable UE shall follow the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B] to select the domain for the emergency call attempt. If the CS domain is selected, the UE shall attempt an emergency call setup using appropriate access technology specific procedures.
The UE shall determine, whether it is currently attached to its home operator's network (e.g. HPLMN) or to a different network than its home operator's network (e.g. VPLMN) by applying access technology specific procedures described in the access technology specific annexes.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is currently registered and the IP-CAN does not define emergency bearers, the UE shall attempt an emergency call as described in subclause 5.1.6.8.4.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is currently registered and the IP-CAN defines emergency bearers and the core network has indicated that it supports emergency bearers, the UE shall:

1)   perform an initial emergency registration, as described in subclause 5.1.6.2; and

2)   attempt an emergency call as described in subclause 5.1.6.8.3.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is not currently registered, the UE shall:

1)   perform an initial emergency registration, as described in subclause 5.1.6.2; and

2)   attempt an emergency call as described in subclause 5.1.6.8.3.




Both TS's state an existing IMS registration can be used only if the UE is in its HPLMN.  TS 24.229 further defines that the IP-CAN may not support emergency bearers.  A WiFi network does not support emergency bearers, so the existing IMS registration can only be used when in the home country
 following the principals in TS 24.229.  However there are circumstances when the 

a)
existing IMS registration cannot be used; and

b)
the ePDG does not support connectivity to the necessary IMS infrastructure to support emergency services. Either the ePDG does not support emergency calls at all, or the ePDG that has been selected by the UE (i.e. a well known FQDN has been used to select an ePDG) does not serve the area the UE is located in for emergency calls.
Thus the UE may need to register both with an ePDG that supports emergency services for the area it is in and perform a new IMS registration.  Given that some operators prefer to statically configure their ePDG address and this configuration could be an IP address a UE is unable to register with an ePDG other that the default one that has been configured. Thus it should be possible that the ePDG can indicate what other ePDG's to contact for emergency services both in the case of static provisioning and when an FQDN returns an IP address that results in a none acceptable ePDG.
The following is one behavioural mechanism the UE could use:

a)
If a UE is aware of the country it is in, and the country is that of the HPLMN or the UE is unaware of the country it is in, then the UE shall use the existing ePDG and IMS Registration to attempt an emergency call if the UE is already registered with both entities..

NOTE:
It is up to implementation how the UE detects its location.

b)
The P-CSCF can reject a session origination and indicate the session request was for an IMS emergency call.
c)
If the UE is aware that it's not in the home country or has received a rejection from the P-CSCF then the UE shall perform an emergency registration with an ePDG and emergency registration with the IMS Network.

d)
The ePDG may reject the emergency registration and provide a list of ePDGs that support emergency calls.

Proposed Changes
6.X
Solution X Key Issue #1: ePDG Selection for emergency services
6.x.1
General

This solution addresses the Key Issue on ePDG selection for emergency services. The principles of the solution are as follows:

a)
If a UE is aware of the country it is in, and the country is the country the HPLMN is located in or the UE is unaware of the country it is in then the UE shall use the existing ePDG and IMS Registration to attempt an emergency call.

NOTE 1:
It is up to implementation how the UE detects its location.

c)
If the UE is aware that it's not in the home country or has received a rejection from the P-CSCF then the UE shall perform an emergency registration with an ePDG and emergency registration with the IMS Network.
NOTE 2:
ePDG selection procedures as specified in 3GPP TS 24.301 are not modified.
f)
The ePDG may reject the emergency registration and provide a list of ePDGs that support emergency calls. If the UE receives a rejection to set-up the tunnel to the ePDG and is provided with a list of ePDGs then the UE shall select one of those ePDGs and attempt to set-up a secure tunnel to it.
NOTE 3:
It is up to stage 3 how to define a list of ePDGs that is provided to the UE.

6.x.2
ePDG redirection
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Figure 6.X.2-1:  ePDG re-direction 

1.
If the UE was provided the FQDN of the Default or Serving SEGW, the UE shall perform a DNS query (via the IP-CAN) to resolve the FQDN to an IP address. If the UE has a provisioned IP address for the ePDG, the DNS step is omitted.

2.
The DNS Server returns a response.

3.
The UE shall then set up a secure IPsec tunnel to the ePDG.
3.
Tunnel set-up is successful per conditions described in 3GPP TS 33.203.

4.
Optionally, if the ePDG wishes to redirect the UE to (another) ePDG, it shall respond with the FQDN or IP address of the target ePDG.
NOTE:
How to determine what ePDG address (FQDN/IP) to put into the redirection message is based upon the UE's location.  Location determination is explained elsewhere in this document.

� Home country has been used here because there is another principal in that the UE should only make emergency call over WiFi when it cannot over 3GPP-RAT.  It is assume that the HPLMN is only in 1 country. 
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