SA WG2 Temporary Document

Page 2

SA WG2 Meeting #S2-109
S2-151471
25 - 29 May 2014, Fukuoka, Japan
(revision of S2-15XXXX)
Source:
Ericsson 
Title:
Support for Distinguished Location Information on WLAN
Document for:
Discussion/Approval
Agenda Item:
FS_SEW/6.17
Work Item / Release:
Rel-13
Abstract of the contribution: This contribution discusses the Nature of the Access Network Information to be reported in case of an unmanaged WAN access as well as their distinctiveness.
Introduction

Wi-Fi calling through unmanaged Wi-Fi is becoming increasingly popular to extend the reach of VoLTE, and complement it.
This paper analyses different potential Access Network Information in case of unmanaged Wi-Fi access.
Terminology used in this paper

“Managed Wi-Fi Access Network” implies telephony operator control over APs using Wi-Fi controller, which means the operator recognizes BSSIDs and trusts civic address info. Alternatively there is an SLA to enable this between the telephony operator and the access network operator.

“Unmanaged Wi-Fi Access Network” implies the telephony operator does not have reliable location information from the Wi-Fi access network.
Discussion
Wi-Fi calling through unmanaged Wi-Fi is becoming increasingly popular to extend the reach of VoLTE. Wi-Fi calling is also particularly attractive in roaming scenarios where unmanaged Wi-Fi is available for free. This allows users to avoid roaming charges.

One of the key nodes used in case of unmanaged Wi-Fi is the ePDG, located at the border of the access network and which terminates the security tunnel for the UE. The ePDG acts as a visited gateway from a PGW prospective. It is worth noting that some deployments use the ePDG for managed Wi-Fi as well, so as to have a single integrated approach for both scenarios.
For managed Wi-Fi connected to the packet core network via the S2a reference point there are well defined procedures that enable the IMS domain to acquire the UE location reliably to be able to provide a network based location.
Connections from unmanaged Wi-Fi access network to the packet core network via the S2b reference point is more complex since currently one has to rely on the UE to provide location information, and access type used (given that access to the ePDG can be from fixed access or Wi-Fi access). This UE provided information can be conveyed to the IMS core network during session setup. 
When the UE uses unmanaged Wi-Fi access, the UE includes a PANI header indicating access-type Wi-Fi and BSSID as location. As the Wi-Fi access network is unmanaged, the BSSID is not known/recognized by the serving IMS network and therefore of limited use. 

It has been discussed that if a macro radio cell of the serving network was visible to the UE at some point in time, then this cell-id could also be sent to the IMS network as additional location information. This would provide useful location information the IMS network. A cell could be visible to the UE for example if the UE is attached to the cell network for other services like the Internet APN over LTE or if the UE is attached to a CS cell network but chooses to use Wi-Fi for the telephony service. Another plausible scenario is that the UE has moved out of cellular coverage and into unmanaged Wi-Fi coverage only. In this case the UE could provide the latest seen cell-id along with a timestamp to enable the IMS network to know the relevance of the cell-id.
In those cases the UE can provide information regarding which access-type is used (Wi-Fi) together with the BSSID as well as the additional useful information (cell access-type and cell-id), possibly along with a time-stamp. However, it needs to be clear for the receiver/consumer of the information which of those two chunks of information specifies the actual used access and which is just intended as additional location information. So simply sending the location and access information based on existing mechanisms, i.e. the PANI header may not sufficient. 
Another example where additional location information could be useful is when the UE is using unmanaged Wi-Fi access for telephony while at the same time or recently before sees other APs. Especially if another AP is part of a managed Wi-Fi access network, the information about the other AP can be useful to IMS.
The example below illustrates the scenario when UE location information is sent based on what is currently defined, i.e. PANI header and illustrates that it would not be possible to clearly ascertain what access is actually used by the UE.
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Location Information for Internet APN:

- Access Type (E-UTRAN)

- Location (cell-id)

Location Information for IMS APN:

- Access Type (e.g. IEEE-802.11)

- Location (BSSID)


Hence, by just including an additional PANI header or an additional access-net-spec element in the PANI header, it is not obvious to the receiver/consumer which information is which. 
A number of proprietary methods have been implemented by the industry to carry additional cell information from a UE on WiFi access to IMS. Those proprietary mechanisms are not compatible and prevent interoperability between different vendors.

The current PANI header has limitations when it comes to support multiple locations. RFC 7315 describes the PANI header and states “This header contains information on the access network that the UA is using to get IP connectivity.” It is clear that the PANI in its current form can only be used to provide information about the access actually in use for the SIP session.
Proposal

Include standardized support for mechanisms that enables the UE to provide additional location information for accesses not currently in use. Include standardized support for mechanisms that enables IMS, in case of multiple UE provided locations, to be able to distinguish between these multiple locations to make proper use of it.
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