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Abstract of the contribution: this contribution addresses some key issues and concludes that no specific work should be done in Rel. 13 in SEW phase 1 to address these areas.
1. Discussion
SP-150151 contains a first objective for Rel. 13 phase 1 described as:

Providing access to EPC over WLAN in order to support an emergency session only in case of “Valid” UEs as in the case 1 in § 4.3.12.1 of 23.401: the support of emergency session is only studied for UEs which (a) have valid credentials to access EPC over WLAN and (b) are authorized to connect to EPC over WLAN in the location where they initiate an emergency session

Now, this implicitly identifies several areas of work that need to be addressed to support this objective. This contribution addresses some of these areas indicating why no specific work is needed or should be undertaken in Rel. 13, and capturing related assumptions for Rel. 13 phase 1. 
1.1 Supported Devices
In order to frame the work of SEW study correctly, it needs to be decided what devices and networks SEW targets.

Considering that modifications to both UE and CN are expected as part of this work, we believe it is reasonable to require that SEW support implies devices and networks from Rel. 13 and forward, since there is no guarantee that pre-Rel. 13 devices will be able to support the mechanisms defined by SEW.

Proposal 1: SEW solutions do not support pre Rel. 13 devices and networks.

1.2 Priority of WLAN
Current emergency services solutions have defined mechanisms for a UE to determine which 3GPP RAT has priority wrt other RATs for the execution of an emergency call. A similar mechanism has been extended to eHRPD. Though it can be foreseen that in the future an operator may have interest in defining a similar mechanisms for WLAN, it is proposed that no such mechanism is considered and addressed in phase 1 of Rel. 13 SEW.

It is therefore proposed that for Rel. 13 phase 1, WLAN is considered by the device as the “last option” for the support of emergency calls.

Proposal 2: in SEW phase 1, a UE will attempt emergency calls over WLAN only if no other suitable RATs are available. 

1.3 WLAN AN Selection
In the establishment of an emergency call, selection of the WLAN serving the UE can have a big impact on the success of the emergency call. 
In Rel. 12 a lot of work has been done to enhance the UE ability to select appropriate WLAN networks to obtain the best service possible. Rel. 12 mechanisms consider a large set of information in selecting an appropriate WLAN.
Rel. 12 has also defined the use of RAN rules for cellular and Wi-Fi interworking. It is expected that the selection of a WLAN AN on which to perform an emergency call happens independently of the possible RAN rules that an operator may have deployed, and should therefore not consider input from RAN rules. 
Proposal 3: WLAN selection is based on mechanisms defined in Rel. 12, including ANDSF WLAN_NS, operator configuration, RAN rules and manual selection. No extensions of Rel. 12 mechanisms for WLAN selection are considered for the first phase of SEW for the establishment of emergency services. 
NOTE: 
Even though an UE issuing an emergency session over WLAN in SEW phase 1 is assumed to have no 3GPP coverage, the UE may still be camping on a WLAN previously selected due to RAN rules.

1.4 Support of undetected emergency calls

It is assumed that no specific new treatment for undetected emergency calls is defined in SEW. E.g. the P-CSCF can detect the emergency call and either handle it as an emergency call or return a 380 response to the calling UE with an indication that the call is an emergency call.

Proposal 4: no new mechanisms are defined for the treatment of undetected emergency calls.

1.4 WLAN authorization/authentication
In order to support a variety of WLAN on which the UE can performs IMS emergency calls, it is assumed that the mechanism used by the UE to authenticate with the WLAN is out of scope of the SEW study. Only aspects related to authentication/authorization of invalid UEs will be considered in phase 2. 
Proposal 5: any mechanisms the UE can use in Rel. 13 to authenticate to a WLAN to obtain IP access can be used by the UE to authenticate with the WLAN to obtain IMS emergency services, and thus no new mechanisms are considered in the SEW work.
The proposal is further split into a statement for S2b and a statement for S2a.
1.5 Selection of CN Nodes

Establishment of a PDN connection and establishment of an IMS session require in addition, and respectively, the selection of a PDN GW and the selection of a P-CSCF. It is assumed that the same mechanisms adopted in the MME for PDN GW selection for emergency services can be extended to connectivity establishment for IMS emergency services over WLAN.
Proposal 6: It is assumed that the same mechanisms adopted in the MME for PDN GW selection for emergency services can be extended to connectivity establishment for IMS emergency services over WLAN, and that no new mechanisms are defined for PDN GW selection for IMS emergency services over WLAN. 
Proposal 7: no new mechanisms are defined for P-CSCF Selection for IMS emergency services over WLAN.
1.6 Connectivity Establishment
During the standardization of emergency calls support for LTE, a lengthy discussion took place as to whether the UE should use a dedicated APN for emergency services or whether the UE should use a dedicated establishment cause with no emergency APN. The use of an emergency APN by the UE incurs several issues:

· roaming: the APN must be known to the VPLMN. Even if roaming is not considered in phase 1, migration of the solution towards phase 2 needs to be considered and solutions should not require very different behaviour from the UE in the two phases. One could consider using a well-defined APN for emergency, similarly to what GSMA did for the IMS APN. However, it might be useful keeping in mind that, though GSMA has defined a well-known APN for IMS services, carriers have chosen not to use such APN and are defining their own APNs. Therefore, we need to consider that standardizing a well-known APN for emergency services may not be useful at all

· comparable behaviour with 3GPP access and other non-3GPP accesses: at present, the UE is not required to use a dedicated emergency APN over cellular and over other non-3GPP accesses that support emergency services (e.g. eHRPD). Therefore, requiring the UE to use one over WLAN seems an artificially asymmetrical solution not based on any technical need
In order to re-use solutions already defined in 3GPP for emergency services and to avoid the issues related to the use of an emergency APN in the UE, we are making the following proposal.
Proposal 8: a UE establishing connectivity for emergency services over WLAN does not use an emergency APN.

Another aspect to consider in terms of connectivity establishment for emergency services is whether the connectivity (e.g. the IPSec tunnel with the ePDG in case of S2b) that the UE establishes should be considered a regular connectivity, or whether there is the need to provide an indication to the network that the connectivity is being established for emergency services. As a reminder, over a 3GPP access the UE provides an explicit establishment cause to enable the network to treat the connectivity as emergency connectivity (e.g. for authorization, authentication, PDN GW selection, etc.). In phase 2, such an indication may be essential in order to correctly support handover from a WLAN access to other access types: thus for forward compatibility, an emergency indication will be needed. This issue is also closely related to the use of an emergency APN. Based on the same motivations for proposal 8, we are proposing the following. 

Proposal 9: During the establishment of connectivity for emergency services over WLAN, the UE provides an indication that the connectivity request is for emergency services. The mechanisms defined for LTE (i.e. specific request type and mechanisms in the MME) are adopted, with an indication in the connectivity request being added by the UE to the TWAG and the ePDG. 
This allows a consistency approach between 3GPP and WLAN access, but also allows the EPC to be aware when a PDN connection supports emergency services (e.g. in case of (GTP-c/Diameter) overload control where emergency services should be prioritized with regard to other services.
1.7 Location Information

In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information to IMS nodes upon bearer creation / deletion / modification. 
Proposal 10: No more work is assumed for the S2a architecture in order to support providing network asserted location information to IMS nodes
2. Proposal
It is proposed to add the following section of assumptions in either the scope section or in a new section


FIRST CHANGE

4.1
General architectural assumptions

General assumptions:

1
SEW solutions do not support pre Rel. 13 devices and networks.
2
no new requirements are defined for the UE for undetected emergency calls  

3
In the case of S2b connectivity, the authentication mechanisms used by the UE to authenticate with WLAN for local IP access are out of scope of the SEW work. The SEW work does not consider the development of new authentication mechanisms for this case

4
During the establishment of connectivity for emergency services over WLAN, the UE provides an indication that the connectivity request is for emergency services. The mechanisms defined for LTE (i.e. specific request type and mechanisms in the MME) are adopted, with an indication in the connectivity request being added by the UE to the TWAG and the ePDG,  
Editor’s note: how the UE provides such indication is FFS and depends on the connectivity mechanism (e.g. S2b vs. S2a)
5
A UE establishing connectivity for emergency services over WLAN does not provide an emergency APN.

6
It is assumed that the same mechanisms adopted in the MME for PDN GW selection for emergency services can be extended to connectivity establishment for IMS emergency services over WLAN.

7
In SEW work no new mechanisms are defined for P-CSCF Selection for IMS emergency services over WLAN.
8
In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a procedures and flows in order to support providing network asserted location information from TWAG to IMS nodes. This does not preclude addition of relevant new information in TWAN ID
9
An UE shall select an ePDG of the local country when connecting to an ePDG in order to issue an emergency session. 
4.2 
Architectural assumptions for phase 1

1 a UE will attempt emergency calls over WLAN only in case of unsuccessful emergency call attempts over the cellular technologies supported by the UE 
2 WLAN selection for the establishment of IMS emergency calls over WLAN is based on mechanisms defined in Rel. 12, including ANDSF WLAN_NS, operator configuration, WLAN configuration provided by RAN, and manual selection. No extensions of Rel. 12 mechanisms for WLAN selection are considered for the establishment of emergency services.
3 For the S2a case, the EAP-AKA’ authentication procedure specified in Rel.12 is used by the UE to authenticate with the TWAN to obtain access to the EPC for IMS emergency services; no new authentication mechanisms are considered in the SEW work for this case. This does not preclude addition of relevant new parameters in EAP-AKA’
4 For the S2b case, the EAP-AKA authentication procedure specified in Rel.12 is used by the UE to authenticate with the ePDG to obtain access to the EPC for IMS emergency services; no new authentication mechanisms are considered in the SEW work for this case. This does not preclude addition of relevant new parameters in EAP-AKA
5 UE assumed to be in its Home country

6 It is assumed that the TWAN deployed in the network support the necessary enhancements for emergency sessions 
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