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Abstract of the contribution:

This contribution provides the procedures and call flow of the TCF solution.

1. Introduction
There are three types of flow: 
1) TCF and TCFd identify and mark the traffic based on PCRF policy. 
2) The TCF may indicate the downlink traffic description (e.g., IP-5 tuple) and chain ID to TCFd through PCRF.
3) PCRF may also initiate the uplink or/and downlink traffic chain policy based on operator policy or network information. Therefore, some of the IP-CAN Session related procedures defined by the TS 23.203 [3], Sections 7.2, 7.4 should be leveraged:
a) IP-CAN session establishment
b) UE initiated IP‑CAN Session termination
c) GW (PCEF) initiated IP-CAN Session termination
d) IP-CAN Session Modification; PCRF initiated
e) IP‑CAN Session Modification; GW (PCEF) initiated
The “IP-CAN session establishment” and the “IP-CAN Session Modification; PCRF initiated” are explored and other procedures can be defined in similar manner.
2. Detailed procedures
1) For the PCRF provide traffic steering policy to TCF. The existing IP-CAN session establishment and IP-CAN session modification procedures defined by the TS 23.203 [3], Sections 7.2, 7.4, are leveraged. Within IP-CAN session establishment and IP-CAN session modification procedures, the PCRF may provide traffic steering policies to the PCEF over Gx interface.
2) TCF Reports the Steering information (e.g., IP-5 tuple, together with the Chain ID) leveraging existing message such as “Service Traffic Detection” to PCRF (Step 1). The message is acknowledged by PCRF (Step 2).

3) PCRF Notifies the Steering Information to the TCFd (Step 3) and acknowledged by TCFd (Step 4). Notice that the Steering Information may be predefined in PCRF or be reported from TCF to PCRF (e.g., in Step 1). The TCFd address is preconfigured in PCRF.
2. Conclusions
The following changes are proposed to TCF solution in TR 23.718. 
* * * Start Change * * * *

6.1.3
Solution 1.3: Dual-Classifier Solution 

6.1.3.1
Architecture Description

To achieve effective traffic steering, the traffic shall be routed to the so called Value Added Services (VAS) in a proper manner: the traffic goes through VAS only as needed, avoid traffic concentration as much as possible and avoid duplicated computational intensive functions execution.

There are two types of functions are introduced in the 3GPP network scope. 
· PCRF is enhanced to provide Traffic Steering Policy on how to decide the traffic path based on related information.

· The TCF (Traffic Classifier Function) is introduced to be collocated with PGW differentiate variant traffic based on the policy received from PCRF and perform traffic marking.

· A new interface Sts is introduced to provide policy to the downlink traffic classifier function (TCFd) in (S)Gi-LAN

Editor’s Notes: the solution should handle the scenario when TDF is deployed with ADC function. How the solution works with TDF is deployed is FFS and will be provided. 
6.1.3.1.1 Solution description

For the uplink, the traffic travels through TCF then goes to (s)Gi-LAN. The packets are marked by TCF according to the service steering policy. The mark includes e.g., the path identity of the uplink. The downlink path ID is also included if it can be determined by policy or by the uplink traffic detection. Such downlink path information is kept in TCFd before it goes out of (s)Gi-LAN

For the downlink traffic, the traffic arrives first at TCFd to get the traffic marking. Note that traffic arrives to the NAT in (s)Gi-LAN if it is deployed. For some traffic, e.g., (HTTP header enrichment, web page content added on service) the downstream traffic path can be identified based on the upstream traffic detection. The downlink path marking is obtained through the policy obtained by Sts interface or the record when the corresponding uplink traffic goes through TCFd. This avoids double identification in the downlink direction.

Editor's Note: Whether there is non-standardized marking scheme and its detail is FFS.

Editor's Note: For some traffic (e.g., video traffic in HTTP), the TCFd may perform application detection. In such situation, the difference between TCFd and TDF needs FFS. And whether the TCF and TCFd from two different vendors performing independent traffic detection in uplink and downlink work is FFS.

In view that TCF generally need traffic inspection and is computational intensive. Therefore, the traffic steering policy shall be able to indicate to TCF which traffic need to be processed. For example, only those traffic generated by users subscribed with some service/application in the congested cell will be handled by deep inspection.
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Figure 6.1.3.1: Traffic path of the uplink and downlink with TCF

6.1.3.2
Signalling procedures
There are three types of information are involved in this solution: the PCRF provide traffic steering policy to TCF, TCF report deducible traffic information to PCRF. Based on it, PCRF send traffic marking rule to TCFd. The overall related procedures are shown in the following figure. It should be pointed out only the Step 3 and 4 on Sts are new messages need to be introduced.
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1) PCRF provides traffic steering policy to TCF. The existing IP-CAN session establishment, IP-CAN session modification and IP-CAN session termination procedures defined by the TS 23.203 [3], Sections 7.2, 7.3, 7.4 and 7.5, are leveraged. Within IP-CAN session establishment and IP-CAN session modification procedures, the PCRF may provide traffic steering policies to the TCF over Gx/Sd interface.
2) PCEF/TDF leverage solicited application reporting as defined in Section 4.5 in the TS 23.203 [3] to  reports the application information (e.g., IP-5 tuple, together with the Application ID). PCRF can generate downlink traffic marking rule based on it.
3) PCRF Notifies the downlink traffic marking rule to the TCFd (Step 3) and acknowledged by TCFd (Step 4). Notice that the downlink traffic marking rule may be predefined in PCRF or be derived from TCF reported information by PCRF. The TCFd address is preconfigured in PCRF.
6.1.3.3
Impacts on existing nodes and functionality

· Traffic Classifier Function in PGW: have the function to identify the service path and traffic marking based on the policy received from PCRF.
· Gx interface need to be enhanced to transfer policy from PCRF to PGW
· PCRF is enhanced to send policy to TCF in PGW through interface such as Gx, and to TCFd through a new interface 
6.1.3.4
Solution Evaluation

Editor's Note: Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
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