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5.n
Monitoring Procedures

5.n.1
Monitoring event configuration via HSS
5.n.1.1
Configuration Procedure

Figure 5.n.1.1-1 illustrates the procedure of configuring monitoring at HSS or SGSN/MME. The procedure is common for various monitoring event types. The steps that are specific per monitoring event type are detailed in subsequent clauses describing step details that are relevant for the individual events.
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Figure 5.n.1.1-1: Monitoring event configuration at HSS procedure
5.n.1.2
Common Parameters of the Configuration Procedure

This clause describes the common parameters related to the monitoring event configuration procedure.

SCS/AS Reference ID is a reference provided by the SCS/AS, which is stored by the SCEF or the HSS for being able to refer to a specific transaction initiated by the SCS/AS during communications from/to SCS/AS. 

SCEF Reference ID is a reference created by the SCEF to context information stored by the SCEF for a specific transaction.
Monitoring Type identifies the specific monitoring event or information. 

Max Number of Reports describes how many event reports are requested in maximum before the related monitoring request expires. This parameter indicates also whether it is a onetime request.

Monitoring Duration describes the period in time until the related monitoring request expires. If Max Number of Reports and Monitoring Duration are both indicated, the related monitoring request expires when the first from both conditions is met. 

Priority indicates the relative priority of the related monitoring request, e.g. for deciding which requests to serve under overload condition. 

Monitoring Destination Address may be indicated by the SCS/AS when the monitoring notification or information shall be delivered to an address different from the address of the requesting SCS/AS. If none is indicated the Monitoring Destination Address is the address of the requesting SCS/AS.

5.n.1.3
Specific Parameters for Monitoring Event: Loss of connectivity

Loss of connectivity provides a notification to the monitoring service requestor when the system detects that the UE is not reachable any longer, which is when the reachability timer expires in the serving node. The service requestor may request a Maximum Detection Time, which is the maximum period in time (the reachability timer) after which the system detects that the connectivity is lost, when there was no interaction with the UE in that period of time. What time values are acceptable for the Maximum Detection Time is up to operator policy.
NOTE 1:
As the maximum detection time of loss of connectivity determines the order of magnitude of the Periodic Update timer, the network should ensure that this maximum detection time and thereby the periodic RAU/TAU timers for the UE remain above lower bound values both for preserving the battery of the UE and for managing the signaling load of the network. So for UEs with battery constraints, it should not be a small time (e.g. on the order of only a few minutes). Even for UEs without battery constraints, trying to fulfill a maximum detection time of loss of connectivity on the order of a few minutes can only apply to a limited number of UEs due to the cost of signalling induced by this feature.
NOTE 2:
The maximum detection time of loss of connectivity is on the order of 1 minute to multiple hours. 

1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Max Number of Reports, optionally Monitoring Duration, Priority, optionally Monitoring Destination Address and optionally Maximum Detection Time) message to the SCEF.

2.
If it is not a onetime request, the SCEF stores Monitoring Duration, Max Number of Reports, the Monitoring Destination Address, SCS/AS Reference ID and assigns an SCEF Reference ID.

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN, SCS/AS Identifier, SCEF Address, SCEF Reference ID, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address and Maximum Detection Time) message to the HSS. If it is a onetime request, the Monitoring Destination Address and the SCS/AS Reference ID are included in the Monitoring Request message. Otherwise the SCEF Address and SCEF Reference ID are included.

4. The HSS verifies the monitoring request information. If this check fails the HSS sends a Monitoring Response message with a cause value indicating the reason for the failure condition to the SCEF. The SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step.

If the Subscribed Periodic RAU/TAU Timer was already set by another monitoring configuration request that is still active, the HSS rejects the Monitoring Request with an appropriate Cause. The HSS stores the Monitoring Destination Address and the SCS/AS Reference ID or the the SCEF Reference ID and SCEF Address as provided by the SCEF. The Subscribed Periodic RAU/TAU Timer is set to the value of Maximum Detection Time, if it is provided.

5.
The HSS sends an Insert Subscriber Data Request (Monitoring Type, SCEF Address and SCEF Reference ID (for continuous monitoring) or SCS/AS Reference ID and Monitoring Destination Address (for onetime request), Subscribed Periodic RAU/TAU Timer and Onetime Request) message to the SGSN/MME. Onetime Request indicates that only a single event report shall be generated.

6.
The SGSN/MME receiving the request for monitoring Loss of Connectivity stores the received parameters and starts watching for the expiry of the UE Reachable Timer and uses the Reporting of monitoring events procedure to report any expiry until the related monitoring context is deleted from SGSN/MME. At every subsequent RAU/TAU procedure, the SGSN/MME applies the Subscribed Periodic RAU/TAU Timer.

7.
The SGSN/MME sends an Insert Subscriber Data Answer (Cause) message to the HSS.

8.
The HSS sends a Monitoring Response (IMSI and/or MSISDN, Cause) message to the SCEF.
9.
The SCEF sends a Monitoring Response (SCS/AS Reference ID, Cause) message to the SCS/AS.

5.n.1.4
Specific Parameters for Monitoring Event: UE reachability

The monitoring event of UE reachability notifies the service requestor when the UE becomes reachable for sending an SMS or downlink data to the UE, which is when the UE enters connected mode so that signalling and/or data connectivity is established. This monitoring event supports Reachabilty for SMS and Reachbility for Data. For Reachability for SMS only configurations for onetime reports are supported. The service requestor may indicate what maximum delay (Max Latency) he can accept for downlink data transfers and for how long a UE that becomes reachable should stay reachable (Max Response Time), so that after sending a UE rechability notification the SCS/AS may send downlink data that are delivered reliably to a UE using PSM before the UE becomes not reachable again. The Max Latency sets the Periodic Update time for the UE as it sets the maximum period in time after which a UE has to connect again with the network. What time values are acceptable for the Max Latency and Max Response Time is up to operator policy.
NOTE 1:
As the Max Latency determines the order of magnitude of the Periodic Update timer, the network should ensure that this maximum time and thereby the periodic RAU/TAU timers for the UE remain above lower bound values both for preserving the battery of the UE and for managing the signaling load of the network. So for UEs with battery constraints, it should not be a small time (e.g. on the order of only a few minutes). Even for UEs without battery constraints, trying to fulfill a maximum latency on the order of a few minutes can only apply to a limited number of UEs due to the cost of signalling induced by this feature.

NOTE 2:
The Max Latency is on the order of 1 minute to multiple hours. 

1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Max Number of Reports, optionally Monitoring Duration, Priority, optionally Monitoring Destination Address and Reachability Type, optionally Max Latency, optionally Max Response Time) message to the SCEF.

Reachability Type indicates whether Reachability for SMS or Reachability for Data is requested. Max Latency and Max Response Time are parameters that affect reachability. The Max Latency indicates the maximum delay for downlink data transfers that the SCS/AS can accept. Max Response Time indicates how long a UE that becomes reachable should stay reachable.

2.
The SCEF checks that the SCS/AS is authorised to send monitoring requests and that the SCS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step.

If it is not a onetime request, the SCEF stores Monitoring Duration, Max Number of Reports, the Monitoring Destination Address, SCS/AS Reference ID and assigns an SCEF Reference ID.

3a.
When Reachability for SMS is requested, the SCEF subscribes via S6t at the HSS to get notified when S6 Notification or Update Location procedures indicate to the HSS that the UE becomes reachable. The HSS performs the UE Reachability Notification Request procedure with the MME/SGSN to get notified about UE activity. The S6 procedures are as defined in TS 23.401 [nn] and are not further detailed here.

3b.When Reachability for Data is requested, the SCEF sends a Monitoring Request (External Identifier or MSISDN, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address, Monitoring Type, Max Latency and Max Response Time, Monitoring Destination Address, SCS/AS Reference ID and SCEF Reference ID) to the HSS. If it is a onetime request, the Monitoring Destination Address and the SCS/AS Reference ID are included in the Monitoring Request message. Otherwise the SCEF Address and SCEF Reference ID are included. If the value of Max Latency is 1 min or higher, the HSS sets the Subscribed Periodic RAU/TAU Timer to that requested time value. 
If the Subscribed Periodic RAU/TAU Timer was already set by another monitoring configuration Request that is still active, the HSS rejects the Monitoring Request with an appropriate Cause.

4. The HSS verifies the monitoring request information. If this check fails the HSS sends a Monitoring Response message with a cause value indicating the reason for the failure condition to the SCEF. The SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step. The HSS stores the received monitoring configuration.

5b.
The HSS sends and Insert Subscriber Data Request (Monitoring Type, SCEF Address and SCEF Reference ID (if not a onetime request), Monitoring Destination Address and SCS/AS Reference ID (if a onetime request), Onetime Request, Subscribed Periodic RAU/TAU Timer and Max Response Time) message to the SGSN/MME.

6b.The SGSN/MME receiving the request for monitoring Reachability stores the parameters and starts watching for the UE entering connected mode. At every subsequent RAU/TAU procedures, the SGSN/MME applies the Subscribed Periodic RAU/TAU Timer. 

7.
The SGSN/MME sends an Insert Subscriber Data Answer (Cause) message to the HSS.

8.
The HSS sends a Monitoring Response (IMSI and/or MSISDN, Cause) message to the SCEF.
9.
The SCEF sends a Monitoring Response (SCS/AS Reference ID, Cause) message to the SCS/AS.

5.n.1.5
Specific Parameters for Monitoring Event: Location Reporting

This monitoring event allows the service requestor to request Current Location or Last Known Location of a subscriber. The supported location accuracy is on RA/TA or cell level granularity. The Monitoring Request for Last Known Location supports only onetime requests. The monitoring configuration response delivers the subscriber location for a onetime request and also the current subscriber location for a request to monitor last known location continuously. For continous location reporting the serving node(s) sends a notification every time when becoming aware of a cell or RA/TA change, depending on the requested accuracy. The SCEF maps cell/RA/TA to geo location for indication to the service requestor. 

 NOTE:
Due to the potential increase in signalling load, it is recommended that a continuous monitoring of current location on cell level is only applied for a limited number of subscribers.

1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, optionally Monitoring Destination Address, Location Type, Accuracy) message to the SCEF.

Location Type indicates whether the request is for Current Location or Last Known Location and the wanted location Accuracy. If Accuracy allows for RA/TA or cell level location information, the SCEF selects this mechanism here. 

2.
The SCEF checks that the SCS/AS is authorised to send monitoring requests and that the SCS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step.


If it is not a onetime request, the SCEF stores Monitoring Duration, Max Number of Reports, the Monitoring Destination Address, SCS/AS Reference ID and assigns an SCEF Reference ID.

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN, SCS/AS Identifier, SCEF Address, SCEF Reference ID, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address, Location Type, Accuracy) message to the HSS.

4. The HSS verifies the monitoring request information. If this check fails the HSS sends a Monitoring Response message with a cause value indicating the reason for the failure condition to the SCEF. The SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step. The HSS stores the received information.

5a.
If it is a onetime request, the HSS queries the serving node(s) using the S6 procedures for obtaining current or last known location. The SGSN/MME performs procedures as specified in TS xyz [nn] and provides the information to the HSS.

5b.
If it is not a onetime request, the HSS sends an Insert Subscriber Data Request (Accuracy, SCEF Address and SCEF Reference ID) message to the SGSN/MME.

6b.
The MME/SGSN stores the received parameters and starts watching for cell/RA/TA changes, depending on requested Accuracy and reports when detecting changes using the report procedure.

7.
The SGSN/MME sends an Insert Subscriber Data Answer (Last Known Location) message to the HSS.

8.
The HSS sends a Monitoring Response (Last Known Location) to the SCEF.

9.
The SCEF maps the reported cell or RA/TA to a geo-location and sends a Monitoring Response (Last Known Location) to the SCS/AS. 

5.n.1.6
Specific Parameters for Monitoring Event: Change of IMSI-IMEI(SV) association

This monitoring event allows a service requestor to be notified, when there is a change of the device (IMEI(SV)) that uses a specific subscribtion (IMSI). It is based on the HSS being informed by the MME about the UE’s IMEISV according to the procedures defined in TS 23.401. If SGSNs shall support that monitoring event the Automatic Device Detection (ADD) function/feature defined in TS 23.060 needs to be supported by the SGSN.

1.
The SCS/AS sends a Monitoring Request (External Identifier or MSISDN, SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address, Association Type) message to the SCEF.

Association Type indicates whether change of IMEI or IMEISV to IMSI association shall be detected.

2.
The SCEF checks that the SCS/AS is authorised to send monitoring requests and that the SCS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step. The SCEF stores nothing.

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN, SCS/AS Identifier, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address, Association Type) message to the HSS.

4. The HSS verifies the monitoring request information. If this check fails the HSS sends a Monitoring Response message with a cause value indicating the reason for the failure condition to the SCEF. The SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step. After having accepted the request and stored the received information the HSS starts to store the last received IMEI(SV) for detecting any changes. 

5-7.
These steps don’t exist for this monitoring event type.

8.
The HSS sends a Monitoring Response (IMSI and/or MSISDN, Cause) message to the SCEF.
9.
The SCEF sends a Monitoring Response (SCS/AS Reference ID, Cause) message to the SCS/AS.

5.n.1.7
Specific Parameters for Monitoring Event: Roaming Status

This monitoring event allows a service requestor to query the UE’s current roaming status (the serving PLMN and/or whether the UE is in its hPLMN) and to get notified, when that status changes. It is based on the HSS being informed by the MME according to TS 23.401 and by the SGSN according to TS 23.060 about the UE’s serving PLMN.
1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address) message to the SCEF.

2.
The SCEF checks that the SCS/AS is authorised to send monitoring requests and that the SCS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step.The SCEF stores nothing.

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN, SCS/AS Identifier, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address) message to the HSS.

4. The HSS verifies the monitoring request information. If this check fails the HSS sends a Monitoring Response message with a cause value indicating the reason for the failure condition to the SCEF. The SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step. The HSS stores the received information unless it is a onetime request.

5-7.
These steps don’t exist for this monitoring event type.

8.
The HSS sends a Monitoring Response (Serving PLMN ID, CS and or PS provided and hPLMN Indication) message to the SCEF. 

9.
TheSCEF sends a Monitoring Response (Serving PLMN ID, CS or PS provided, and a hPLMN Indication) message to the SCS/AS. Operator policies in SCEF may restrict the report to SCS/AS, e.g. to indicate only whether the UE is in the home or in a roaming PLMN

5.n.1.8
Specific Parameters for Monitoring Event: Communication failure

This monitoring event allows a service requestor to be notified, when there is a communication failure (NAS or AS failure) that the serving node(s) can recognise.

1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Max Number of Reports, optionally Monitoring Duration, Priority, optionally Monitoring Destination Address) message to the SCEF.

2.
If it is not a onetime request, the SCEF stores Monitoring Duration, Max Number of Reports, the Monitoring Destination Address, SCS/AS Reference ID and assigns an SCEF Reference ID.

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN, SCS/AS Identifier, SCEF Address, SCEF Reference ID, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address) message to the HSS. If it is a onetime request, the Monitoring Destination Address and the SCS/AS Reference ID are included in the Monitoring Request message. Otherwise the SCEF Address and SCEF Reference ID are included.

4. The HSS verifies the monitoring request information. If this check fails the HSS sends a Monitoring Response message with a cause value indicating the reason for the failure condition to the SCEF. The SCEF sends a Monitoring Response message with a cause value indicating the reason for the failure condition and the flow stops at this step. The HSS stores the received information. 

5.
The HSS sends an Insert Subscriber Data Request (Monitoring Type, SCEF Address and SCEF Reference ID (for continuous monitoring) or SCS/AS Reference ID and Monitoring Destination Address (for onetime request) and Onetime Request) message to the SGSN/MME.

6.
The SGSN/MME receiving the request stores the inforamtionand starts watching for the communications failure events.

7.
The SGSN/MME sends an Insert Subscriber Data Answer (Cause) message to the HSS.

8.
The HSS sends a Monitoring Response (IMSI and/or MSISDN, Cause) message to the SCEF.
9.
The SCEF sends a Monitoring Response (SCS/AS Reference ID, Cause) message to the SCS/AS.

5.n.2
Monitoring event configuration at SGSN/MME
5.n.2.1
Configuration Procedure

Figure 5.n.2.1-1 illustrates the procedure of configuring monitoring at SGSN/MME. The procedure is common for various monitoring event types. The steps that are specific per monitoring event type are described in subsequent clauses on the ‘Specific Steps for Monitoring Events”.
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Figure 5.n.2.1-1: Monitoring event configuration at SGSN/MME procedure
5.n.2.2
Common Parameters of the Configuration Procedure

Same common parameters as of clause 5.n.1.2 apply.

5.n.2.3
Specific Steps for Monitoring Event: Reporting the number of UEs present in a geographic area

This monitoring event allows a service requestor to ask for the number of UEs that are in the geographic area described by the service requestor. The service requestor may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the service requestor may request the system to also activily look for the UEs within the area (Current Location). For this monitoring event only onetime reporting is supported.

NOTE 1: The system load may be high depending on Location Type. When Current Location is indicated, the MME/SGSN will page all UEs to determine their actual location, and when Last Known Location is indicated, the MME/SGSN will use the last known cell information and will not page all UEs.

1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Priority, Monitoring Destination Address, Location Type, Geographic Area) message to the SCEF.

Location Type indicates whether the request is for Current Location or Last Known Location. 

2.
The SCEF maps the Geographic Area to a list of cells and/or RAI(s)/TAI(s) and identifies the MMEs/SGSNs serving them by resolving the RA(s)/TA(s) to node addresses. 

NOTE 2: 
The mapping of Geographic Areas to serving operator (MNO) network list of cells and/or RAs/TAs, and the identity of the associated serving nodes (e.g. MMEs/SGSNs) is configured at the SCEF. 

The SCEF stores Monitoring Duration, Max Number of Reports, the Monitoring Destination Address, SCS/AS Reference ID and assigns an SCEF Reference ID.

3.
The SCEF sends a Monitoring Request (SCEF Address, SCEF Reference ID, Monitoring Type, Location Type, list of cells and/or RAI(s)/TAI(s)) message to those MMEs/SGSNs. 

4.
If the request is for last know location with cell granularity or for a location with RA/TA granularity, the MMEs/SGSNs collect all UEs for which the MME/SGSN stores a last know cell or RA/TA registration information that corresponds to the requested location.

NOTE 3:
The last known location may deviate from the UEs current location as, e.g. not necessarily every cell location change is reported to the MME/SGSN.

If the request is for current location with cell level granularity, the MMEs/SGSNs page in these cells to identify the UEs that are not already connected. For the already connected UEs the MMEs/SGSNs needs to query the RAN to receive the UE's current cell.

NOTE 4:
An MME/SGSN may miss some UEs, e.g. because of no paging response, which depends on applied paging strategy and UE’s coverage condition, or because the UE is not reachable, which can be due to applying power saving functions.

5.
The MMEs/SGSNs sends a Monitoring Response (Counting Result) message to the SCEF. 

6.
The SCEF combines the results from all involved MMEs/SGSNs and reports the total sum by sending a Monitoring Response (Number of UEs) message to the SCS/AS.

5.n.3
Reporting of monitoring events from HSS or SGSN/MME

The following figure illustrates the common procedure flow of reporting Monitoring events that are detected by the SGSN/MME or HSS. The details for the specific monitoring events are explained in subsequent clauses by describing the step details that are specific for the individual event.
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Figure 5.n.3-1: Monitoring event reporting procedure 
1.
A monitoring event is detected by SGSN/MME or by the HSS.

2.
The SGSN/MME or HSS sends a Monitoring Indication (IMSI and/or MSISDN, Monitoring Information) message to the SCEF. 

2a.
If it is a onetime event the event configuration is deleted by the SGSN/HSS after sending the Monitoring Indication. If the HSS stores no SCEF address the SGSN/MME determines an address. The Monitoring Indication includes Monitoring Destination Address and/or SCS/AS Reference ID and/or SCEF Reference ID as stored by the HSS.

2b.
If it is a onetime event the event configuration is deleted by the HSS after sending the Monitoring Indication. If the SGSN/MME stores no SCEF address the SGSN/MME determines an address. The Monitoring Indication includes Monitoring Destination Address and/or SCS/AS Reference ID and/or SCEF Reference ID as stored by the SGSN/MME.

3.
If not provided by the Monitoring Indication message, the SCEF derives the address of the Monitoring Destination node from its stored context. For reports where UE identities are included, the SCEF may need to map those into anonymous identities and stores the mapping for handling any subsequent API requests that may include those anonymous identities. The SCEF sends the Monitoring Indication (UE Identity, Monitoring Information, SCS/AS Reference ID) message to the Monitoring Destination node.


If the SCEF stores a context with the until the Max Number of Reports and/or the Monitoring Duration, the SCEF watches for the expiry of those and initiates deletion of the related monitoring event configuration when it happens.

If the Monitoring Indication is delivered by an SCEF without a context for the reported event, the SCEF shall delete the related monitoring event configuration from HSS and indicate Monitoring Destination Address and SCS/AS Reference ID to the HSS.

5.n.3.1
Reporting Event: Loss of connectivity

2a.
As long as the event is configured in the SGSN/MME, every time when the UE Reachable timer expires, the SGSN/MME sends a Monitoring Indication to the SCEF. Every subsequent RAU/TAU procedure in the SGSN/MME applies the Subscribed Periodic RAU/TAU Timer.

5.n.3.2
Reporting Event: UE reachability

2a.
As long as the Reachability for Data event is configured in the SGSN/MME, every time when the UE enters connected mode, the SGSN/MME sends a Monitoring Indication to the SCEF and keeps the S1-U connection of the UE at least for the Max Response Time less the UE’s PSM Active Timer value.

5.n.3.3
Reporting Event: Location Reporting

2a.
As long as continous location reporting is configured in the SGSN/MME, every time when the MME/SGSN becomes aware that the UE changes cell/RA/TA, the SGSN/MME sends a Monitoring Indication to the SCEF to provide the cell/RA/TA. Whether reporting is triggered by changing cell or RA/TA depends on requested Location Accuracy.

3.
The SCEF maps the reported cell or RA/TA to a geo-location and reports to the Monitoring Destination Address.

5.n.3.4
Reporting Event: Change of IMSI-IMEI(SV) association

2b.
As long as the event is configured in the HSS, every time when the HSS receives for the IMSI an IMEI(SV) that is different from the IMEI(SV) stored by the HSS, the HSS reports it to the SCEF until the Max Number of Reports or the Monitoring Duration are reached or until the related monitoring context is deleted from HSS.

5.n.3.5
Specific Parameters for Monitoring Event: Roaming Status

2b.
As long as continuous reporting for the event is configured in the HSS, every time when the HSS receives a serving PLMN ID that is different from the one stored by the HSS, the HSS reports it to the SCEF until the Max Number of Reports or the Monitoring Duration are reached or until the related monitoring context is deleted from HSS.

3.
The currently serving PLMN is indicated to the Monitoring Destination Address and whether it is home or roaming PLMN. Operator policies in SCEF may restrict the report, e.g. to indicate only whether the UE is in the home or in a roaming PLMN

5.n.3.6
Specific Parameters for Monitoring Event: Communication failure

2a.
As long as the event is configured in the SGSN/MME, every time when the MME/SGSN becomes aware of a RAN or NAS failure event, the MME/SGSN reports the corresponding RAN/NAS failure cause code to the SCEF.

3.
Based on operator configuration, the SCEF reports either the received failure cause code(s) as-is or an abstracted value to the Monitoring Destination Address.
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