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Abstract of the contribution: This contribution analyses and proposes use of APN for PDN connection identification and establishment for IOPS.
Discussion

Currently in 3GPP there are two types of Attach/PDN Connectivity requests may be possible that are relevant for Isolated EUTRAN (no backhaul) scenario.
For Initial Attach procedure:

1. Normal Initial Attach followed by default bearer setup;

2. Emergency Initial Attach followed by default bearer setup.

For UE initiated PDN Connection requests:

1. PDN Connection request, may include explicit APN (or default APN taken from the profile) for the PDN connection requested;

2. PDN Connection request with explicit Request Type indicating Emergency which then MME converts to emergency APN.

The use of Emergency indication should be restricted to actual public to authority communications like the emergency services.  It is also not efficient to add more indicators to add new Request types, nor is it extensible or provides high degree of reuse of existing functions.
Whereas reuse of APN concept and normal Initial Attach provides full alignment with the existing procedures and also provides possible extension/support for multiple PDN connections support with service specific needs, if such is deemed necessary.

Proposal

It is proposed to update TR 23.797 to document the decision to use APN to identify PDN connections and to use normal Initial Attach procedure for connectivity to the Local EPC.  
*************************Start Changes**************************************

6.1
Solution 1: Solution based on Local EPC for No Backhaul case

6.1.1
Functional description

This solution assumes that the eNB is co-sited with, or can reach, a Local EPC instance (including at least the MME, SGW/PGW and means to locally deliver security/access control as required by SA3) which is used in IOPS mode ( i.e. when there is no S1 connectivity to the macro EPC). This allows it to replicate the behaviour of a nomadic system isolated from the network, and it can be based largely on existing specifications.

Editor's note: It is FFS, also in cooperation with SA6, whether the Local EPC used in IOPS mode provides access to local MCPTT application servers for public safety or whether a peer to peer mode of operation is used instead.

In situations when the backhaul to the macro EPC is lost, the following is expected:

-
If the eNB can reach a Local EPC for IOPS mode of operation, the eNB shall use the Local EPC. 

-
If the eNB cannot reach a Local EPC instance, then it should enter a state where UEs do not attempt to select the cells under its control.

Nomadic EPS (also known as deployable systems, including a transportable Local EPC and eNB(s)) assists public safety services in areas where there is no coverage by the standalone IOPS network using Local EPC or the regular PLMN.
This approach allows addition of the IOPS capability with minimum standardization effort.

The eNB enters IOPS-No-backhaul mode of operation after it detects loss of S1 connectivity to the macro EPC. 

In this mode, the eNB starts advertising a PLMN-Id dedicated to IOPS. Only authorized UEs can access this PLMN. UEs should be configured to treat this PLMN-Id with lower preference (for EUTRAN access) so that other PLMNs operating in normal mode are selected first.

Editor's note: Whether ACB or other mechanisms are used to restrict any attempt to use this eNB by unauthorized (i.e. non Public Safety) UEs is FFS.

When an authorized PS UE selects the IOPS-mode cell, it attaches to the dedicated PLMN using normal Initial Attach procedure and is authenticated using security procedures to be identified by SA3.
If UE initiated PDN Connection procedures are required, then the UE should include an APN to identify the PDN connection associated with IOPS related operations using currently specified in TS 23.401[x].
Editor's note: SA3 shall decide whether or not the UE and the IOPS network need to use different security credentials (from those used in the macro EPC) for authentication and key agreement in the attachment procedure to the IOPS network. Any associated impacts on SA2 aspects needs to handled accordingly.
Editor's note: The use or not of the IMSI as a permanent identity when the UE attaches to the IOPS network will be dependent upon the mechanism and credentials used by the UE to authenticate in the IOPS network which will be decided by SA3.  Any associated impacts on the architecture and procedures defined by SA2 need to be handled accordingly.

If the scope of service of a Local EPC is a single eNB, then all cells served by the eNB shall share the same TAI (assigned for used in IOPS mode) and neighbouring eNBs that are also operating in IOPS mode with the same dedicated PLMN-Id are assigned different TAIs so a TAU is triggered upon mobility. This TAU would result in a TAU Rejection due to lack of suitable credentials/identity, and cause a UE to reattach via the new eNB to its co-sited EPC.

However, if multiple eNBs are configured to be served by a single Local EPC, configuration of TAIs for IOPS can be done according to local operator policies, in such a way that a reselection to a cell operating a PLMN in normal mode shall always trigger a TAU. Allowed EUTRAN PLMNs operating in Normal Mode are configured in the UE as higher priority than the IOPS PLMN.

Editor's note: It is FFS whether a mechanism to autonomously and dynamically establish IOPS networks, comprising Local EPCs and a number of isolated eNB's that can detect this Local EPC and use it, shall be standardized.

If sharing the same PLMN-Id it is assumed the TAI assigned to cells in Nomadic EPS also would be different from the TAIs assigned to eNBs operating in IOPS mode, so as to trigger TAU between these systems.

IP address assignment is performed as usual in the Local EPC.

The Local EPC acts as an IP router among locally attached devices.

Editor's note: It is FFS whether eMBMS for broadcast in IOPS mode under a single eNB cells is supported in this release. 

When a backhaul to the macro EPC is re-established, then the Local EPC S1 connections are released according to the IOPS-eNB policies to move the UEs to Idle mode, and the regular PLMN-Id is announced by the eNB so UEs reselect the normal PLMN and attach afresh to the macro EPC. When eventually all UEs move to the Macro EPC, IOPS is turned off.

***************  End Changes ******************
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