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1. Discussion 

This paper assumes architectural assumptions listed in companion document are already agreed

A potential list of topics to be studied for phase 1 is
1. In phase 1 there is No need for procedures similar to emergency attach (that aim at support the case where the UE is not authenticated , etc…) 

But it may be useful to allow the AAA server to know that an authentication (over TWAN/ePDG) is meant for emergency services: this would allow the AAA server to properly serve this request in case of congestion (own congestion, congestion information received over SWx). 
The Key issue is, when the UE authenticates itself to a TWAN/ePDG for the purpose of setting up an emergency session, to 

· Determine whether it may be useful to allow the AAA server to know that an authentication (over TWAN/ePDG) is meant for emergency services:

· If it is useful be useful to allow the AAA server to know that an authentication (over TWAN/ePDG) is meant for emergency services, define the mechanism to provide this information to the AAA server.

2. Location information 
In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a architecture in order to support providing network asserted location information from TWAG to IMS nodes.
No similar work has been carried out for the S2b case.
No interfaces have been specified to allow the LRF to fetch the location of an UE that is currently camping over WLAN
2. Proposal

To add following text in the TR

5
Key issues

5.A
Key Issue A: AAA server knowledge that an authentication (over TWAN/ePDG) is meant for emergency 

The Key issue is, when the UE authenticates itself to a TWAN/ePDG for the purpose of setting up an emergency session, to 

· Determine whether it may be useful to allow the AAA server to know that an authentication (over TWAN/ePDG) is meant for emergency services:

· If it is useful be useful to allow the AAA server to know that an authentication (over TWAN/ePDG) is meant for emergency services, define the mechanism to provide this information to the AAA server.

5.B
Key Issue B: providing to IMS nodes an as trusted as possible location information

Establishing emergency calls over WLAN requires the provision of location information for the UE to the network. Specifically, the UE location may be required in order to select the correct PSAP for the establishment of the emergency call. Location information may also be required by the network in order to provide a location to the PSAP that enables dispatch of emergency responders to the location of the caller. 
NOTE:
Following Requirements related will only be considered in phase 2: in the US, there is a requirement to provide location with a horizontal accuracy of around 50 meters to a PSAP in the case of existing cellular access (e.g. GSM, WCDMA, LTE) and this requirement can be considered as at least desirable by both users and PSAPs for emergency calls over WLAN in order to avoid degraded service.

In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a architecture in order to support providing network asserted location information from TWAG to IMS nodes.
The key issue is to define,
· In S2b/UWAN case, how it is possible to provide to IMS nodes an as trusted as possible location information. In Phase 1“Only existing location determination mechanisms are considered”.
· In both S2a/TWAN and S2b/UWAN cases how the UE can detect its own location when it is connected to the WLAN and which is the type of location information that the UE can detect. 
NOTE: 
The IMS ES procedure defines in TS 23.167 foresee the scenario where the UE knows its location information and sends it in the SIP INVITE message (step 3 of TS 23.167 figure 7.6-1) when it starts the emergency service
· How the LRF can fetch the location of an UE that is currently camping over WLAN (in both TWAN and UWAN cases)
The IMS ES procedure defines in TS 23.167 foresee the scenario when the LRF provides the UE’s location information to IMS Core or to Emergency Center. The key issue is to define how the LRF receives or retrieves the UE’s location. 

Both s2a and s2b cases shall be considered
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