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********************** Second Change ***********************

5.n
Monitoring Procedures

5.n.1
Monitoring Event configuration via HSS
5.n.1.1
Configuration Procedure

Figure 5.n.1.1-1 illustrates the procedure of configuring monitoring at HSS or MME/SGSN. The procedure is common for various Monitoring Event types. The steps specific to different Monitoring Event types are detailed in clauses 5.n.1.3 to 5.n.1.8.
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Figure 5.n.1.1-1: Monitoring event configuration at HSS procedure
1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Max Number of Reports, Monitoring Duration, Priority, Monitoring Destination Address) message to the SCEF.

2.
The SCEF stores SCS/AS Reference ID, SCS/AS Address, Monitoring Destination Address if present, Monitoring Duration if present, and Max Number of Reports if present. The SCEF assigns an SCEF Reference ID. Based on operator policies, if either the SCS/AS is not authorized to perform this request (e.g. if the SLA doesn’t allow for it) or the Monitoring Request is malformed or the SCS has exceeded its quota or rate of submitting monitoring requests, then performs step 9 with a Cause value appropriately indicating the error. 

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN, SCEF Address, SCEF Reference ID, Monitoring Type) message to the HSS to resolve the External Identifier or MSISDN to IMSI, and to configure the given Monitoring Event on HSS and on MME/SGSN, if required.

4. The HSS examines the Monitoring Request message. If this check fails the HSS follows step 8 with a cause value indicating the reason for the failure condition to the SCEF.

The HSS stores the SCEF Reference ID, and SCEF Address as provided by the SCEF.

5.
If required by the specific Monitoring Type, the HSS sends an Insert Subscriber Data Request (Monitoring Type, SCEF Address, SCEF Reference ID) message to the MME/SGSN.

6.
The MME/SGSN verifies the monitoring request information. If this check fails the MME/SGSN follows step 7 with a Cause value indicating the reason for the failure condition to the SCEF.

The MME/SGSN configures the Monitoring Event including storing received parameters, and performs necessary action(s). 
7.
If the monitoring configuration is successful, the MME/SGSN sends an Insert Subscriber Data Answer (Cause) message to the HSS. If the requested Monitoring Event implies immediate reporting of monitoring information, the MME/SGSN includes Monitoring Event Report in Insert Subscriber Data Answer message.
8.
The HSS sends a Monitoring Response (((IMSI and/or MSISDN and/or IMEI(SV) or External ID), Cause) message to the SCEF to acknowledge acceptance of the Monitoring Request. Depending on the operator policies, either External ID as received in step 4 or IMSI/IMEI(SV)/MSISDN is included. If the HSS received Monitoring Event Report from the MME/SGSN then it includes it in Monitoring Response message. If the requested Monitoring Event implies immediate reporting of monitoring information available to the HSS, then the HSS includes a Monitoring Event Report in the Insert Subscriber Data Answer message.
NOTE:
HSS can send multiple Monitoring Response messages to SCEF to indicate interim status of the Monitoring Request.

9.
The SCEF sends a Monitoring Response (SCS/AS Reference ID, Cause) message to the SCS/AS. If the SCEF received a Monitoring Event Report then it includes it in Monitoring Response message.
5.n.1.2
Common Parameters of the Configuration Procedure
This clause describes the common parameters related to the monitoring event configuration procedure.

SCS/AS Reference ID is a parameter created by the SCS/AS to refer to a specific transaction initiated by the SCS/AS towards the SCEF. SCS/AS Reference ID is stored by the SCEF.

SCEF Reference ID is a parameter created by the SCEF to associate a Monitoring Response, Monitoring Indication, and Update Request to a specific Monitoring Request and the associated context information within SCEF. SCEF Reference ID is stored by HSS, MME or SGSN.
NOTE:
An SCEF may aggregate Monitoring Event configuration requests for the same External identifier/MSISDN from different SCS/AS. Whether SCEF uses the same or different SCEF Reference ID for such multiple requests is up to operator configuration. 
SCEF Address indicates address of the SCEF to which Monitoring Indication is to be sent to by the HSS, MME or SGSN. SCEF Address is stored by the HSS, MME or SGSN.
Monitoring Type identifies the specific Monitoring Event being requested. 

Maximum Number of Reports is an optional parameter that indicates the maximum number of event reports to be generated by the HSS, MME, or SGSN until the associated monitoring event is considered to expire. A value of one implies a single event report is to be generated which makes it equivalent to a One-time Monitoring Request.

Monitoring Duration is an optional parameter that indicates time at which the related monitoring event request is considered to expire. 

Inclusion of either Maximum Number of Reports or Monitoring Duration makes the Monitoring Request a Continuous Monitoring Request. For Continous Monitoring Request, a single Monitoring Request generates more than one Monitoring Indication messages.

Absence of either Maximum Number of Reports or Monitoring Duration makes the Monitoring Request a One-time Monitoring Request. For One-time Monitoring Request, a single Monitoring Request generates only one Monitoring Indication message. 

If for a given Monitoring Event both Maximum Number of Reports and Monitoring Duration are included then the monitoring request is considered to expire when either of the condition is met first. 

Priority is an optional parameter which indicates the relative priority of multiple Monitoring Requests by SCS/AS e.g. for deciding which requests to serve under overload condition.
Monitoring Destination Address is an optional parameter included by the SCS/AS to indicate whether the Monitoring Indication(s) are to be delivered to an address different from the address of the requesting SCS/AS. Absence of this parameter implies that Monitoring Indication(s) are to be sent to the SCS/AS that originated the Monitoring Request.
5.n.1.3
Specific Parameters for Monitoring Event: Loss of connectivity

Loss of connectivity indicates when the 3GPP network detects that the UE is no longer reachable for either signalling or user plane communication. Such condition is identified when the mobile reachability timer expires in the MME or SGSN (see TS 23.401 [x], TS 23.060[y]). The SCS/AS may provide a Maximum Detection Time which indicates the maximum amount of time after which the SCS/AS considers the UE to be unreachable for the SCS/AS.
. Depending on operator policies, the SCEF may change Maximum Detection Time requested by the SCS/AS when sending it to HSS. 
NOTE 1:
As the maximum detection time of loss of connectivity determines the order of magnitude of the Periodic Update timer, the network should ensure that this maximum detection time and thereby the periodic RAU/TAU timers for the UE remain above lower bound values both for preserving the battery of the UE and for managing the signaling load of the network. So for UEs with battery constraints, it should not be a small time (e.g. on the order of only a few minutes). Even for UEs without battery constraints, trying to fulfill a maximum detection time of loss of connectivity on the order of a few minutes can only apply to a limited number of UEs due to the cost of signalling induced by this feature.
NOTE 2:
The maximum detection time of loss of connectivity is on the order of 1 minute to multiple hours. 
1.
SCS/AS sets Monitoring Type to “Loss of Connectivity”, and optionally adds Maximum Detection Time prior to sending Monitoring Request to the SCEF as in step 1 of 5.n.1.1.

2.
SCEF executes step 2 of 5.n.1.1.

3.
SCEF executes step 3 of 5.n.1.1.

4.  HSS executes step 4 of 5.n.1.1. In addition, it checks whether the Maximum Detection Time is within the range defined by operator policies, and, if acceptable then the HSS sets the subscribed periodic TAU/RAU timer to the value of Maximum Detection Time, if it is provided. If the subscribed periodic TAU/RAU Timer was previously set by a different Monitoring Request identified by a different SCEF Reference ID for the same UE then, depending on operator configuration, the HSS either performs step 8 to reject the Monitoring Request with an appropriate Cause or accepts the request. In case of HSS accepts the request, then it cancels the previously accepted Monitoring Request.
5.
HSS executes step 5 of 5.n.1.1. In aditition, the HSS includes the Subscribed Periodic RAU/TAU Timer (if modified) and Max Number of Reports (if only a single report is requested).
6.
MME/SGSN executes step 6 of 5.n.1.1. If MME/SGSN receives a subscribed periodic RAU/TAU timer value from the HSS it allocates the subscribed value to the UE as periodic TAU /RAU timer.  The MME/SGSN start watching for the expiration of the mobile reachable timer.
7-9.
Steps 7 -9 of 5.n.1.1 are executed.

5.n.1.4
Specific Parameters for Monitoring Event: UE reachability

UE reachability indicates when the UE becomes reachable for either SMS or downlink data i.e. when the UE transitions to ECM_CONNECTED mode. This monitoring event supports Reachabilty for SMS and Reachability for Data. Only One-time Monitoring Request for Reachability for SMS is supported. The SCS/AS may include the following parameters in the Monitoring Event configuration request to the SCEF:

· Reachability Type indicating whether the request is for “Reachability for SMS”, or “Reachability for Data”. 
· Optionally, Maximum Latency indicating maximum delay acceptable for downlink data transfers. Maximum Latency is used for setting the periodic TAU/RAU timer for the UE as it sets the maximum period after which a UE has to connect to the network again.
· Optionally, Maximum Response Time indicating the time for which the UE stays reachable to allow SCS/AS time to reliably deliver the required downlink data. Maximum Latency is used for setting the Active Time for the UE.
NOTE 1:
As the Max Latency determines the order of magnitude of the Periodic Update timer, the network should ensure that this maximum time and thereby the periodic RAU/TAU timers for the UE remain above lower bound values both for preserving the battery of the UE and for managing the signaling load of the network. So for UEs with battery constraints, it should not be a small time (e.g. on the order of only a few minutes). Even for UEs without battery constraints, trying to fulfill a maximum latency on the order of a few minutes can only apply to a limited number of UEs due to the cost of signalling induced by this feature.

NOTE 2:
The Max Latency is on the order of 1 minute to multiple hours. 

1.
The SCS/AS sets Monitoring Type to “UE Reachability”, and includes Reachability Type, optionally Maximum Latency, optionally Maximum Response Time prior to sending Monitoring Request to the SCEF as in step 1 of 5.n.1.1.
2.
SCEF executes step 2 of 5.n.1.1. In addition, it checks whether the Maximum Latency and the Maximum Response Time are within the range defined by operator policies. If not, then depending on operator policies, the SCEF may reject the request by performing step 9 of 5.n.1.1 with an appropriate cause value or set Maximum Detection Time to a value considered to be within acceptable range.
3.
When “Reachability for SMS” is requested, the SCEF subscribes with the HSS to get notified at Update Location procedures (on S6a/d).

When “Reachability for Data” is requested, the SCEF executes step 3 of 5.n.1.1. In addition, if provided, it includes Maximum Latency, and Maximum Response Time and Max Number of Reports (if only a single report is requested).
4.
The HSS executes step 4 of 5.n.1.1. In addition, if acceptable then the HSS sets the subscribed periodic TAU/RAU timer to the value of Maximum Latency, if it is provided. If the subscribed periodic TAU/RAU Timer was previously set by a different Monitoring Request identified by a different SCEF Reference ID for the same UE then, depending on operator configuration, the HSS either performs step 8 to reject the Monitoring Request with an appropriate Cause or accepts the request. In case of HSS accepts the request, then it cancels the previously accepted Monitoring Request.
5.
HSS executes step 5 of 5.n.1.1. In aditition, the HSS includes the Subscribed Periodic RAU/TAU Timer (if modified), Maximum Response Time (if provided) and Maxium Number of Reports (if only a single report is requested).
6.
The SGSN/MME executes step 6 of 5.n.1.1 and starts watching for the UE entering connected mode. At every subsequent RAU/TAU procedures, the SGSN/MME applies the Subscribed Periodic RAU/TAU Timer. 
7-9.
Steps 7 -9 of 5.n.1.1 are executed.
5.n.1.5
Specific Parameters for Monitoring Event: Location Reporting

This monitoring event allows the SCS/AS to request either the Current Location or the Last Known Location of a UE. The supported location accuracy is at either cell level (CGI/ECGI), eNB, LA/TA/RA level, or Presence Area reporting level. Only one-time Monitoring Requests are supported for the Last Known Locationrequest. The Monitoring Event Report delivers the subscriber location for a One-time Monitoring Request, and also the current subscriber location for a request to monitor last known location continuously. For continous location reporting the serving node(s) sends a notification every time when becoming aware of a cell or RA/TA change, depending on the requested accuracy. The SCEF maps eNB/cell/RA/TA to geo location for indication to the service requestor. 

 NOTE:
Due to the potential increase in signalling load, it is recommended that a continuous monitoring of current location on cell level is only applied for a limited number of subscribers.

1.
The SCS/AS sets Monitoring Type to “Location Reporting”, and adds Location Type and optionally Accuracy prior to sending Monitoring Request to the SCEF as in step 1 of 5.n.1.1.

Location Type indicates whether the request is for Current Location or Last Known Location. Accuracy parameter indicates desired level of accuracy of the requested location information.
NOTE:
Accuracy could be at cell level (CGI/ECGI), LA/TA/RA level, Presence Area reporting level, or other formats e.g. shapes (e.g. polygons, circles etc.) or civic addresses (e.g. streets, districts etc.) as referenced by OMA Presence API [27].

2.
SCEF executes step 2 of 5.n.1.1.

3.
If Accuracy is included in step 1 then based on operator configuration the SCEF maps it to permissible granularity at cell level (CGI/ECGI), or LA/TA/RA level, or Presence Area reporting level. If Accuracy is not included in step 1 then based on operator configuration the SCEF sets the permissible granularity to be at cell level (CGI/ECGI), or LA/TA/RA level, or Presence Area reporting level. The SCEF adds Location Type, Accuracy and Maximum Number of Reports (if only a single report is requested) prior to sending Monitoring Request to the SCEF as in step 3 of 5.n.1.1.

4.  HSS executes step 4 of 5.n.1.1.
5.
Depending on the Location Type the HSS sets "Current Location Request" bit (see TS 29.272 [26]), and adds Accuracy prior to sending Insert Subscriber Data Request to the MME/SGSN as in step 5 of 5.n.1.1.

6.
The MME/SGSN executes step 6 of 5.n.1.1 and depending on the requested Accuracy invokes the appropriate procedures as defined in TS 23.401 [7] or 23.060 [8]. If it is no one-time request, the MME/SGSN starts watching for cell/RA/TA/eNB changes, depending on requested Accuracy.
7-9.
Steps 7 -9 of 5.n.1.1 are executed and include the report of the last known location.
5.n.1.6
Specific Parameters for Monitoring Event: Change of IMSI-IMEI(SV) Association

Change of IMSI-IMEI(SV) indicates a change of the ME (IMEI(SV)) that uses a specific subscribtion (IMSI). It is based on the HSS being informed by the MME about the UE’s IMEI(SV) according to the procedures defined in TS 23.401 [7]. The support of this Monitoring Event by the SGSN requires the support of Automatic Device Detection (ADD) function/feature defined in TS 23.060 [8].

1.
The SCS/AS sets Monitoring Type to “Change of IMSI-IMEI(SV) Association” , and adds Association Type prior to sending Monitoring Request to the SCEF as in step 1 of 5.n.1.1.
Association Type indicates whether change of IMEI or IMEISV to IMSI association shall be detected.
2.
SCEF sets the Monitoring Event type as received in step 1 prior to executing step 2 of 5.n.1.1.

3.
SCEF adds Association Type and Max Number of Reports (if only a single report is requested) prior to sending Monitoring Request to the SCEF as inexecutes step 3 of 5.n.1.1.

4.  HSS executes step 4 of 5.n.1.1.
5-7.
Steps 5-7 of 5.n.1.1 shall not be executed for this Monitoring Event.
8-9.
Steps 8-9 of 5.n.1.1 are executed.

5.n.1.7
Specific Parameters for Monitoring Event: Roaming Status

This monitoring event allows the SCS/AS to query the UE’s current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and to get notified, when that status changes. It is based on the HSS being informed of the UE’s serving PLMN by the MME according to TS 23.401 [7] and by the SGSN according to TS 23.060 [8].
1.
The SCS/AS sets Monitoring Type to “Roaming Status” prior to sending Monitoring Request to the SCEF as in step 1 of 5.n.1.1. Optionally, it includes “PLMN Information” parameter to request inclusion of UE’s Serving PLMN ID in the Monitoring Event Report.
2.
SCEF executes step 2 of 5.n.1.1.

3.
SCEF includes Serving PLMN ID, if sent in step 1, Association Type and Max Number of Reports (if only a single report is requested) prior to sending Monitoring Request to the SCEF as in step 3 of 5.n.1.1.

4.  HSS executes step 4 of 5.n.1.1.
5-7.
Steps 5-7 of 5.n.1.1 shall not be executed for this Monitoring Event.
8-9.
Steps 8-9 of 5.n.1.1 are executed. Monitoring Event Report for this event is sent in the Monitoring Response message. Monitoring Event Report indicates whether UE is presently roaming or not. If PLMN Information was requestd in step 1, and the operator policies allow, then HSS includes:

· the HPLMN PLMN-Id if the UE is in HPLMN or

· the Visited PLMN-Id (see TS 29.272 [26]) if the UE is in VPLMN.

5.n.1.8
Specific Parameters for Monitoring Event: Communication failure

This monitoring event allows the SCS/AS to be notified of communication failure events, identified by RAN/NAS Release Cause codes per TS 23.401[7].
1.
The SCS/AS sets Monitoring Type to “Communication Failure” prior to sending Monitoring Request to the SCEF as in step 1 of 5.n.1.1.
2.
SCEF executes step 2 of 5.n.1.1.

3.
SCEF adds Max Number of Reports (if only a single report is requested) and executes step 3 of 5.n.1.1.

4.  HSS executes step 4 of 5.n.1.1.
5.
The HSS adds Max Number of Reports (if only a single report is requested) prior to sending Insert Subscriber Data Request to the SGSN/MME as in step 5 of 5.n.1.1.

6.
The MME/SGSN executes step 6 of 5.n.1.1 and starts watching for communication failure events.
7-9.
Steps 8-9 of 5.n.1.1 are executed.

5.n.2
Monitoring Event configuration at SGSN/MME

5.n.2.1
Configuration Procedure

Figure 5.n.2.1-1 illustrates the procedure of configuring monitoring at SGSN/MME. The procedure is common for various monitoring event types. The steps specific to different Monitoring Event types are detailed in clause 5.n.2.3.
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Figure 5.n.2.1-1: Monitoring event configuration at SGSN/MME procedure
1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Priority, Monitoring Destination Address) message to the SCEF.

2.
The SCEF stores Monitoring Duration, Max Number of Reports, the Monitoring Destination Address, SCS/AS Reference ID and assigns an SCEF Reference ID.

3.
The SCEF sends a Monitoring Request (SCEF Address, SCEF Reference ID, Monitoring Type) message to the MMEs/SGSNs. 

4.
The MME/SGSN stores SCEF Address, SCEF Reference ID and other relevant parameters.

5.
The MMEs/SGSNs sends a Monitoring Response message to the SCEF. 

6.
The SCEF sends a Monitoring Response message to the SCS/AS.
5.n.2.2
Common Parameters of the Configuration Procedure

Same common parameters as of clause 5.n.1.2 apply.

5.n.2.3
Specific Steps for Monitoring Event: Reporting the number of UEs present in a geographic area

This monitoring event allows a service requestor to ask for the number of UEs that are in the geographic area described by the service requestor. The service requestor may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the service requestor may request the system to also activily look for the UEs within the area (Current Location). For this monitoring event only onetime reporting is supported.

NOTE 1: The system load may be high depending on Location Type. When Current Location is indicated, the MME/SGSN will page all UEs to determine their actual location, and when Last Known Location is indicated, the MME/SGSN will use the last known cell information and will not page all UEs.

1.
The SCS/AS adds Location Type and Geographic Area before sending Monitoring Request.

Location Type indicates whether the request is for Current Location or Last Known Location. 

2.
The SCEF maps the Geographic Area to a list of cells and/or RAI(s)/TAI(s) and identifies the MMEs/SGSNs serving them by resolving the RA(s)/TA(s) to node addresses. 

NOTE 2: 
The mapping of Geographic Areas to serving operator (MNO) network list of cells and/or RAs/TAs, and the identity of the associated serving nodes (e.g. MMEs/SGSNs) is configured at the SCEF. 

3.
The SCEF adds Monitoring Type, Location Type, list of cells and/or RAI(s)/TAI(s) before sending Monitoring Request to those MMEs/SGSNs. 

4.
If the request is for last know location with cell granularity or for a location with RA/TA granularity, the MMEs/SGSNs collect all UEs for which the MME/SGSN stores a last know cell or RA/TA registration information that corresponds to the requested location.

NOTE 3:
The last known location may deviate from the UEs current location as, e.g. not necessarily every cell location change is reported to the MME/SGSN.

If the request is for current location with cell level granularity, the MMEs/SGSNs page in these cells to identify the UEs that are not already connected. For the already connected UEs the MMEs/SGSNs needs to query the RAN to receive the UE's current cell.

NOTE 4:
An MME/SGSN may miss some UEs, e.g. because of no paging response, which depends on applied paging strategy and UE’s coverage condition, or because the UE is not reachable, which can be due to applying power saving functions.

5.
The MMEs/SGSNs sends a Monitoring Response (Counting Result) message to the SCEF. 

6.
The SCEF combines the results from all involved MMEs/SGSNs and reports the total sum by sending a Monitoring Response (Number of UEs) message to the SCS/AS.

5.n.3
Reporting of Monitoring Events from HSS or MME/SGSN

The following figure illustrates the common procedure flow of reporting Monitoring Events that are detected by the MME/SGSN or HSS. The steps specific to different Monitoring Event types are detailed in clauses 5.n.3.1 to 5.n.3.6.
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Figure 5.n.3-1: Monitoring event reporting procedure 
1.
A Monitoring Event is detected by the node at which the Monitoring Event is configured i.e either at MME/SGSN or at the HSS.

The MME/SGSN or HSS sends a Monitoring Indication (IMSI and/or MSISDN, SCEF Reference ID, and Monitoring Event Report) message to the SCEF indicated by SCEF Address as received in step 3 (for HSS) or step 5 (for MME/SGSN) of 5.n.1.1. 
NOTE:
For the same UE, HSS or MME/SGSN can include multiple Monitoring Event Reports in the same message. In such a case, each Monitoring Event Report is includes the SCEF Reference ID for which the Monitoring Event Report is being generated. 
2a.
If the Monitoring Event is triggered by a One-time Monitoring Request, then the Monitoring Event configuration is deleted by MME/SGSN upon completion of this step.

2b.
If the Monitoring Event is triggered by a One-time Monitoring Request, then the Monitoring Event configuration is deleted by HSS upon completion of this step.

3.
Using the SCEF Reference ID, the SCEF retrieves the associated SCS/AS Reference ID along with the address of SCS/AS intended for Monitoring Indication message. If External Identifier or MSISDN were not included for a given Monitoring Request, but the Monitoring Indication contains IMSI or IMEI(SV), then depending on operator policies, SCEF may anonymize the UE identity prior to sending Monitoring Indication to SCS/AS. If anonymized, then SCEF stores the corresponding mapping to allow subsequent handling of SCS/AS using such identifiers. The SCEF sends a Monitoring Indication (SCS/AS Reference ID, UE Identity, Monitoring Information) message to the SCS/AS identified by Monitoring Destination Address stored in the SCEF.


Upon completion of One-time Monitoring Request or expiration of Continuous Monitoring Request, the SCEF deletes associated Monitoring Event configuration.

5.n.3.1
Reporting Event: Loss of connectivity

2a.
If this Monitoring Event was configured by One-time Monitoring Request, then upon expiry of the mobile reachabile timer step 3 of 5.n.3.1 is executed. Otherwise, step 2a-3 of 5.n.3.1 are executed until either the criteria for Continous Monitoring Request is met or the Monitoring Request context is deleted from the MME/SGSN.

5.n.3.2
Reporting Event: UE reachability

2a.
If Reachability for Data was requested for One-time Monitoring Request then the MME/SGSN sends a Monitoring Indication message to the SCEF when UE transitions to ECM_CONNECTED mode. 
If Reachability for Data was requested not for One-time Monitoring Request then the MME/SGSN sends a Monitoring Indication message to the SCEF at each transition of the UE to ECM_CONNECTED mode. 
If Maximum Response Time was included in step 6 of 5.n.1.4 then the MME/SGSN keep the corresponding S1-U/Iu-PS connections of the UE for duration of at least for the Max Response Time less the UE’s PSM Active Timer value.

5.n.3.3
Reporting Event: Location Reporting

2a.
As long as continous location reporting is configured in the SGSN/MME, every time when the MME/SGSN becomes aware that the UE changes cell/RA/TA, the SGSN/MME sends a Monitoring Indication to the SCEF to provide the cell/RA/TA. Whether reporting is triggered by changing cell or RA/TA depends on requested Location Accuracy.

3.
The SCEF maps the reported cell or RA/TA to a geo-location and reports to the Monitoring Destination Address.

5.n.3.4
Reporting Event: Change of IMSI-IMEI(SV) association

2b.
As long as the event is configured in the HSS, every time when the HSS receives for the IMSI an IMEI(SV) that is different from the IMEI(SV) stored by the HSS, the HSS reports it to the SCEF until the Max Number of Reports or the Monitoring Duration are reached or until the related monitoring context is deleted from HSS.

5.n.3.5
Specific Parameters for Monitoring Event: Roaming Status

2b.
As long as continuous reporting for the event is configured in the HSS, every time when the HSS receives a serving PLMN ID that is different from the one stored by the HSS, the HSS reports it to the SCEF until the Max Number of Reports or the Monitoring Duration are reached or until the related monitoring context is deleted from HSS.

3.
The currently serving PLMN is indicated to the Monitoring Destination Address and whether it is home or roaming PLMN. Operator policies in SCEF may restrict the report, e.g. to indicate only whether the UE is in the home or in a roaming PLMN

5.n.3.6
Specific Parameters for Monitoring Event: Communication failure

2a.
As long as the event is configured in the SGSN/MME, every time when the MME/SGSN becomes aware of a RAN or NAS failure event, the MME/SGSN reports the corresponding RAN/NAS failure cause code to the SCEF.

3.
Based on operator configuration, the SCEF reports either the received failure cause code(s) as-is or an abstracted value to the Monitoring Destination Address.
�don't think so; if multiple thne Mon Resp and Event Report are separated


�Isn’t it the max time after which the SCS/AS wants to be notified that a UE is unreachable?


�Yet to review


�need to enhance this to outline diff between conitnuous v/s one-time. Also, accuracy handling needs to be taken into account


�need to formalize the language a bit more
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