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Introduction

This contribution includes the evaluation criteria for webRTC support of IMS corresponding to users managed by third parties (section 5.3).
5.3
Evaluation
5.3.2 Solution 2
	Criteria
	Solution 2

	Provisioning impacts for third party
	Case 1: Identities Allocated by IMS provider: 
· DNS for third Party user domains provisioned to route terminating traffic to third party domains to the address of the I-CSCF, or FQDN for I-CSCF.

Case 2:Identities Allocated by Third Party Provider

· Provision the IMS identities allocated to third Party Identities
· DNS for third Party user domains provisioned to route terminating traffic to third party domains to the address of the I-CSCF, or FQDN for I-CSCF 

	Provisioning impacts for IMS provider
	Configure the third party domains in the I-CSCF, eP-CSCF, whenever there is a third party agreement.
Configure the allocated wIMPUs in the eP-CSCF, and the feature tag for the eP-CSCF
Every time a new wIMPU is allocated to a third party it has to be configured in the eP-CSCF.

	Impacts on Network Interfaces
	· No impacts on existing IMS interface.

· Two new interfaces are required to enable interworking between the wIMPU registrar and both the eP-CSCF and I-CSCF 

	eP-CSCF Functional impacts
	· It has to support interworking with the wIMPU registrar to manage WIC registration contexts.
· It has to support forking in case a WIC with 2 or more contacts accesses the same eP-CSCF.

· It has to pre-register in IMS the pre-provisioned wIMPUs and include the provisioned vendor specific feature tag

	HSS Functional impacts
	No Impacts

	S-CSCF Functional impacts
	No Impacts

	I-CSCF Functional impacts
	Domain names for third party providers to be configured.

For any incoming INVITE for a WIC user, the I-CSCF validates the wIMPU registrar to verify if the WIC is registered. If registered the I-CSCF retrieves the WIC registration context, and includes the Accept-Contact header with the proper feature tag fetched from the WIC registration context in the outgoing SIP INVITE to the S-CSCF.

	New Functional Entity
	A new data base is required to hold the registration status and registration context for registered WIC users. This new database has interfaces towards eP-CSCF and I-CSCF

	Scalability for new functional Entity
	The wIMPU registrar is fully scalable since the front end can be separated from the actual database. 

	Scalability for S-CSCF
	Fully Scalable.

Multiple wIMPUs can be allocated to a third party.  A wIMPU can be serviced by one S-CSCF as per existing IMS procedures. 
Each wIMPU allocated to a third party provider can be allocated to a different S-CSCF.

	Scalability of HSS
	No impact

	Scalability for eP-CSCF
	Fully scalable.

Any number of eP-CSCFs supporting this feature can be deployed at any time. A  FQDN, through DNS resolution, shall select anyone. Hence, a WIC can deregister and reregister to any eP-CSCF

	Support for external Identities
	Support SIP based non-IMS external identities, including allocation for temporary Telephone numbers,  belonging to third party provider users

	Extensibility to Support  roaming scenarios
	No additional functionality to support home-based routing.

Local breakout can be supported with additional functionality to allow authorization of roaming WIC users with their home third party domains and the wIMPU registrar. Hence the wIMPU registrar has to support roaming. This implies that W6 has to be a roaming interface.

	Support for Restoration Procedures
	Support existing IMS restoration procedures 



	Resiliency
	· The usage of DNS with FQDN to locate eP-CSCF ensures no single point of failure.
· The usage of DNS for terminating traffic to any I-CSCF ensures no single point of failure
· Using existing IMS Restoration procedures ensures that active WIC users are not impacted by any failure in any S-CSCF, or eP-CSCF.

	Advantages of Solution
	· Smooth Deployment: eP-CSCFs can be deployed exclusively to carry webRTC traffic through DNS configuration. I-CSCFs can be deployed and configured through DNS to carry exclusively webRTC traffic. Even S-CSCF can be exclusively deployed for webRTC taffic if need be (through capabilities configuration).
· Minimum Provisioning: No provisioning required for third party providers, (other than DNS) when identities are allocated by the IMS service provider. IMS providers have to provision third party domain names in the I-CSCF as well as the w-IMPUs and feature tags in the eP-CSCF.
· Traffic Separation: The use of a separate database for webRTC, in addition to optionally using separate control nodes as described above  ensures that IMS traffic is completely unaffected by webRTC traffic.  

· No impact on third Party Users: Third party users don’t have to be aware of an IMS identity that they have to provide to people to reach them. They can continue to use the same identities they have but they have to be SIP based. 

Fully Scalable: Every node is independently scalable

Operational Cost:  Virtually non-existent for the scenario when the IMS provider allocates the identities.

	Limitations of Solution
	No limitations.

	Operational Impacts
	None, given the minimal provisioning required for the case when the IMS provider allocated the IMS identities.


	End changes
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