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Abstract of the contribution: This paper adds some definitions to section 3.1 and text for the overall evaluation in section 7.1 of TR 23.718. 
1. DISCUSSION 
This paper adds some definitions to section 3.1 and text for the overall evaluation in section 7.1 of TR 23.718.
2. PROPOSAL
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1], TS 22.101 [2], and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].



Service Function Chain (SFC): A service function chain defines an ordered set of abstract service functions (SFs) and ordering constraints that must be applied to packets and/or frames and/or flows selected as a result of classification. The implied order may not be a linear progression as the architecture allows for SFCs that copy to more than one branch, and also allows for cases where there is flexibility in the order in which service functions need to be applied.
Service Function Forwarder (SFF): A service function forwarder is responsible for forwarding traffic to one or more connected service functions according to information carried in the SFC encapsulation, as well as handling traffic coming back from the SF. Additionally, a service function forwarder is responsible for delivering traffic to a classifier when needed and supported, transporting traffic to another SFF (in the same or different type of overlay), and terminating the SFP.

Service Function Path (SFP): The SFP provides a level of indirection between the fully abstract notion of service function chain as a sequence of abstract service functions to be delivered, and the fully specified notion of exactly which SFF/SFs the packet will visit when it actually traverses the network. By allowing SFC components to specify this level of indirection, the operator may control the degree of SFF/SF selection authority that is delegated to the network.
SFC Encapsulation: The SFC Encapsulation provides at a minimum SFP identification, and is used by the SFC-aware functions, such as the SFF and SFC-aware SFs. The SFC Encapsulation is not used for network packet forwarding. In addition to SFP identification, the SFC encapsulation carries metadata including data plane context information.
7
Overall Evaluation

7.1
General

In doing the evaluation, a set of criteria is considered for key issue #1 (Interface for provisioning of traffic steering policy).

-
Traffic steering policies must be transferred to a functional entity (distributed is an option) of the SFC solution playing the role of the controller of an SFC enabled domain

-
The controller of an SFC enabled domain must have an E2E view of the SFC enabled domain with regard to the instances of service functions/SFFs, their network topology, their load/state, their lifecycle operations, their KPIs/attributes, the KPIs/attributes and lifecycle operations of the network links connecting service functions 

-
The controller of an SFC enabled domain must allow dynamic discovery of service functions and their location
-
The controller of an SFC enabled domain must be able to construct SFPs, translating SFCs to forwarding paths

-
The controller of an SFC enabled domain must be able to support dynamic instantiation of SFPs, i.e. service function instances are selected according to their states and attributes at time of demand, specifically at initial classification or during intermediate traversal of the SFP 

-
The controller of an SFC enabled domain must provide requisite SFC data plane information to the SFC architecture components, most notably the SFFs 

-
The controller of an SFC enabled domain must specify metadata associated with a given SFP and propagate said metadata to the relevant SFs and/or SFC encapsulation-proxies or their respective policy planes.
-
Existing functionality is re-used or enhanced wherever applicable.

-
The number of nodes involved should be kept to a minimum

The following set of criteria is considered for key issue #2 (Semantics of traffic steering policy):

-
Existing functionality is re-used or enhanced wherever applicable.
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