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Discussion

During the last SA2 meeting, we discussed heavily regarding the need to support the application reporting functionality for the FMSS solution. We could not reach any consensus and hence we added the following Editor's Note in clause 5.1.2 to continue working on the same in future meetings.

Editor's Note: Whether the FMSS solution is required to support application reporting functionality is FFS.
In this paper we propose various alternatives to address the above Editor's Note with the intention to resolve this open issue so that we can progress towards the FMSS conclusion.

1. To agree to support of application reporting functionality as a requirement for the FMSS solution

The application reporting refers to the ability to detect the application information and report the same to PCRF so that the PCRF can take this into account while defining and activating appropriate traffic steering policy. The source companies believe that the current SA1 requirements require the FMSS solution to support the application reporting functionality.

Excerpt from 3GPP TS 22.101 clause 30.2:

-
The 3GPP Core Network defines traffic steering policies based on one or more pieces of information such as:
-
network operator’s policies 
-
user subscription (e.g. user’s priority, the status of optional subscriber services from the subscription data, based on service provider used, subscribed QoS) 
-
user's current RAT
-
the network (RAN and CN) load status
-
application characteristics such as: application type (video, web browsing, IM, etc), application protocol ( HTTP, P2P, etc), target address name (URL) and application provider (My tube, etc)
As highlighted above, SA1's specification has clearly mentioned that "the traffic steering policies are defined based one or more piece of information such as current RAT type, RAN load status, application information, etc.". Based on this the source companies believe that the detected application information should be reported to the PCRF, just like reporting of the current RAT type and RAN load status, so that the PCRF can take all these into account while defining and generating the traffic steering policy. 
One may argue that the PCRF can pre-download all the applicable traffic steering rules, containing application characteristics as one of the parameter, to (S)Gi-LAN when the user is connected to the network, and thus the requirement to consider the application information as one of the input for traffic steering is fulfilled. However, this is unmanageable when you consider combination of different application characteristics and corresponding traffic steering rules per subscriber, for huge number of subscribers. 
Besides, as clearly mentioned in 3GPP TS 23.203 clause 6.2.1.1 and 3GPP TS 29.212 clause 4.4.1, 4b.4.1, the PCRF uses the "detected application information" as one of the input for PCC and ADC rule decision. We believe that the same should be applicable for traffic steering as well and the "detected application information" is required as one of the input for defining traffic steering policy. 
Moreover, some of the use cases cannot be achieved without the support of application reporting, such as: in a given congested cell if the ratio of user-set-G (e.g. users with Gold type of subscription level) accessing certain application (e.g. bandwidth intensive application such as video) to the total number of users accessing the same type of application in that cell exceeds certain threshold then activate specific service function (e.g. video optimization) for the user-set-G so as to provide them with better QoE (e.g. apply video optimization to Gold subscribers accessing video application only when the ratio between them and total number of subscribers accessing video application in the same congested cell is higher than 1:2.). Thus, the traffic steering policies of the user-set-G may depend upon the detected application information of the other users of the same cell, and hence support for the application reporting functionality is necessary. 
It is worth mentioning that this does not require all subscribers to be served by the same PCRF. Under the assumption of an even distribution of subscribers across PCRFs the fraction between different subscriber groups can be expected to be very similar on the different PCRFs serving the subscribers in the same congested cell.

Considering that our job is to define FMSS solution which supports all the valid use cases in different network deployment scenario so that the operator can deploy a common and standard based FMSS solution, although each of them may decide to support different set of the use cases in their network depending upon their requirements, we propose to add the support of application reporting functionality as a requirement to the FMSS solution.

Proposal-1: Each FMSS solution is required to support the application reporting functionality.

2. LS to SA1 to get clarification regarding the need for application reporting functionality

If proposal-1 is not agreeable to all the companies then it is proposed to get clarification from SA1 regarding the text in their specification and whether they see the need to support application reporting functionality as part of FMSS solution. Although this was proposed during the last meeting as well, it was considered premature to send LS to SA1 at that stage. The source companies believe that this is one of the ways forward to address this open issue if all the companies in SA2 have different understanding and interpretation of the current SA1 requirements. 
However, unless we send the LS early during this week, it is highly unlikely that SA1 will be able to handle the same during the ongoing meeting SA1#70. This means SA1 will only be able to handle the LS and respond back to SA2 during their next meeting SA1#71 in August 2015. This LS response will be received by SA2 in the meeting SA2#111 in October 2015. As it can be seen the meeting schedule of SA1 and SA2 may lead to delaying of the progress and conclusion of FMSS if we have to wait for SA1's LS response. Hence, it is proposed to agree on the LS text and send the LS to SA1 early during this week to give them a chance handle the same and respond during their ongoing meeting SA1#70.

Proposal-2: To send LS to SA1 (preferably early in this week) highlighting the text in their specification and asking them the following questions:

· Does SA1 see the need to report the detected "application characteristics" to 3GPP core network so as to allow the 3GPP core network to consider that as one of the input to define and generate the traffic steering policy?

3. Joint meeting with SA1 to get clarification regarding the need for application reporting functionality

Alternatively, we propose to schedule a joint meeting with SA1 during the current week since SA1 and SA2 are collocated. However, this would require us to come to common agreement, early in this week, on the exact set of questions we want to ask SA1 during the joint meeting.
Proposal-3: To schedule a joint meeting with SA1 during this week to get answers to the same questions as proposed in proposal-2.

4. To ensure that each FMSS solution is extendable to support application reporting functionality
Based on all the discussions we had during the last meeting and this meeting, it is clear that all the companies in SA2 have different opinions about the need to support application reporting functionality for the FMSS solution. If none of the above proposals are agreeable then we may not be able to come to a common understanding on the need to support application reporting functionality. However, even in that case it is important for the entire community (i.e. operators and vendors) to define the FMSS solution which caters to this potential requirement assuming that we may be able to resolve this in future. With that in mind, at least it is necessary for us to ensure that the FMSS solution is extendable to cater to the application reporting functionality in future (e.g. when we have clear understanding about the same), if we cannot reach the consensus on supporting the same in the current 3GPP release. However, in that case, it is important to highlight that the FMSS solution will not be able to support some of the use cases in the current Release, i.e. the use cases requiring detected application as input to define traffic steering policy. And, even the PCC rule decision will be based only on the sub-set of information compared to what is defined in 3GPP TS 23.203 clause 6.2.1.1.
Proposal-4: Each FMSS solution needs provide high level description on how it can be extended to support application reporting functionality, e.g. new call flows will be defined over interface-X to report the detected application information to PCRF. In other words, we may not consider application reporting functionality as normative requirement in the current Release, however, we will ensure that we have clear understanding of how the solution can be extended to support this requirement in future, if needed. Additionally, for solution not supporting application reporting, we also capture that the use cases requiring detected application information as input to define PCC policy or traffic steering policy will not be supported in the current Release.
Conclusion

The source companies propose to go with proposal-1 and agree to the following changes to TR 23.718. However, in order to make progress and reach timely conclusion on FMSS in Rel-13, the source companies are also open to any of the other proposals above to resolve the open issue of the need for supporting application reporting functionality for the FMSS solution. 

* * * First Change * * * *

5.1.2
Architectural Requirements
The FMSS solution is required to meet the following requirements:

· For application based traffic steering, support for the application detection functionality is needed. 

NOTE:
The FMSS solution includes components in and outside the scope of 3GPP.
· A solution to flexible traffic steering needs to describe how it works in conjunction with the existing 3GPP features, e.g. ADC feature, if the network has deployed support for this feature. 
· A solution to flexible traffic steering needs to describe how the application reporting, i.e. reporting of detected application information to PCRF, functionality is supported.

* * * End of Changes * * * *
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