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Abstract of the contribution: This contribution proposes updates and further details to the solution with policy steering interface
Discussion

In the solution with policy steering interface there are two editors notes and below we discuss how they should be resolved. In addition we introduce further enhancements of the solution to allow re-use of the packet inspection capabilities in PGW and TDF.

Editor’s note #1:

Editor's Note: It is FFS if there are use cases that would motivate the inclusion of application reporting on St.
It is our understanding; the realistic use cases that are discussed for FMSS can be supported using application reporting over Sd/Gx (as per existing specifications) and with a suitable preconfigured service chain behaviour in the SCTCF / SGi-LAN. Therefore our assumption is that application reporting is not needed over St. 
Editor’s note #2:

Editor's Note: The relation between ADC functionality in PCEF/TDF and the traffic steering solution using St and SCTCF is FFS.
When ADC functionality (as per current specifications) is supported in PCEF or TDF, the PCRF can take the application reporting received over Sd/Gx into account when generating traffic steering policies. This should be clarified in the solution description.

Further enhancements to allow re-use of the packet inspection capabilities in PGW and TDF:

The solution with a new service steering interface from PCRF assumes that traffic classification (and DPI if required) is supported in the SGi-LAN. This has the benefit that existing nodes (PGW and TDF if deployed) are not impacted. However, for operators that already use packet inspection (and DPI) in PGW or TDF there may be benefits to enhance that functionality and re-use it also for traffic steering. The solution is thus enhanced to allow (optional) traffic classification for service steering in PGW/TDF. 
Proposal

It is proposed to update TR 23.718 as follows.

**** First Change ****

6.1.4
Solution 1.4: Service steering policy interface

6.1.4.1
Description

6.1.4.1.1 
Overview

This solution addresses key issue 1: “Interface for provisioning of traffic steering policy”.

A new interface (St) is defined over which the traffic steering policy is provided. The St interface is defined between the PCRF and a Service Chain Traffic Controller Function (SCTCF). 

The functionality of the SCTCF includes the following:

· The SCTCF is the receiver of the traffic steering policy and supports control plane functionality to terminate the St interface.

· The SCTCF ensures that the traffic steering policy is implemented in the SGi-LAN. The SCTCF may e.g. perform a mapping of the traffic steering policy to service chain specific identifiers and procedures and convey traffic steering information, which e.g. comprises service chain identifiers and other information which is required by the SGi-LAN implementation, to the SGi-LAN. The details for how the SCTCF ensures that the traffic steering policy received from PCRF is enforced in the SGi-LAN is out of 3GPP scope. 

NOTE:
The SCTCF may be implemented as a standalone entity or combined with another entity. 

The St interface is used to provide traffic steering policy to the SCTCF. It is assumed that application reporting from SCCTF to PCRF is not required for the solution. The PCRF may use application reporting as provided over Gx or Sd as input for traffic steering policy decisions. 

The figure below shows the architecture with St interface and Service Chain Traffic Controller Function. The Forwarding Entities, Classifiers and Service Functions, as well as any interface(s) between the SCTCF and these functions, are out of scope of this work item. 
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Figure 6.1.4.1.1-1. Reference architecture for service steering policy interface St. 
6.1.4.1.2
Deployment variants

Deployment without ADC functionality in TDF or PCEF
In a deployment without ADC support, as shown in Figure 6.1.4.1.2-1, traffic classification is done by entities in the SGi-LAN. In particular the SGi-LAN may support SGi-LAN specific solutions for application detection for the purpose of traffic steering. The PCRF can provide a traffic description (e.g. an application identifier) to the SCTCF to indicate for what traffic the traffic steering policy applies. 
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Figure 6.1.4.1.2-1: Deployment without ADC functionality (in TDF or PCEF)
Deployment with ADC functionality (in TDF or PCEF)
The PCEF or TDF may support ADC functionality based on current PCC specifications. In a deployment variant with such ADC functionality, the PCEF/TDF can provide the PCRF with application detection reports, as described in TS 23.203. The PCRF can use the reported information (e.g. application start/stop and application information) as input for generating traffic steering policy towards the SCTCF. The SGi-LAN is assumed to make traffic classification based on the UL/DL packets that enters the service chain domain. This allows the re-use of existing ADC functionality in the Flexible Mobile Service Steering solution without impact to PCEF/TDF. Figure 6.1.4.1.2-2 illustrates this deployment variant.
In particular, the TDF may be deployed as a service function in the SGi-LAN. In this case the SGi-LAN can steer a subset of the traffic via TDF (e.g. traffic requiring DPI) while other traffic (not requiring DPI) go through the service chain without traversing the TDF. This can be controlled from PCRF by activating suitable traffic steering policies over St. How the service chain routing is done in the SGi-LAN is however out of 3GPP scope.
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Figure 6.1.4.1.2-2: Deployment with ADC functionality (in TDF or PCEF)

6.1.4.1.3 
Extensions with traffic steering functionality in TDF or PCEF

In order to utilize the existing packet inspection capability in PCEF (with or without ADC) or TDF in an FMSS deployment, the functionality of the PCEF and TDF can be extended to support packet marking for Traffic Steering purposes. The PCEF or TDF performs packet marking based on the active PCC/ADC rules. The classifiers and forwarding entities in the SGi-LAN system can then perform classification and traffic steering based on the marked traffic. This allows the packet inspection result in PGW/TDF (e.g. based on ADC) to be utilized in the SGi-LAN domain where traffic can be classified and steered based on the packet marking without repeating the same packet inspection as was done in PGW/TDF. 

In case TDF is used for packet marking, the TDF marks application traffic based on active ADC rules. There is no requirement that all uplink/downlink traffic must pass the TDF or be marked by the TDF. In case the TDF is deployed as a service function in the SGi-LAN, the SGi-LAN can steer a subset of the traffic via TDF (e.g. traffic requiring DPI / application detection) while other traffic goes through the service chain without traversing the TDF. The TDF would thus act as secondary classifier in both UL and DL and only needs to process a subset of the traffic as determined by the service chain. This can be controlled from PCRF by activating suitable traffic steering policies over St. An example of this alternative is shown in the figure X below. How the service chain routing is done in the SGi-LAN is out of 3GPP scope.
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Figure 6.1.4.1.3-1. Example of traffic steering with packet marking in TDF

In case PCEF is used for packet marking towards the SGi-LAN, all uplink and downlink traffic would pass the PCEF before it enters the SGi-LAN system. The PCEF marks the Service Data Flows based on active PCC rules. An example of this alternative is shown in the figure Y below. 
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Figure 6.1.4.1.3-2. Example of traffic steering with packet marking in PCEF

The packet marking behaviour is preconfigured on the PCEF/TDF and the detailed packet marking format is not defined by standards. 

6.1.4.1.3 
Procedures

Editor's Note: This section will capture the message sequence procedures including St. 
6.1.4.2
Impacts on existing nodes and functionality

Impacts on PCRF:

-
The PCRF is enhanced to support the St interface as well as any interactions between existing procedures (e.g. Gx) and procedures on St. 
-
The PCRF is enhanced to make traffic steering policy decisions based on existing input parameters 
Impacts on TDF:

-
The TDF is optionally enhanced to perform packet marking of application traffic based on active ADC Rules

Impacts on PCEF:

· The PCEF is optionally enhanced to perform packet marking of Service Data Flows based on active PCC rules.
Editor’s Note: Further impacts to existing nodes is FFS
6.1.4.3
Solution Evaluation

Editor's Note: Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.

This solution enables an architecture for providing traffic steering policy that allows different deployments and architectures of the SGi-LAN and that is agnostic to the way routing/forwarding is done, as well as to the number of and location of traffic classification and forwarding/routing functionality in the SGi-LAN. 
The solution does not require enhancements of existing PCEF and TDF entities or the Gx or Sd protocols. The PCRF can use the existing PCC functionality for making traffic steering policy decisions.  For example, the PCRF can use application reporting over Sd/Gx as input to providing application based traffic steering rules to the SCTCF.
The solution optionally supports using the packet classification functionality in PCEF and TDF, by enhancing these functions to perform packet marking.
Editor’s Note: Additional evaluation is FFS.
S





-





GW





PCRF





External 





Network





U





-





plane





P





-





GW





PCEF





SF2





SF3





SF4





(S)





Gi





SF1





Service Chain 1





(S)





Gi





-





LAN





Gx





St





Classifiers, controllers, forwarding entities etc.





SCTCF





Service Chain 2








3GPP

SA WG2 TD


[image: image1.emf] 

(S)Gi - LAN (s)  

PCRF  

TDF  

Service Functions, Forwarding  Entities, Classifiers etc.  

(S)Gi  

PGW/GGSN   (PCEF)  

PDN  

SC T CF  

Gx  

Sd  

St  

(S)Gi  

[image: image6.png]Sx, Sy, Rx 1
SCTCF
y T
PCRF !
Gx :
1
PCEF sGi \
PGW | ¢=m N
downlink /I IP packets
uplink with marking

External
network

Classifiers, ™,
forwarding

: SF2 |

entities, etc [
sF3 |

- U sFa



_1483166673.doc


SCTCF







(S)Gi-LAN(s)







(S)Gi







St







Sd







Gx







PDN







TDF







Service Functions, Forwarding Entities, Classifiers etc.







PGW/GGSN�(PCEF)







(S)Gi







PCRF












