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1. Overall Description:

SA2 would like to inform SA6 that as part of the Stage 2 study on Isolated E-UTRAN Operation for Public Safety (FS_IOPS_St2) it was agreed that IOPS functionality should be supported by means of a "Local EPC" co-sited with one of the eNBs in the network, or reachable by local network infra-structure (see attachment TS 23.797-010).
Additionally, SA2 would like to inform SA6 that they have decided that provision of application services over an IOPS network will be based upon the Uu radio interface and EPS bearer services supported by a Local EPC.  Furthermore, application services (e.g. MCPTT or VoLTE), as required by the public safety authority, will be supported by existing 3GPP specified interfaces. Such services could be provided by local application server and IMS instances co-sited with a Local EPC instance.
SA2 kindly requests that SA6 take this decision into account in their specification of MCPTT services, given the requirements for interoperability with MCPTT services as specified in the IOPS service requirements TS 22.346.
SA2 would like to inform SA3 of the above decision regarding the support of public safety services over an IOPS network (particularly MCPTT) and would request that SA3 take this into account in their study of security mechanisms to support IOPS.
2. Actions:

To SA6 and SA3:
ACTION: 
SA2 kindly asks SA6 and SA3 to take the above decisions regarding the support of public safety application services over an IOPS network.
3. Date of Next TSG-SA2 Meetings:

TSG-SA2 Meeting #109 
25 – 29 May 2015
Fukuoka, Japan
TSG-SA2 Meeting #110 
06 – 10 July 2015
Dubrovnik, Croatia

