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Abstract of the contribution:  This contribution proposes text to resolve the Editor’s Note relating to dynamic establishment of IOPS networks.
Introduction
Draft study report TR 23.797 v0.1.0 contains the following Editor’s Note:
Editor's note: It is FFS whether a mechanism to autonomously and dynamically establish IOPS networks, comprising Local EPCs and a number of isolated eNB's that can detect this Local EPC and use it, shall be standardized.

The intention of this text proposal is to resolve this Editor’s Note by proposing that IOPS networks will be established by the independent actions of each eNB entering IOPS mode of operation.

Thus, an IOPS network comprising two or more eNBs will be established as a result of multiple eNBs entering IOPS mode of operation and establishing S1-MME paths to the MME of the same Local EPC instance.
Further explanatory text is proposed to describe O&M procedures that can be used to pre-configure eNBs for subsequent IOPS operation in accordance with this principle.
The text proposal below contains a reference to clause 6.1.1.y, this represents a reference to the new clause proposed in the pCR S2-150763 also submitted to this meeting.

Proposed Changes to TR

>>>>>>>>>>>>Start of first change<<<<<<<<<<<

6.1.1
Functional description
6.1.1.1
General Description
This solution assumes that the eNB is co-sited with, or can reach, a Local EPC instance (including at least the MME, SGW/PGW and means to locally deliver security/access control as required by SA3) which is used in IOPS mode ( i.e. when there is no S1 connectivity to the macro EPC). This allows it to replicate the behaviour of a nomadic system isolated from the network, and it can be based largely on existing specifications.

>>>>>>>>>>>>End of first change<<<<<<<<<<<
>>>>>>>>>>>>Start of second change<<<<<<<<<<<
If the scope of service of a Local EPC is a single eNB, then all cells served by the eNB shall share the same TAI (assigned for used in IOPS mode) and neighbouring eNBs that are also operating in IOPS mode with the same dedicated PLMN-Id are assigned different TAIs so a TAU is triggered upon mobility. This TAU would result in a TAU Rejection due to lack of suitable credentials/identity, and cause a UE to reattach via the new eNB to its co-sited EPC.

However, if multiple eNBs are configured to be served by a single Local EPC, configuration of TAIs for IOPS can be done according to local operator policies, in such a way that a reselection to a cell operating a PLMN in normal mode shall always trigger a TAU (see clause 6.1.1.x for further consideration of IOPS network configuration). Allowed EUTRAN PLMNs operating in Normal Mode are configured in the UE as higher priority than the IOPS PLMN.

If sharing the same PLMN-Id it is assumed the TAI assigned to cells in Nomadic EPS also would be different from the TAIs assigned to eNBs operating in IOPS mode, so as to trigger TAU between these systems.

IP address assignment is performed as usual in the Local EPC.

The Local EPC acts as an IP router among locally attached devices.

Editor's note: It is FFS whether eMBMS for broadcast in IOPS mode under a single eNB cells is supported in this release. 

When a backhaul to the macro EPC is re-established, then the Local EPC S1 connections are released according to the IOPS-eNB policies to move the UEs to Idle mode, and the regular PLMN-Id is announced by the eNB so UEs reselect the normal PLMN and attach afresh to the macro EPC. When eventually all UEs move to the Macro EPC, IOPS is turned off.
6.1.1.x
IOPS network configuration/establishment
An IOPS network can comprise either:
-
a Local EPC instance and a single isolated eNB, which may be co-located; or

-
a Local EPC instance and  two or more eNBs, one of which may be co-located with the Local EPC instance.
O&M procedures not standardised in this release of the specification can be used to pre-configure an eNB capable of IOPS operation with:
(1)
the IP address(es) of the MMEs of one or more Local EPC instances, and
(2)
the corresponding Tracking Area Code (TAC) to be broadcast by that eNB when connected to each of the Local EPC instances in the list. 
In line with local operator policies the eNB can be provisioned with the address of a preferred Local EPC instance and the addresses of one or more alternative Local EPC instances. The alternative addresses will be used if an S1-MME path cannot be established with the MME of the preferred Local EPC instance.
In this release of the specification IOPS networks will be established by the independent actions of each eNB entering IOPS mode of operation. An IOPS network comprising two or more eNBs will be established as a result of multiple eNBs entering IOPS mode of operation and establishing S1-MME paths to the MME of the same Local EPC instance.
All Local EPC instances deployed by a public safety authority / operator shall assume the same PLMN-Id. In order to achieve the broadcast of different TAIs on separate IOPS networks the TACs broadcast by the cells of eNBs connected to different Local EPCs must be distinct to ensure the required UE mobility behaviour (see clause 6.1.1.y). Therefore, the TAC broadcast by the cells of an eNB operating in IOPS mode will be dependent upon the Local EPC to which the eNB has established an S1-MME connection.
The support of S1-flex by IOPS network entities shall be up to local operator policy and configuration.
6.1.2
Procedures
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3GPP

SA WG2 TD


