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Introduction
The current solution is based on the policy group concept which is still studied under MONTE. As it was decided to not aim for a conclusion of it in Rel13, a different approach is required to get a workable solution for the background data transfer key issue in Rel13 timeframe. This contribution proposes such an alternative which works without any dependency on the policy group concept and which is therefore called “general approach”.

In this alternative, the AS request is the same apart from the fact that there is no relationship between the UEs that might be subject to the background data transfer (i.e. the UEs do not need to belong to a policy group). Hence, the decision about the transfer policy offer can be taken by any PCRF serving the geographic area. It is however important that the transfer policy finally selected by the AS is stored in the SPR so that it gets distributed to all PCRFs which may serve a UE that is subject to this background data transfer in the future. In addition, the PCRF making the transfer policy offer for subsequent requests can retrieve the information about the already existing transfer policies from the SPR so that they can be taken into account for the decision making.

It should be noted that this general approach does not allow for a combined bitrate policing for the whole set of involved UEs (as it was possible via the group APN-AMBR in the policy group based approach). The operator can however still apply bitrate policing for the background data transfer on a per UE basis (potentially taking into account the amount of UEs served by the same PCRF). Furthermore, the charging systems (which will finally receive the reports about the consumed volume on a per UE basis) can still apply the charging rate depending on whether or not the overall amount of data transferred during the time window is in alignment with the previously negotiated transfer policy or not.
***** 1st CHANGE *****
6.8
Solution 8: 3GPP resource management for background data transfer
6.8.1
Description
This solution addresses the Key issue 7 - "3GPP resource management for background data transfer ".

The main idea of the solution is: SCEF receives the API request from the 3rd party for a desired time window(s) for background data transfer to a set of UEs, including the volume of data expected to be transferred, and passes this information to the PCRF responsible for this set of UEs. The PCRF determines a transfer policy offer including one or more recommended time windows for the AS data transfer together with a maximum aggregated bitrate for the set of UEs and a charging rate. The SCEF forwards the transfer policy offer to the 3rd AS. If the transfer policy offer contains more than one time window, the 3rd party AS shall select one of the time windows and inform the SCEF about it (which forwards this to the PCRF).When the selected time window starts, the PCRF triggers PCC procedures according to 3GPP TS 23.203 [7] to provide the respective policing and charging information to the PCEF.
There are two approaches for selecting the PCRF that determines the transfer policy offer: a policy group based approach described in clause 6.8.1.1 and a general approach described in clause 6.8.1.2.
6.8.1.1
Policy group based approach
In this approach all UEs of the set in the AS request belong to the same policy group (cf. 23.769 clause 5.3). The SCEF identifies the corresponding policy group as well as the PCRF responsible for it and sends the request to the PCRF.
Editor's note: In this approach it is assumed that a single PCRF is responsible for AS background data transfer to all UEs in the group and has the capability for setting group policies. As the solution relies on the solution for group policing (cf. 23.769 clause 5.3), the solution can only be completed and evaluated after the study for group policing is completed.
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Figure 6.8.1.1-1: Policy group based approach for resource management for background data transfer 
1.
A 3rd party AS may send a request to the SCEF asking for desired time window(s) possible for background data transfer to a group of UEs. The background data transfer request message contains application information, traffic information (e.g. the volume of the data to be transferred per UE and the expected amount of UEs), the desired time window and optionally, geographic area information.

2.
The SCEF authorizes the AS request and identifies the corresponding policy group (cf. 23.769 clause 5.3).
NOTE 1: The SCEF notifies the AS at this point if the authorization fails.
3.
The SCEF identifies the PCRF responsible for this policy group and sends the background data transfer request to the PCRF including the parameters provided by the AS and the policy group. If the AS provided geographic area information, the SCEF transfers the geographic area to a corresponding network area (e.g. list of cell ids, TAs/RAs).
4.
The PCRF determines, based on information provided by the AS and other information (e.g. network policy, congestion level (if available), load status estimation of the required time window and network area) one or more recommended time windows for the AS data transfer. For each time window, the PCRF needs to assign a maximum aggregated bitrate for the set of UEs and a charging rate that will be applicable in the respective time window for the traffic that stays below the maximum aggregated bitrate.
NOTE 2: The PCRF can have information about traffic statistics locally configured or retrieve them dynamically, e.g. from the OAM system. The AS provided information about the volume of data to be transferred for the group of UEs and the expected amount of UEs allows the PCRF to estimate the overall amount of traffic that might be generated by the group. Based on this, the PCRF can derive time windows that are appropriate for handling this traffic.
5.
The PCRF responds to the SCEF with a transfer policy offer including one or more recommended time windows for the data transfer and for each time window the maximum aggregated bitrate for the set of UEs and a charging rate.
6.
The SCEF forwards the transfer policy offer to the 3rd party AS.

7.-10. If the transfer policy offer contains more than one time window, the 3rd party AS shall select one of the time windows and send another request for background data transfer message to inform the SCEF and PCRF about it. 

NOTE 3: If there is only one time window in the transfer policy offer, the AS is not required to confirm.
11. When the selected time window starts, the PCRF triggers PCC procedures according to 3GPP TS 23.203 [7] to provide the respective group policing and charging information to the PCEF.


6.8.1.2
General approach
In this approach, any of the available PCRFs in the network serving this geographic area can make the decision about a transfer policy for background data transfer.
NOTE 1: In this approach the UEs targeted for background data transfer could be served by a single PCRF or could be spread across multiple PCRFs serving the same or different geographic areas.
The transfer policy is finally stored in the SPR. This ensures that the transfer policy is available to every PCRF responsible for a UE which is subject to this background data transfer in the future. In addition, other (or the same) PCRF can take this transfer policy into account during subsequent decisions about transfer policies for background data related to other AS.
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Figure 6.8.1.2-1: General approach for resource management for background data transfer 
1.
A 3rd party AS may send a request for background data transfer for a set of UEs to the SCEF. The background data transfer request message contains application information, traffic information (e.g. the volume of data to be transferred per UE and the expected amount of UEs), the desired time window and optionally, geographic area information where UEs could reside.

2.
The SCEF authorizes the AS request.
NOTE 2: The SCEF notifies the AS at this point if the authorization fails.
3.
The SCEF selects any of the available PCRFs and sends the background data transfer request to the PCRF including the parameters provided by the AS. If the AS provided geographic area information, the SCEF transfers the geographic area to a corresponding network area (e.g. list of cell ids, TAs/RAs).
4.
The PCRF retrieves from the SPR all existing transfer policies.
5.
The PCRF determines, based on information provided by the AS and other information (e.g. network policy, congestion level (if available), load status estimation of the required time window and network area, existing transfer policies) one or more recommended time windows for the desired AS data transfer. For each time window, the PCRF needs to assign a maximum aggregated bitrate for the set of UEs and a charging rate that will be applicable in the respective time window for the traffic that stays below the maximum aggregated bitrate.
NOTE 3: The PCRF can have information about traffic statistics locally configured or retrieve them dynamically, e.g. from the OAM system. The AS provided information about the volume of the data to be transferred per UE and the expected amount of UEs allows the PCRF to estimate the overall amount of traffic that might be generated by the set of UEs. Based on this, the PCRF can derive time windows that are appropriate for handling this traffic.
6.
The PCRF responds to the SCEF with a transfer policy offer including one or more recommended time windows for the data transfer and for each time window the maximum aggregated bitrate for the set of UEs and a charging rate.
7.
The SCEF forwards the transfer policy offer to the 3rd party AS.

8.-11. If the transfer policy offer contains more than one time window, the 3rd party AS shall select one of the time windows and send another request for background data transfer message to inform the SCEF and PCRF about it. 

NOTE 4: If there is only one time window in the transfer policy offer, the AS is not required to confirm.
12.
The PCRF stores the new transfer policy in the SPR.
13. When the selected time window starts, the PCRF triggers PCC procedures according to 3GPP TS 23.203 [7] to provide the respective policing and charging information to the PCEF for the non-roaming UEs under its responsibility that are involved in this background data transfer.

NOTE 5: This step will be performed by every PCRF that is responsible for a non-roaming UE which is subject to this background data transfer.
NOTE 6: When the selected time window ends, every involved PCRF removes the respective policing and charging information from the PCEF as well as the corresponding transfer policy from the SPR.
6.8.2
Impacts on existing nodes and functionality
While the Rx interface could be reused for the interaction between SCEF and PCRF, new parameters need to be added for the information exchanged between AS and PCRF.

The PCRF needs to support resource management decisions for background data transfer. The PCRF needs to be able to determine one or more recommended time windows for the AS data transfer together with a maximum aggregated bitrate for the set of UEs and a charging rate that will be applicable in the respective time window for the traffic that stays below the maximum aggregated bitrate. Furthermore, the PCRF needs to associate the selected time window and the corresponding charging rate with the state information of all UEs targeted for background data transfer.

6.8.3
Solution Evaluation

The solution addresses the Key issue "3GPP resource management for background data transfer ".

***** End of CHANGE *****
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