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Abstract of the contribution:

This contribution points out the maximum detection time of loss of connectivity based on SA1 requirement, and clarifies that the detection of loss of connectivity needs to be re-configured by HSS if serving SGSN/MME is changed.
Proposal
It is proposed to add following changes into TR 23.789.

* * * First Change * * * *

5.1.2
Required Functionality

The following architectural requirements need to be met:
Configuration of Monitoring Events and actions by 3rd party application provider:

-
It needs to be possible to configure following monitoring events in the 3GPP system, 

-
monitoring the association of the MTC Device and UICC and/or new IMSI-IMEI-SV association

-
Location of the MTC Device, and change in location of the MTC Device

NOTE:
Location granularity for event request, or event report, or both could be at cell level (CGI/ECGI), LA/TA/RA level, Presence Area reporting level, or other formats e.g. shapes (e.g. polygons, circles etc.) or civic addresses (e.g. streets, districts etc.) as referenced by OMA Presence API [4].

-
loss of connectivity i.e. when the network considers it is no longer possible to establish signalling between the MTC Device and the network.
NOTE:
The maximum detection time of loss of connectivity is on the order of 1 minute to 1 hour.
-
Communication failure.

-
Roaming status (i.e. Roaming or No Roaming) of the MTC device, and change in roaming status of the MTC device.

NOTE:
Roaming status means whether the MTC device is in HPLMN or VPLMN.

-
Serving network of the MTC device, and change of the serving network of the MTC device

-
Reporting the number of UEs present in a certain area, with a single report or regular reporting.

-
It needs to be possible to allow configuration of the monitoring events, wherever applicable, in the 3GPP system for one-time reporting of event(s), or continuous reporting of event(s). Continuous reporting may be requested with additional criteria such as maximum number of reports, reporting interval etc.

-
It needs to be possible to configure the action to be executed by the network when configured monitoring event is detected, for example - reduce services provided to the UE, restrict access of the UE, detach the UE etc.

-
It needs to be possible to configure the maximum time between the actual loss of connectivity and its detection.

-
It needs to be possible for the network to authorize a Service Request to configure subscribed monitoring events/actions from 3rd party application provider.

Detection of Monitoring Events:

-
It needs to be possible for the network to detect monitoring events. On detection of the monitoring event the Network may execute a configured action.

Reporting of Monitoring Events to 3rd party application provider:

-
It needs to be possible for the UE or network to report the detected events to the 3rd party application provider. Event reporting may provide more detailed information like the cause for a detected communication failure event. Application layer reporting of monitoring events is outside the scope.

* * * End of Change * * * *
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