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Abstract of the contribution: Propose a Service Steering Function based solution for FMSS.
* * * Start Change * * * *

6.X
Solution # X: Standalone Service Steering Function based solution
6.X.1
Description


This solution addresses key issue 1 “Interface for provisioning of traffic steering policy” and key issue 2 “Sematics of traffic steering policy”.
This solution enables an architecture for flexible mobile service steering by giving flexible deployment to operator who doesn’t want to see impact on PGW/GGSN and doesn’t have standalone TDF deployed in the (S)Gi-LAN. 

In order to receive the Service Steering and Control (SSC) rules from the PCRF and steer the specific traffic to specific service enabler(s), a new logical entity named Service Steering Function (SSF) and a new interface Ss between PCRF and SSF are introduced by this solution. 

6.X.1.1 Architecture

Figure 1 in below illustrates the architecture for this solution.
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Figure 1: Architecture for standalone SSF based solution

Editor’s Note: The difference between SSF and TDF is FFS.

Editor’s Note: In case a standalone TDF is deployed, collaborattion between TDF and SSF is FFS.

Ss: The interface between PCRF and SSF.

The functionality of SSF comprises following:

· Receive provisioned SSC rules from PCRF and install them;

· Modify/Remove SSC rules according to the request from PCRF;

· Detect the uplink and downlink packets according to SSC rules;

· Make the packets go through a chain of service enablers in order according to SSC rules

NOTE: The location of SSF is up to operator’s (S)Gi-LAN deployment.
The SSC rule comprises following:

· SSC rule identifier;

· Set of Application identifiers and the traffic direction (e.g., uplink, downlink);

· Set of SDF identifiers(e.g., IP 5-tuple);

· A list of service enabler identifier (e.g., IP address) and the order in which these service enablers shall be chained
The new functionality required for PCRF comprises following:

· Determine the SSC rules for a specific classification of application of a subscriber by taking into account the subscriber’s profile, network load status, operator’s policy and application characteristics; 

· Provision SSC rules to SSF;

· Modify/Remove SSC rules in SSF in a dynamic manner.









































6.X.2
Impacts on existing nodes and functionality

A new node SSF is added in the architecture with following functionality:

· Receive provisioned SSC rules from PCRF and install them;

· Modify/Remove SSC rules according to the request from PCRF;

· Detect the uplink and downlink packets according to SSC rules;

· Make the packets go through a chain of service enablers in order according to SSC rules

PCRF:

· Determine the SSC rules for a specific classification of application of a subscriber by taking into account the subscriber’s profile, network load status, operator’s policy and application characteristics; 

· Provision SSC rules to SSF;

· Modify/Remove SSC rules in SSF in a dynamic manner.

6.X.3
Solution Evaluation

Editor's Note: Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
* * * End of Change * * * *

3GPP

SA WG2 TD


_1484125246.vsd
Service Enabler n



