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Abstract of the contribution:
The paper proposes to update the NOTE in subclause 5.2.5.2.
1. Discussion

In decomposed architecture for WebRTC, there is the requirement to restrain PCC procedure from P-CSCF to avoid PCC duplication.

To our understanding, this requirement has been fulfilled in 23.228 subclause 5.4.7.0, quoted as below:

“At IP‑CAN bearer activation the user shall have access to either IP‑CAN services without Policy and Charging Control, or IP‑CAN services with Policy and Charging Control. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

When using IP‑CAN without Policy and Charging Control, the bearer is established according to the user's subscription, local operator's IP bearer resource based policy, local operator's admission control function and roaming agreements.”
The above texts shows that IMS network shall be able to support accessing from IP-CAN which do not require PCC, i.e. P-CSCF can be configured to support other QoS mechanism or no QoS at all based on operator policy. Moreover, in current TS 24.229 (subcluase 5.2.1), the P-CSCF is also configured with the access technology that it supports, in order to decide how to get the access related information, e.g. location information. 

This type of condiguration does not require any signalling extension and has already been used in real IMS deployment.

In summary, retraining PCC procedure can be achieved by configuring the P-CSCF for WebRTC access not supporting PCC without any signalling extension requirement. 
2. Proposal

It is proposed to update the according NOTE in 23.706 as follows.
* * * First Change * * * *

5.2.5.2
Reference Architecture

Figure 5.2.5.2-1 shows the decomposed architecture.

The WebRTC Signalling Interworking Function (WS-IWF) acts as the signalling mediation function between the WebRTC client and P-CSCF. The functionality of the WS-IWF includes but is not restricted to:

-
Perform conversion between WebRTC signalling (e.g. HTTP/HTTPS/Websocket signalling) and SIP signalling.

-
Provide interworking between W2 and W8.
-
Communicate with WAF to verify that the UE is executing a WIC from an authorized WWSF.
-
Control the media plane interworking functions provided by the WM-IWF via W6 interface.
-
Perform as the AF in the WebRTC call procedure which is responsible to trigger the Rx session. Communicate with Policy and Charging Rules Function (PCRF) by Rx interface to authorize the bearer resources and manage QoS.
The WebRTC media Interworking Function (WM-IWF) acts as the media mediation function between the WebRTC client and the IMS-AGW. The functionality of the WM-IWF includes but is not restricted to:

-
Support the media plane interworking extensions as needed for WICs.
-
Reside in the same network as the WS-IWF.
In this scenario, both WS-IWF and WM-IWF reside in the operator domain.
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Figure 5.2.5.2-1: generic scenario of the decomposed architecture
NOTE:
In this architecture, Rx session is moved from the P-CSCF to the WS-IWF. Therefore, the P-CSCF needs to restrain Rx session when the accessing entity is WS-IWF. The P-CSCF can decide not to initiate an Rx session based on the receiving signalling from the WS-IWF, which has an indication to P-CSCF to restrain Rx session. In addition, the P-CSCF can also be configured as support access of IP-CAN without PCC based on operator policy and therefore does not initiate any Rx session.

* * * End of Change * * * *
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