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Abstract of the contribution: The contribution proposes a solution for monitoring via PGW based on a direct interface between SCEF and PGW.
Discussion
PDN connection related information (like IP addresses, IP-CAN type, RAT-type, APN-AMBR) is already available via PCRF. However, it should be noted that PCC usage is optional per 3GPP specs. It may not be deployed for all types of subscriber sessions (e.g. MTC devices) and in that case local policy at PCEF may be used for policy and charging control. In such a deployment, it is not possible to identify the UE by means of its public IP address (or private IP address and APN combination). 
It is therefore proposed to add a new reference points between SCEF and PGW by which the SCEF gets informed about the IP address that is assigned to a UE for a PDN connection whenever there is no interaction with a PCRF during PDN connection establishment (e.g. disabled for the APN, device or user). The SCEF can then handle 3rd party AS requests which provide only an IP address as UE identity information. Furthermore, the SCEF can retrieve the current PDN connection information IP-CAN type, RAT type and APN-AMBR whenever required. There is also an AESE solution which would benefit from having such an interface (this is described in document S2-150063).

It should be noted that the existing usage of RADIUS/Diameter protocol on Gi/SGi as described in TS 29.061 (Interworking between the PLMN and Packet Data Networks (PDN)) could be the baseline for this reference point.

***** 1st CHANGE *****
6.X
Solution X - Monitoring via PGW
6.X.1
General description

The main idea of this solution is to use a direct new interface between PGW and Service Capability Exposure Function (SCEF) for monitoring event configuration, reporting etc. 
To support this monitoring feature in roaming scenario, roaming agreement needs to be made between HPLMN and VPLMN, and the new direct interfaces need to be designed to support roaming.

6.X.1.1
Reporting of PDN connection establishment event from PGW
The following figure illustrates the procedure flow for reporting of PDN connection establishment to the SCEF.
NOTE: The procedure can also be used if an additional IP address is assigned to the PDN connection or an IP address gets removed from a PDN connection.
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Figure 6.X.1.2-1 Reporting of PDN connection establishment event from PGW 
1.
The PGW detects the establishment of a new PDN connection. Unless the PGW is configured to interact with the PCRF, the PGW shall inform the SCEF about the new PDN connection for the UE after the assignment of the UE IP address is completed.
NOTE 1: It is assumed that there is only a single SCEF per operator. If there is more than one, the PGW would need to inform all SCEFs.

2.
The PGW sends a Report PDN connection establishment message to the SCEF, containing the UE identity, the APN and the assigned UE IP address.
3.
The SCEF stores the received information and sends a confirmation message back to the PGW.
6.X.1.2
Reporting of PDN connection information
The following figure illustrates the procedure flow for reporting of PDN connection information to the SCEF.
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Figure 6.X.1.2-1 Reporting of PDN connection information 
1.
The SCEF detects the need for additional or up to date information about a PDN connection of a UE. 
2.
The SCEF sends a request to the PGW hosting the PDN connection of the UE (UE IP address).
3.
The PGW identifies the PDN connection corresponding to the received UE IP address and reports its current IP-CAN type, RAT-type and APN-AMBR to the SCEF.
6.X.1.3
Specific Monitoring Event Handling
Monitoring Event: IP address assignment/removal

The PGW detects the assignment/removal of an additional IP address to/from the PDN connection. PGW can provide this information to the SCEF. 

Monitoring Event: Loss of connectivity

The PGW detects loss of connectivity due to UE detach or PDN connection termination. PGW can provide this information to the SCEF. The SCEF can then delete all known IP addresses of the UE belonging to this PDN connection.
6.X.2
Impacts on existing nodes and functionality

-
New interface needs to be supported between PGW and SCEF.

-
PGW needs to inform the SCEF about the assignment/removal of an IP address to/from a PDN connection.
-
If requested by SCEF, the PGW needs to report the current IP-CAN type, RAT-type and APN-AMBR for a PDN connection.
6.X.3
Solution evaluation

PDN connection related information (like IP addresses, IP-CAN type, RAT-type, APN-AMBR) is already available via PCRF. However, it should be noted that PCC usage is optional per 3GPP specs. It may not be deployed for all types of subscriber sessions (e.g. MTC devices) and in that case local policy at PCEF may be used for policy and charging control. In such a deployment, it is not possible to identify the UE by means of its public IP address (or private IP address and APN combination). With the new reference point, the SCEF is able to handle 3rd party AS requests which provide only an IP address as UE identity information. Furthermore, the SCEF can retrieve the current PDN connection information IP-CAN type, RAT type and APN-AMBR whenever required.
***** End of CHANGE *****
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